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SCHEDULE
CHAPTER |
1. Definitions

In this Regulation, “the Act” means the Financial Markets Act, 2012 (Act No. 19 of 2012), and any
word or expression to which a meaning has been assigned in the Act, bears the meaning so
assigned to it and, unless the context otherwise indicates —

“asset class” means the underlying asset, security or event from which an OTC derivative derives

its value, such as interest rates, foreign exchange, credit, equitiesiand commodities;

“authorised OTC derivative provider” means an OTC derivative yprovider authorised by the

Registrar;

“central counterparty” means a licensed clearing housef whether associated or independent, as

defined in the Act, or an external clearing house, that

(a) interposes itself between counterparties to contracts traded in one or more financial markets,
becoming the buyersto'every seller and the sellerto every buyer and thereby ensuring the
performance of gpen contracts; and

(b) becomes a counterparty to trades with market participants through novation, an open offer

system orthrough a legally bindingragreement;

“client” in relation to an OTC, derivative provider, means any person, other than a counterparty,
with whom an"QTC derivative provider-
(@) executes an'QTC derivative transaction; or

(b) enters into a relationship with the intention of executing OTC derivative transactions;

“close link” means a situation‘in which two or more natural or legal persons are linked by-

(a) participation, by way of direct ownership or control, of 15 per cent or more of the voting rights
or capital of an undertaking; or

(b) control or a similar relationship between any natural or legal person and an undertaking or a
subsidiary of a subsidiary also being considered a subsidiary of the parent undertaking which

is at the head of those undertakings.

“complex product” means a bespoke OTC derivative which combines two or more product types

or embeds one or more derivative into another;
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“confirmation” means the consummation, in writing, of legally binding documentation that records

the agreement of the parties to all of the terms of an OTC derivative transaction and occurs when a

record, in writing, of all of the terms of an OTC derivative transaction is signed manually,

electronically or by some other legally equivalent means by the OTC derivative provider and client

or counterparty;

“counterparty” in relation to an OTC derivative provider, means —

)
(b)
(©)
(d)

(e)

M
()]
(h)

another authorised OTC derivative provider;

a bank;

an authorised user;

a person who is registered or authorised by-

(i)  the Registrar of Long-term Insurance to conduct long-term insurance business;

(i)  the Registrar of Short-term Insurance tgéeonduct short-term insurance business;

(i)  the Registrar of Financial ServicesProviders to provide a‘financial service in derivative
instruments;

(iv) the Registrar of Collective lavestment Schemesdo administer a hedgeyfund;

a person outside the Republic who —

(i) is authorised by a supervisory authoritysto perform:aservice or services similar to one or
more of the serviees, referred ta in the definition of an OTC derivative provider or the
services performed by-an,authorisediuser; or

(i) is registered, licensed, recognised, approved or otherwise authorised to render services
or conduct the business/of abank or of abusiness referred to in sub-regulation (d) by a
supervisory. authority-with functiensysimilar to those of the registrar, the Registrar of
Banks, the Registrar of Einancial Services Providers, the Registrar of Long-term
Insurance or the Registrar of'Short-term Insurance;

a central bank er other national monetary authority of any country, state or territory;

a private equity fund,;

any other person who eleets, in writing, to be categorised as a counterparty and who is not—

()  anatural person;

(i) a pension fund organisation as defined in section 1(1) of the Pension Funds Act, 1956
(Act No. 24 of 1956);

(i) a friendly society referred to in the Friendly Societies Act, 1956 (Act No. 25 of 1956);

(iv) a medical scheme or the board of trustees of such scheme as defined in section 1(1) of
the Medical Schemes Act, 1998 (Act No.131 of 1998); and

(i) any other person declared by the Registrar to be a counterparty;

with whom an OTC derivative provider executes an OTC derivative transaction or enters into a

relationship with the intention of executing OTC derivative transactions;
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“direct clearing client” means a clearing client of a clearing member of the central counterparty

with whom there is a direct clearing relationship;

“FAIS Act” means the Financial Advisory and Intermediary Services Act, 2002 (Act No. 37 of
2002);

“fully offsetting” in relation to OTC derivative transactions, means transactions of equivalent terms
where no net cash flow would be owed to either party after the offset of payment obligations
thereunder;

“indirect clearing” means clearing services provided by a clearing member through a direct
clearing client to an indirect clearing client, throughfa set of contractual arrangements between the

central counterparty, the clearing member, the direct clearing client and the indirect clearing client;

“indirect clearing client” means a clearing client of a,direct‘clearing client'whese transactions are
cleared through the central counterpatty, using the direct clearing client and the“clearing services of

a clearing member;

“intermediary” means a persomwho dealsiin\OTC derivatives, in‘anyagency capacity, between two

OTC derivative providerS or betweenan OTC derivative providenand a counterparty or client;

“ISDA product taxonomy” means the, standardised classification for OTC derivatives for each

asset class developed by,the International Swaps and Derivatives Association;

“link” meansha set of contractual and, operational arrangements between a central securities

depository and anexternal central securities depository that connect them directly;

“market risk” means theyrisk that the value of an investment will decrease due to moves in market
factors, that is the risk to an _institution resulting from movements in market prices, in particular,

changes in interest rates, foreign exchange rates, and equity and commaodity prices;

“material terms” means all the terms or details relevant to identify each particular OTC derivative,
including the effective date, the scheduled maturity date, any payment or settlement dates, the
notional value of the contract and currency of transaction, the underlying instrument, the position of

the counterparties, the business day convention and any relevant fixed or floating rates;

“operational risk” means the risk of loss resulting from inadequate or failed internal processes,

people or systems or from external events and includes any legal risk such as exposure to fines,
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penalties, or punitive damages resulting from supervisory actions and private settlements, but does

not include strategic or reputational risk.

“OTC derivative” means an unlisted derivative instrument, categorised in regulation 2, excluding —

(a) insurance contracts, as provided for in the Long-term Insurance Act, 1998 (Act No. 52 of
1998) or the Short-term Insurance Act, 1998 (Act No. 53 of 1998);

(b) foreign exchange spot contracts; and

(c) physically settled or physically deliverable commodity contracts;

“OTC derivative provider” means a person who as a régular feature of its business and
transacting as principal —

(a) originates OTC derivatives; or

(b) makes a market in OTC derivatives;

“OTC derivative transaction” means an OTC derivative that is executed, whether confirmed or not

confirmed;

“portfolio compression” means an exereise N which two or more OTC derivative providers or
their counterparties or clients whelly terminate or changesthe notional value of some or all of the
open OTC derivative transactions: submitted ‘by.the OTC derivative providers, counterparties or
clients for inclusion in the ‘portfolio. compression exercise and, depending on the methodology
employed, replacegpthe terminated OTCy derivative transactions with other OTC derivative
transactions whose combined netional value omsome other measure of risk is less than the
combined "notional value or some “other measure of risk of the terminated OTC derivative

transactions in‘the,compression.exercise,

“portfolio reconciliation” means any process by which the two parties to one or more OTC

derivative transactions —

(@) exchange the termsof all open OTC derivative transactions in the portfolio between the
parties;

(b) exchange each party’s valuation of each open OTC derivative transaction in the portfolio
between the parties as of the close of business on the immediately preceding business day;

and resolve any discrepancy in material terms and valuations;

“product type” means a sub-category of an asset class;

“qualifying capital” means, unless the context indicates otherwise, the sum of capital, retained

earnings and reserves less deductions,
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“Registrar of Banks” means the person referred to in section 4 of the Banks Act, 1990 (Act No. 94
of 1990)

“Registrar of Collective Investment Schemes” means the person referred to in section 7 of the
Collective Investment Schemes Control Act, 2002 (Act No. 45 of 2002);

“Registrar of Financial Services Providers” means the person referred to in section 2 of the FAIS
Act;

“Registrar of Long-term Insurance” means the person referred to in section 2 of the Long-term
Insurance Act, 1998 (Act No. 52 of 1998);

“Registrar of Short-term Insurance” means the person referred to in section 2 of the Short-term
Insurance Act, 1998 (Act No. 53 of 1998);

“reserves” means appropriation of retained “earnings for a designated, purpose which is not
available for dividends to the shareholder which is“ofya permanent nature andhable to fully absorb

losses in going concern situations;

“valuation” means the current market value or net present value,of an OTC derivative transaction;

and

“value date” means theiday on which the payment, transfer instruction, or other obligation is due

and the associated funds and securities,are available:

CHAPTER I
REQUIREMENTLS FOR THE REGULATION OF UNLISTED SECURITIES
(Sections 5(1)(a))
2.  Categorisation of OTC derivatives

OTC derivatives regulated under these Regulations are categorised by asset class and by product

type as prescribed in the table below or as included in the ISDA product taxonomy:

Asset Class Product Type

Interest Rates Interest rate swap
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Asset swap

Interest rate option

Forward rate agreement (FRA)

Inflation swap

Total return swap

Rate lock

Swaption

Cross curren ap

Foreign Exchange (FX)

FX option non-deliverable (NDO)

FX CFD (single currency, index or basket)

Credit

Credit default swap (single name, index or basket)

Credit default swap index tranche

Credit default swaption
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Credit default option

Total return swap

Equities Equity swap (single name, index and basket)

Equity portfolio swap

Equity Contract for Differenee (single, name, index and

return swap

Commoditie Commodity forward

Commaodity option (basis, index and basket)

Commodity swap (basis, index and basket)

Commaodity swaptions (basis, index and basket)

Commaodity Contract for Difference (basis, index and
basket)
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3.  Requirement to be authorised
(1) No person may —
(a) actas an OTC derivative provider;
(b) advertise or hold itself out as an OTC derivative provider;
unless authorised by the registrar in terms of section 6(8) of the Act.
(2) An application for authorisation as an OTC derivative provider must be made in the
manner and contain the information prescribed by the registrar.

4. Reporting obligations
An authorised OTC derivative provider must report OTC ive transactions to a licensed trade
repository or a recognised external trade repository i and manner prescribed by the

registrar under section 58 of the Act.

5. Clearing
An authorised OTC derivative provid derivative transactions are cleared

through a central counterparty in the form by the registrar.

6. Category @

An authorised OTC ‘derivati is a regulated person in terms of section 5(1)(b) of the Act.

CHAPTER IV

SECURITIES SERVICES TO BE PROVIDED BY AN EXTERNAL CENTRAL SECURITIES
DEPOSITORY AND EXTERNAL CLEARING MEMBERS, AND THE FUNCTIONS AND DUTIES
THAT MAY BE EXERCISED BY AN EXTERNAL CLEARING HOUSE, CENTRAL
COUNTERPARTY OR EXTERNAL TRADE REPOSITORY

(Section 5(1)(c) and 107(1)(b))

7.  Securities services that may be provided by an external central securities depository
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A licensed central securities depository may authorise an external central securities depository that
has been recognised by the registrar in the form and manner prescribed by the registrar, as a
participant to perform —

(a) custody and administration of securities; and

(b) settlement services.

8. Functions and duties that may be exercised by a central counterparty or external trade
repository

(1) A central counterparty that is an external clearing house must-

(@) meet the requirements of Chapter VII and be recognised by the registrar in the form and
manner prescribed by the registrar; and

(b) must, in addition to the functions set out in séction 50(1), (2).and (3) of the Act, exercise the
functions set out in Regulation 17 of Chapter VII of these Regulations.

(2) An external trade repository must-

(&) meet the requirements of Chapteg, VI of these Regulations and be recognised by the registrar
in the form and manner prescribed by the registrar; and

(b) exercise the duties set out in section 57 of the, Act, as welhas any additional duties prescribed

by the registrar under_seetion 57(3) ofithe Act.

9. Securitiesservices that'mayse provided by'an external clearing member
A central counterparty maysauthorise,an external clearing member to perform —
(@) clearmgservices; and

(b) settlement Services.

CHAPTER YV

ASSETS AND RESOURCES REQUIREMENTS APPLICABLE TO MARKET
INFRASTRUCTURES

(Sections 8(1)(a), 28(1)(a), 48(1)(a), 55(1)(a))

10. Assets and resources
(1) An applicant for a market infrastructure licence and a licensed market infrastructure

must-

Page 13 of 194



(@)

(b)

(©)

(d)

(e)

maintain capital, together with retained earnings and reserves proportional to the risks relating

to the functions or duties of the market infrastructure;

hold sufficient capital and liquid net assets funded by equity to cover potential general

business losses to ensure-

(i)

(ii)

that the market infrastructure is adequately protected against operational, legal, custody,
and investment risks so that it can continue providing services as a going concern; and

an orderly wind-down or reorganisation of the market infrastructure’s critical operations
and services over an appropriate time period of at least six months under a range of

stress scenarios; opportunity

hold equity capital —

(i)

(ii)

(iif)

which reflects a strong cash, cash-equivalentf or securities position to allow the market
infrastructure to meet its current and projected operating expenses under a range of
scenarios; provided that cash equivalents and securitiesyconsist of high-quality and
sufficiently liquid assets that can easily be converted into“cash at little or no loss of
value, even in adverse market conditions;

which, is at a minimum, equal to six months of operating expenses, provided that the
market infrastructure considers“whether resources are required beyond that amount,
taking into account its general Business risk profile,

which is permanently, available for thed market infrastructure to absorb operating

expenses or losses on an engoing bhasis;

safeguards its assets-

(i)
(ii)

to minimise. the risk of.l0ss or delay in access to these assets; and
by holding the assets at supervised and regulated entities that have robust accounting
practices, safekeeping procedures, and internal controls that fully protect these assets;

and

have a viable'plan, approved by its controlling body and updated regularly for raising

additional equity should the &quity fall below the amount required to cover all its operating

expenses.

)

(a) A licensed market infrastructure must furnish the registrar with a quarterly report

detailing the calculation of the required liquid net assets, calculated in terms of this Regulation and

the measures taken to obtain additional funding, if necessary.

(b)

If, in the opinion of the registrar, such liquid net assets are insufficient to cover the risks

involved, the registrar may require the market infrastructure in question to obtain additional liquid

assets funded by equity over a time period as determined by the registrar.

CHAPTER VI
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11.

REGULATIONS APPLICABLE TO THE LICENSING OF TRADE REPOSITORIES

(Section 54)

Legal basis

(1) To establish a legal basis for its duties, a trade repository must have rules, procedures,

and contracts that-

)
(b)
(©)
(d)

(e)

(@)

(b)

are clear about the legal status of the transaction records that it stores;

must be enforceable in all relevant jurisdictions;

define the rights and interests of users and other relevant stakeholders with respect to the
data stored in the trade repository’s systems;

provide for access and disclosure of data to users§ the‘registrar, and the public to meet their
respective information needs, as well as data pfoetection and.confidentiality issues; and

must be enforceable when the trade repository is implementing, its plans for recovery or
orderly wind-down.

(2) A trade repository must-

identify and mitigate any legal risks, or conflicts. of interest associated with any ancillary
services that it may provide;

identify and analyse potential conflicts,of law:and develop rules and procedures to mitigate
this risk.

(3) The rules governing its activities must clearly indicate the law that is intended to apply to

each aspect of the trade repository’s/operations.

(4) When uncertainty exists regardingithe enforceability of a trade repository’s choice of law

in relevant jurisdictions, thestrade “repository must immediately obtain reasoned and independent

legal opinions and analysis in‘@rder to properly address such uncertainty.

12.

(@)

(b)

(©)

(d)

Access

(1) A trade repository must-

allow for fair and open access to its services, based on reasonable risk-based user
requirements;

establish risk-based participation requirements adequate to ensure that its users meet
operational, financial and legal requirements to allow them to fulfil their obligations to the trade
repository including other users on a timely basis;

set participation requirements that have the least-restrictive impact on access that
circumstances permit subject to maintaining acceptable risk control standards;

monitor compliance with its user requirements on an ongoing basis;
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(e)

(f)

(9)

(h)
(i)
()

@)
(b)
(©)

13.

(@
(b)
(©)
(d)
(e)
®
(9)
(h)

(@)

(b)

have clearly defined and publicly disclosed procedures for facilitating the suspension and
orderly exit of a user that breaches, or no longer meets, the user requirements;

provide for terms of use that are commercially reasonable and are designed to support
interconnectivity with other market infrastructures and service providers, where requested, so
that post-trade processing is not impaired;

have objective, non-discriminatory and publicly disclosed requirements for access by users
subject to the reporting obligations prescribed by the registrar;

charge cost-related prices and fees;

disclose to its users the prices and fees of each service provided separately, including
discounts and rebates and the conditions to benefit from‘these reductions; and

allow reporting entities to access specific services separately.

(2) A trade repository’s user requirements must be-

justified in terms of the safety and efficiency/0f the trade repository. and the markets it serves;
tailored to and commensurate with the trade repository’s specific risks; and

publicly disclosed.

Governance

(1) A trade repository must have rebust governance arrangements, which must include-

the role and composition of'its controlling\body and any, sub-committees;

senior management structure;

reporting lines betweemmanagement and its controlling body;

ownershipsstrueture;

organisational structure;

internal governance policy;

design of fisk. management and internal, controls;

procedures for the appointment, performance evaluation and removal of members of the
controlling body andisenior management; and

processes for ensuring performance accountability.

(2) A trade repository must ensure that governance arrangements-

provide clear and direct lines of responsibility and accountability, particularly between
management and the controlling body, and ensure sufficient independence for key functions
such as risk management, internal control, and audit; and

are disclosed to shareholders, the registrar, users and the public.

(3) A trade repository must have policies and procedures related to the functioning of its

controlling body, which policies and procedures must-

@)

be clear and documented and relate to the composition, appointment and term of the

controlling body;
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(b)

(@)

(b)

(©)

(d)

(e)
(f)

include the responsibilities and functions of sub-committees as well as processes to identify,
address, and manage potential conflicts of interest of members.

(4) A trade repository must-

maintain and operate effective written organisational and administrative arrangements to
identify and manage any potential conflicts of interest concerning its managers, employees, or
any person directly or indirectly linked to them by close links;

establish adequate policies and procedures sufficient to ensure its compliance, including
compliance by its managers and employees, with all the provisions of these Regulations;

have an effective internal audit function, with sufficient resources and independence from
management to provide, among other activities, a rigerous and independent assessment of
the effectiveness of the trade repository’s risk-management and control processes;

maintain and operate an adequate organisational structure to ensure continuity and orderly
functioning of the trade repository in the performance of its services and activities;

employ appropriate and proportionate systems, resources and procedures;

establish a clear, documented risk managementiframewaork that includes the trade repository’s
risk-tolerance policy, assigns ¢esponsibilities and’® accountability for risk decisions, and
addresses decision making in crises,and emergencies.

(5) A trade repository must establish and maintain a ‘permanent and effective compliance

function which operates independently from the other functions“oP the trade repository with the

necessary authority, reSources, expertise and aceess to all relevant information.

(6) When establishing, its compliance function, the trade repository must take into account

the nature, scaleand complexity of “its business, and the nature and range of the functions

undertakenfin the course ofithat business.

@)

(b)

(©)

(d)

(e)

(7) The chief compliance officer must-

monitor andyon a regular'basis, assess the adequacy and effectiveness of the measures put
in place and the actions|taken to address any deficiencies in the trade repository’s
compliance withitsiobligations;

administer the compliance policies and procedures established by senior management and
the controlling body;

advise and assist the persons responsible for carrying out the trade repository’s functions to
comply with its obligations under the Act, these Regulations and other regulatory
requirements, where applicable;

report on a quarterly basis, to the controlling body, the registrar on compliance by the trade
repository and its employees with the Act and these Regulations;

establish procedures for the effective remediation of instances of non-compliance;
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(f)

)

(b)

ensure that the relevant persons involved in the compliance function are not involved in the
performance of the services or activities they monitor and that any conflicts of interest of such
persons are properly identified and eliminated.

(8) Where a trade repository offers ancillary services such as trade confirmation, trade

matching, credit event servicing, portfolio reconciliation or portfolio compression services, the
trade repository must maintain those ancillary services operationally separate from the trade
repository’s duty of centrally collecting and maintaining records of derivative transactions.

(9) Subject to section 67 of the Act, a trade repository must-

inform the registrar of the identities of the shareholders, whether direct or indirect, natural or
legal persons, that have qualifying holdings and of the amounts of those holdings; and

satisfy the registrar of the suitability of the shareheldersithat have qualifying holdings in the
trade repository, taking into account the need to ensure the sound and prudent management
of a trade repository.

(10) Where close links exist between the trade repository and othemnnatural or legal persons,

the registrar must be satisfied that those links will notprevent the effective exercise of the supervisory

functions of the registrar.

(11) Where the persons referredto, in.sub-regulation (6) exercise an influence which is likely

to be prejudicial to the sound and prudent management of the trade repository, the registrar must

take appropriate measures 10 terminate that situation, which may include the withdrawal of the licence

of the trade repository.

(12) The registrar must refuse application fona licence as a trade repository, where the laws

or administrativegprovisions of a foreign country governing one or more natural or legal persons with

which the trade repository. has close links, or difficulties involved in their enforcement, prevent the

effective exercise of the supervisery functions of the registrar.

14.

Risk management

(1) A trade repository snust establish, implement, maintain and enforce an effective risk

management framework, appraved by its controlling body to-

(@)

(b)

(©)
(d)

manage its risks, including business and operational risk, with appropriate systems, policies,
procedures and controls;

provide for formal change-management and project-management processes to mitigate
operational risk arising from modifications to operations, policies, procedures, and controls;
record, report, analyse, and resolve all operational incidents;

provide for comprehensive physical and information security policies that address all potential
vulnerabilities and threats.

(2) The risk management framework must enable a trade repository to-

Page 18 of 194



(a) identify, monitor and manage the potential sources of risk; taking into account past loss events
and financial projections;
(b) assess and understand its risk profile and the potential effect that this risk could have on its
cash flows, liquidity, and capital positions, so that it is able to assess its ability either to-
() avoid, reduce or transfer specific business risks; or
(i)  accept and manage those risks;
(c) measure and monitor identified risks on an ongoing basis and to develop appropriate
information systems; and
(d) minimise and mitigate the probability of business-related losses and their impact on its
operations across a range of adverse business and matrket conditions, including the scenario
that its viability as a going concern is questioned.
(3) A trade repository must have adequate‘_management controls, such as setting
operational standards, measuring and reviewing pérformance, and carrecting deficiencies.
(4) A trade repository must-
(@) develop and maintain-
0] adequate internal controls over its systems; and
(ii) adequate information technolegy, general ‘eontrols, including controls relating to
information systems operations, “infermation™ security and integrity, change
managementgiincident management, network supportand system software support.
(b) in accordance with prudent husiness practice, on a reasonably frequent basis and, in any
event, at least annually=
(i)  makerreasonable current and future capacity estimates; and
(i) 4eonduct capacity stressitests to determine the ability of those systems to process
transactions in an.aecurate, timely and efficient manner, and
(c) promptly "notify the registrar, of any material system’s failure, malfunction, delay or other
disruptive incident, or any breach of data security, integrity or confidentiality, and provide a
post-incident report that includes a root-cause analysis as soon as practicable.
(5) A trade repositarysmust establish, implement, maintain and enforce business continuity
plans, including disaster recovery (including back up and data recovery) plans designed to-
(a) achieve prompt recovery of its operations following any disruptions;
(b) allow for the timely recovery of information and services in the event of a disruption; and
(c) cover the exercise of authority in the event of any emergency.
(6) A trade repository must test its business continuity plans, including disaster recovery
plans, at least annually.

(7) A trade repository must establish, implement, maintain and enforce plans designed to-
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(@)

(b)

(©)

identify scenarios that may potentially prevent the trade repository from being able to provide
reporting services as a going concern and assess the effectiveness of a full range of options
for recovery or orderly wind-down;

provide for the recovery or orderly wind-down of the trade repository’s critical operations or
services based on the results of the assessment referred to in sub-regulation (a); and

provide, in the event of recovery or orderly wind-down, for the manner in which all the existing
data must be transferred to another trade repository or to the relevant authorities which will
allow reporting entities the choice to report to any other trade repository going forward.

(8) For each of its systems for collecting and maintaining reports of data, a trade repository

must annually appoint a qualified independent third party, asfagreed to by the registrar, to conduct

an independent review and prepare a report in accordance with established audit standards to

ensure that it is in compliance with sub-regulations (4), (5)and (6).

(9) A trade repository must provide a copy of the report resulting from the review conducted

under sub-regulation (8) to-

(@)
(b)

15.

@)

(b)

(©)

(d)

(e)

its controlling body or audit committee upon the report's€ompletion; and
the registrar not later than five working days after‘providing the report to its"controlling body or

audit committee.

Outsourcing

(1) A trade rep@sitory must-

establish, implement; maintain and enforce Written policies and procedures for the selection of
service providers, includingsassociates or affiliates, of the trade repository to which key
services and systems may. be outsourcedy,and for the evaluation and approval of the
outsourcing arrangements;

identify andprovide a written report.toits controlling body regarding any conflicts of interest
between the trade repository and the service provider to which key services and systems are
outsourced, and ‘establish, implement, maintain and enforce written policies and procedures,
as approved by its contrelling body, to mitigate and manage those conflicts of interest;

enter into a service agreement with the service provider that is appropriate for the materiality
and nature of the outsourced activities and that provides for adequate termination procedures;
ensure that nothing contained in the service agreement with the provider, nor any obligations
in terms thereof, will result in non-compliance by the trade repository of these or any other
regulations and legislation;

maintain access to the books and records of the service provider relating to the outsourced

activities;
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(f)

()]

(h)

(i)

(),

ensure that the registrar has the same access to all data, information and systems maintained

by the service provider on behalf of the trade repository that it would have absent the

outsourcing arrangements;

ensure that all persons conducting audits or independent reviews of the trade repository under

these Regulations have appropriate access to all data, information and systems maintained by

the service provider on behalf of the trade repository that such persons would have absent the
outsourcing arrangements;

take appropriate measures to-

(i) determine that a service provider to which key services or systems are outsourced
establishes, maintains and periodically tests angappropriate business continuity plan,
including a disaster recovery plan;

(i) ensure that the service provider protectsithe trade, repository users' confidential
information; and

establish, implement, maintain and enforce written policies and procedures to regularly review

the performance of the service provider underithe outsoudreing arrangements

confirms in writing to the registrar the extent of outsourcing and that the conditions mentioned

in (a) to (i) will be adhered to.

CHAPTER VI

ASSETS AND RESOURCES AND THE REQUIREMENTS AND FUNCTIONS OF A CLEARING

16.

HOUSE THAT IS'TA CENTRAL COUNTERPARTY
(Sections 48(1)(a) and 107(1)(b))

Functions of a central counterparty

(1) In additiontoythe functions prescribed under section 50 of the Act, a central counterparty

must, at a minimum -

(@)

(b)

(©)

least-

@)

interpose itself between _counterparties to contracts traded in one or more financial markets
through the process of novation, legally binding agreement or open offer system;

manage and process the transactions between the execution and fulfilment of legal obligations
between counterparties and clients;

facilitate its post trade management functions.

(2) In order to fulfil the functions listed in sub-regulation (1), the central counterparty must at

implement a margin system that establishes margin levels commensurate with the risks and

particular attributes of each product, portfolio, and market it serves;
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(b)

(©)

(d)
(e)

(f)
(9)

collect and manage collateral held for the due performance of the obligations of clearing

members or clients of clearing members;

establish and maintain a default fund to mitigate the risk should there be a default by a

clearing member and to ensure, where possible, that the obligations of that clearing member

continue to be fulfilled;

supply initial capital to the value of R100 million, including the appropriate buffer;

have a clearly defined default waterfall where the obligations of the defaulting clearing

member, other clearing members and the central counterparty are legally and clearly

managed;

provide for portability in the case of default of a clearinggnember; and

provide the necessary infrastructure, resources and governance to facilitate its post trade

management functions; and in the event of default‘@f one or more of the clearing members-

(i)  ensure sufficient risk policies, procedures and processes asyprescribed in this regulation;
and

(i)  have sound internal controls for robust transactiongprecessing and management.

17. Legal basis

(1) To establish the legal basis ofiits functiens, a central counterparty must have rules,

procedures, and contracts that-

(@)
(b)
(€)
(d)

(€)

(f)

(¢)]

and

are clear, understandable and cansistent'with relevant laws) including these Regulations;
are recorded in writing or other durable medium;
are enforeeableyin all relevant jurisdictions;
are accurate, up to date and readily available to the registrar, other supervisory authorities,
clearing members and'where appropriate their clients;
clearly define the rights and, interestsyof a central counterparty, its clearing members and,
where relevant, its clearing members’ clients in cash and securities, or other relevant assets
held in custody, direetly or indirectly, by the central counterparty;
fully protect both a clearing member’s assets held in custody by the central counterparty and,
where appropriate, a clearing member’s client's assets held by or through the central
counterparty from the insolvency of relevant parties and other relevant risks;
provide certainty, with respect to a central counterparty’s -

() interests in, and rights to use and dispose of, collateral;

(i) authority to transfer ownership rights or property interests; and

(i) rights to make and receive payments,

despite the insolvency of its clearing members, clearing members’ clients, or custodian bank;
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(h) are enforceable when the central counterparty is implementing its plans for recovery or orderly
wind-down.

(2) In developing its rules, procedures and contractual arrangements, a central counterparty
must consider relevant regulatory principles, industry standards and market protocols and clearly
indicate where such practices have been incorporated.

(3) If a central counterparty has a netting arrangement in place, it must be enforceable in
terms of sound and transparent legal agreements.

(4) A central counterparty must identify and analyse potential conflict-of-laws issues and
develop rules and procedures to mitigate the legal risk resulting from such issues.

(5) A central counterparty must ensure that the rulesdgoverning its activities clearly indicate
the law that is intended to apply to each aspect of the central counterparty’s operations.

(6) When uncertainty exists regarding the enforceability of a central counterparty’s choice of
law in relevant jurisdictions, the central counterparty must obtain reasoned and independent legal
opinions and analysis in order to properly address such uncertainty.

18. Access and participation
(1) A central counterparty must allow forfair,and openaecess to its services, based on

reasonable risk-based participation requirements, which

(&) must be consistent with the requirements withawhich the clearing house rules must comply
with as contemplated under section 53(2)(b) of the Act;

(b) must be justified in terms of the safety and efficiency of the central counterparty and the
markets it serves;

(c) mustbe tailored to and commensurate with the central counterparty’s specific risks, and be
publicly diselosed;

(d) must requirethe clearing member, on the central counterparty’s request, to demonstrate that it
is adequately managing relationships with its clients to the extent that they may affect the
central counterparty;

(e) must ensure that its clearing members meet appropriate operational, financial, and legal
requirements to allow them to fulfil their obligations to the central counterparty, including the
other clearing members, on a timely basis;

(H  may impose additional requirements to ensure that its clearing members have the capacity to
act for indirect clearing clients
(2) A central counterparty must-

(@) monitor compliance with its participation requirements on an ongoing basis; and

(b) conduct a review of compliance with the participation requirements by its clearing members on

at least an annual basis.
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(@)

(b)

(©)

(d)

(e)

(f)

@
(h)

(3) A central counterparty must-

provide terms of participation that are commercially reasonable and are designed to support
interconnectivity with other market infrastructures and service providers, where requested, so
that competition and innovation in post-trade processing are not impaired;

publically disclose the prices and fees of each service provided separately, including discounts
and rebates and the conditions to benefit from those reductions, as well as its policies on any
available discounts;

allow reporting entities referred to in section 58(b) of the Act to access specific services
separately;

ensure that its rules, procedures and agreements allow it to gather basic information about
indirect clearing clients in order to identify, monitor and, manage any material risks to the
central counterparty arising from such participation‘arrangements;

identify dependencies between direct and indirect clearing clients,that might affect the central
counterparty;

identify indirect clearing clients responsible for a significant proportion of transactions
processed by the central counterparty and ‘indirect clearing clients®whose transaction
volumes or values are large relative to the capacity. of, the direct clearing member through
which they access the central counterparty“inherder to manage the risks arising from these
transactions;

establish concentration limits‘@mexposures to indirect clearing clients, where appropriate; and
review risks arising from tiered participation arrangements on a monthly basis and must take
mitigatings@ction,when apprepriate.

(4) #AWhere a clearing member’s default'would leave the central counterparty with a potential

credit exposure related to ‘aniindirect elearing client’s positions, the central counterparty must

ensure it understands and manages the exposure it would face.

19. Governance

(@)
(b)

(©)

(d)

(1) A central counterparty must have robust governance arrangements, which provides for -
the role, responsibilities, term and compaosition of the controlling body and any committees;
processes to identify, address, and manage potential conflicts of interest of members of the
controlling body;

maintain and operate effective written organisational and administrative arrangements to
identify and manage any potential conflicts of interest concerning its managers, employees, or
any person directly or indirectly linked to them by close links;

clear and direct lines of responsibility and accountability, particularly between management

and the controlling body;
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(e)

(f)

(9)
(h)
(i)
()

(k)

M

(m)
(n)

sufficient independence for key functions such as risk management, internal control, and

audit;

have an effective internal audit function, with sufficient resources and independence from
management to provide, among other activities, a rigorous and independent assessment of
the effectiveness of the central counterparty’s risk-management and control processes;

the role, responsibilities and structure of senior management;

the shareholding structure;

the internal governance policy;

the design of risk management, compliance and internal controls that includes the central
counterparty’s risk-tolerance policy, assigns responsibilities and accountability for risk
decisions, and addresses decision making in crises@and emergencies;

the procedures for the appointment performance evaluationhand removal of members of the
controlling body and senior management;

oversight of outsourcing arrangements;

processes for ensuring performance accountability to stakeholders;

the adoption and use of models, such as for credit, collateral, margining, and liquidity risk-
management system.

(2) A central counterparty must ensure that the governance arrangements are disclosed to

the registrar, shareholderssand where appropriate, its clearing members, their clients and the public

@)
(b)

(3) A central counterparty must have a‘controlling body. of which-

at least one third, but ne,less than two, of the members must be independent; and

the compensatien of the independent,and other non-executive members of the controlling
bodydmust not be linked to the business perfoermance of the central counterparty.

(4) A eentral counterparty may. net share human resources with other group entities unless

under the termsiofan outsourcing arrangement.

(5) (@) A central counterparty must have a dedicated and distinct chief risk officer and chief

information officer.

(b) The chief risk officer must report to the controlling body either directly or through the

chair of the risk committee and the internal audit function must report directly to the controlling body.

20. Remuneration policy

A central counterparty must adopt, implement and maintain a remuneration policy which-

@)
(b)
(©)
(d)

promotes sound and effective risk management;

does not create incentives to relax risk standards;

must be documented and reviewed at least on an annual basis;

must be designed to align the level and structure of remuneration with prudent risk

management;
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(e)
)
()]

(h)
(i)

()

(k)

U

takes into consideration prospective risks as well as existing risks and risk outcomes;
stipulates that pay out schedules must be sensitive to the time horizon of risks;

in the case of variable remuneration, takes due account of possible mismatches of
performance and risk periods;

ensures that payments are deferred as appropriate;

ensures that the fixed and variable components of total remuneration are balanced and
consistent with risk alignment;

provides that staff engaged in risk management, compliance and internal audit functions are
remunerated in a manner that is independent of the business performance of the central
counterparty;

provides that the level of remuneration must be adequate,in terms of responsibility as well as
in comparison to the level of remuneration in the business areas; and

must be subject to independent audit, on anpf@annual basis, and'submit the results of the audits
to the registrar.

21. Risk committee

(@)

(b)

(©)

(d)

(e)

(1) A central counterparty must'establish a risk committee, which -.

must be composed of representatives,of its.clearing members, independent members of the
controlling body and«epresentatives ofiits clients;

may invite employees of the'central counterparty and external independent experts to attend
risk-committee meetings in a non:voting capacity;

must ensurevits, adviceishindependent of any\direct influence by the management of the
central counterparty;

must ensure that none"of the groups of representatives have majority representation in the risk
committee;

must advise thexcontrolling body on any arrangements that may impact the risk management
of the central counterparty, such as a significant change in its risk model, the default
procedures, the criteriaffor accepting clearing members, the clearing of new classes of
instruments, or the outsourcing of functions.

(2) A central counterparty must clearly determine the mandate, the governance

arrangements to ensure its independence, the operational procedures, the admission criteria and the

election mechanism for risk-committee members.

(3) The governance arrangements must be publicly available (at least on the web site) and

must, at least, determine that the risk committee is chaired by an independent member of the

controlling body, reports directly to the controlling body and holds at least quarterly meetings.

(4) A central counterparty must consult the risk committee on developments impacting the

risk management of the central counterparty in emergency situations.
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(5) Without prejudice to the rights of the registrar to be duly informed, the members of the
risk committee must be bound by confidentiality.

(6) Where the chairperson of the risk committee determines that a member has an actual or
potential conflict of interest on a particular matter, that member must not be allowed to vote on that

matter.

22. Shareholders and members with qualifying holdings
(1) Subject to the provisions of section 67 of the Act, a central counterparty must-

(a) inform the registrar of the identities of the shareholders orfmembers, whether direct or indirect,
natural or legal persons, that have qualifying holdings and of the amounts of those holdings;
and

(b) satisfy the registrar of the suitability of thedshareholders or members that have qualifying
holdings in the central counterparty, taking into account the needito ensure the sound and
prudent management of a central counterparty.

(2) Where the persons referredyto in sub-regulation’(1) exercise an influence which is likely
to be prejudicial to the sound and prudent management of the .central counterparty, the registrar must
take appropriate measures to terminate ‘that situation, which. may include the withdrawal of the
approval of the central counterparty.

(3) The registrar must refuse, an application for a licenee where the laws or administrative
provisions of a foreign country governing one or more natural or legal persons with which the central
counterparty has_close links, or difficulties involved in their enforcement, prevent the effective
exercise of the supervisory.functions of the registrar.

(4)“(a) A central “counterparty. may not" acquire or invest in commercial paper of
securitisation “schemes, strategic, long-term investments in any venture or acquire or establish
subsidiaries or assogciates, without prior written approval of the registrar.

(b) Suchinvestments may be deducted from qualifying capital, and or minority interest

relating thereto in accordance with the method contemplated in Regulation 34(2).

23. Outsourcing
(1) Where a central counterparty outsources operational functions, services or activities,
including to an associate or affiliate of the central counterparty, it remains fully responsible for
discharging all of its obligations under these Regulations and must -
(a) establish, implement, maintain and enforce written policies and procedures for the selection of
service providers to which key services and systems may be outsourced and for the

evaluation and approval of those outsourcing arrangements;
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(b)

(©)

(d)

(e)

(f)

(9)

(h)

(i

0

(k)

M

(m)

(n)

(0)

(P)

enter into a contract with the service provider that is appropriate for the materiality and nature
of the outsourced activities and that provides for adequate termination procedures;

ensure that the central counterparty has direct access to the relevant information of the
outsourced functions;

ensure that the registrar has the same access to all data, information and systems maintained
by the service provider on behalf of the central counterparty that it would have absent the
outsourcing arrangements;

ensure that all persons conducting audits or independent reviews of the central counterparty
under these Regulations have appropriate access to all data, information and systems
maintained by the service provider on behalf of the céntral counterparty that such persons
would have absent the outsourcing arrangements;

establish, implement, maintain and enforce written‘policiesiand procedures to regularly review
the performance of the service provider under the outsourcing arrangements;

identify and provide a written report to the.eontrolling body of any €onflicts of interest between
the central counterparty and the service pravider to mhich key services and systems are
outsourced,

establish, implement, maintain and\enforee written policies and procedures as approved by
the controlling body to mitigate and manage those conflicts of interest;

ensure that the relationshipyand obligations ofsthe eentral eounterparty towards its clearing
members or, where relevant, towards their ¢lients are not altered;

ensure that the conditions for authorisation),of the central counterparty do not effectively
change;

ensure that outsourcing does not preventithesexercise of supervisory and oversight functions,
includingyon-site access t0,acquire any relevant information needed to fulfil those mandates;
ensure thatyoutsourcing ‘does not result in depriving the central counterparty from the
necessary systems and controls to manage the risks it faces;

ensure that the service provider implements equivalent business continuity requirements to
those that the central'counterparty must fulfil under these Regulations;

ensure the central counterparty retains the necessary expertise and resources to evaluate the
quality of the services provided and the organisational and capital adequacy of the service
provider;

ensure that the central counterparty retains the necessary expertise and resources to
supervise the outsourced functions effectively and manage the risks associated with the
outsourcing and supervises those functions and manages those risks on an ongoing basis;
ensure that the service provider protects any confidential information relating to the central
counterparty and its clearing members and clients or, where that service provider is

established in a country other than the Republic, ensures that the data protection standards of
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that country, or those set out in the agreement between the parties concerned, are

comparable to the data protection standards in effect in the Republic; and
(g) confirms in writing to the registrar the extent of outsourcing and that the conditions mentioned

in (a) to (p) will be adhered to.

(2) A central counterparty may not outsource significant activities linked to risk management
unless such outsourcing is approved by the registrar.

(3) A central counterparty must submit a copy of the written outsourcing agreement which
clearly reflects the rights and obligations of the central counterparty and the service provider to the
registrar.

(4) A central counterparty must make all information’ necessary available to the registrar,
upon request, to enable the registrar to assess the compliance ef the performance of the outsourced
activities with these Regulations.

24. Compliance function
(1) A central counterparty must establishhand maintain a permanent and effective

compliance function which operates ‘independently<from the other functions of the central

counterparty with the necessary authority, sresources, ‘expertise and access to all relevant
information.

(2) When establishing its, compliance, function, the central counterparty must take into
account the nature, scale and cemplexity: offits business, 'and the nature and range of the
functions undertaken inthe course of that business.

(3) Theschiefyeompliance efficer must-

(@ monitor and, on a‘regular basis, assess the ‘adequacy and effectiveness of the measures put
in placenand the actions, taken te, address any deficiencies in the central counterparty’s
compliancewwith its obligatiens;

(b) administer the ecompliance policies and procedures established by senior management and
the controlling body;

(c) advise and assist the'persons responsible for carrying out the central counterparty’s functions
to comply with the central counterparty’s obligations under the Act, these Regulations and
other regulatory requirements, where applicable;

(d) report on a quarterly basis, to the controlling body, the registrar on compliance by the central
counterparty and its employees with the Act and these Regulations;

(e) establish procedures for the effective remediation of instances of non-compliance;

(f)  ensure that the relevant persons involved in the compliance function are not involved in the
performance of the services or activities they monitor and that any conflicts of interest of such

persons are properly identified and eliminated.
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25. Efficiency, disclosure and transparency

(@)

(b)

(©)

(d)

(e)

(f)

@

(h)

()

(k)

(1) A central counterparty must-
be efficient and effective in meeting the requirements of its clearing members and the markets
it serves, with regard to choice of a clearing and settlement arrangement; operating structure;
scope of products cleared, settled, or recorded; and use of technology and procedures;
have clearly defined goals and objectives that are measurable and achievable, such as in the
areas of setting minimum service levels, risk-management expectations, and business
priorities;
use, or at a minimum accommodate, relevant internationally accepted communication
procedures and standards in order to facilitate efficient payment, clearing, settlement, and
recording;
have clear and comprehensive rules and procedures and‘must provide sufficient information
to enable clearing members and their clients to have an accurate understanding of the risks,
fees, and other material costs they incur by participating in the centrahcounterparty;
disclose clear descriptions of the system’s“design andoperations,“as,well as the central
counterparty’s and clearing members’ and their clients rights and obligations, so that clearing
members and their clients can assess theyrisks they would incur by participating in the central
counterparty;
provide all necessary andyappropriate, documentation and  training to facilitate clearing
members’ and their clients understanding of the central.counterparty’s rules and procedures
and the risks they face from participating in the central counterparty;
disclose torthe, public, freef of charge, information regarding any material changes in its
governance arrangements, objectives, stratégies and key policies as well as in its applicable
rules and, procedures;
disclose tQ its clearing members and the registrar the price information used to calculate its
end of day exposures to its ¢learing members;
publically disclose the volumes of the cleared transactions for each class of instruments
cleared by the centralicodnterparty on an aggregate basis;
publically disclose the operational and technical requirements relating to the communication
protocols covering content and message formats it uses to interact with third parties;
must make available free of charge —
(i) information regarding its governance arrangements, including —

(aa) its organisational structure as well as key objectives and strategies;

(bb) key elements of the remuneration policy;

(cc) key financial information including its most recent audited financial statements;
(i) information regarding-

(aa) relevant business continuity information;
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(bb) all relevant information on its design and operations as well as on the rights and
obligations of clearing members and clients, necessary to enable them to identify
clearly and understand fully the risks and costs associated with using the central
counterparty’s services;

(cc) the central counterparty’s current clearing services, including detailed
information on what it provides under each service;

(dd) information on the central counterparty’s risk management systems, techniques
and performance, including information on financial resources, investment
policy, price data sources and models used in margin calculations;

(ee) the legislation governing-

(A) the contracts concluded by the central counterparty with clearing members
and, where practicable, clients;

(B) the contracts that the central counterparty aceepts for clearing;

(C) any interoperability arrangements;

(D) the use of collateral and default fund€ontributions, ‘including the liquidation
of positions and“eollateral and thé extent to which collateral is protected
against third party claims;

(i) information regarding eligible collateraliand, applicableshaircuts; and

(iv) a list of all cugrént clearing members, includingyadmission, suspension and exit criteria

for clearingimembership.

(2) Subject to the approval of the registrar, where any of the information may put the
business secreey omthe safetyand soundness of the central counterparty at risk, the central
counterparty may disclose that infarmation in a‘manner that prevents or reduces those risks or not
disclose such information as‘agreed withithe registrar.

(3) A central counterpartyxmust complete annually and disclose publicly responses to the
Committee on Payments and Settlement Systems and International Organisation of Securities
Commissions Disclosure framewaork for financial market infrastructures.

(4) A central counterparty must have a communication plan which documents how the
registrar, senior management, the controlling body and relevant external stakeholders will be
adequately informed during a crisis.

(5) A central counterparty must ensure that scenario analysis, risk analysis, reviews and

results of monitoring and tests be reported to the registrar and the controlling body.

26. Risk management
(1) A central counterparty must establish, implement, maintain and enforce an effective risk-

management framework, that -
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(@)

(b)

(©)

(d)

(e)

(f)

@

enables it to identify, measure, monitor, and manage the range of risks that arise in or are
borne by the central counterparty;

identifies the range of risks that arise within the central counterparty and the risks it directly
bears from or poses to its clearing members, its clearing members’ clients and other entities;
is consistent with the central counterparty’s risk tolerance and capacity and must include
routine and non-routine events;

provides for the employment of robust information and risk-control systems to provide the
central counterparty with the capacity to obtain timely information necessary to apply risk-
management policies and procedures;

provides incentives to clearing members and, where selevant, their clients to manage and
contain the risks they pose to the central counterpaity;

provides for appropriate plans for its recovery or orderly wind~down and contain, among other
elements, a substantive summary of the key recovery or orderly wind-down strategies, the
identification of the central counterparty’scritical operations and services, and a description of
the measures needed to implement the key strategies; and

provides for comprehensive intérhal control mechanisms to help the controlling body and
senior management monitor and assess the adequacy and effectiveness of the central
counterparty’s risk-management framework‘anthincludes‘sound administrative and accounting
procedures, a robust‘compliance function and an independent internal audit and validation or
review function.

(2) A central counterparty must periodically xeview its risk-management frameworks;

including the materialrisks it bearsfrom andyposes to ather entities as a result of interdependencies

and develop appropriate‘risk-management tools toraddress these risks, which includes business

continuity arrangements thatallew forrapid recovery and resumption of critical operations and

services in the event of operational disruptions.

(3) The chiefrisk officer of the central counterparty must implement the risk management

framework, including the pelicies and procedures established by the controlling body.

27. Business risk

(@)

(b)

(©)

(1) As part of its risk management framework, a central counterparty must-

identify and assess the sources of business risk and their potential impact on its operations
and services, taking into account past loss events and financial projections;

assess and thoroughly understand its business risk and the potential effect that this risk could
have on its cash flows, liquidity, and capital positions; and

clearly understand its general business risk profile so that it is able to assess its ability either
to -

0] avoid, reduce, or transfer specific business risks; or
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(d)

(e)

(f)

@)

(b)

(©)

(d)

(i)  accept and manage those risks;

measure and monitor these risks on an ongoing basis and develop appropriate information
systems as part of its risk-management framework;

minimise and mitigate the probability of business-related losses and their impact on its
operations across a range of adverse business and market conditions, including the scenario
that its viability as a going concern is questioned;

address unforeseen and potentially uncovered liquidity shortfalls to avoid unwinding, revoking
or delaying the same-day settlement of payment obligations and provide for a process to
replenish any liquidity resources it may employ during a stress event.

(2) A central counterparty must-

hold sufficiently liquid net assets funded by equity t@ cover potential business losses so that it
can continue providing services as a going concern;

be able to monitor on a daily basis the levelof liquid assets that ithholds;

have prearranged same-day funding arrangements in place that allowythe central counterparty
to use its non-cash assets to meet funding needs, wherefexisting cash'resources are
insufficient to cover its payment @bligations;

must regularly test its access to these prearranged funding arrangements;

(3) Subject to the provisions of these Regulations, a central counterparty must have prompt

access to its assets and® musthmaintain sufficientdiquidyresources (that is, liquid assets and

prearranged funding atrangements) to effect same-day settlement of payment obligations with a

high degree of confidence‘under a wide range of potential stress scenarios.

28. Information technologyasystems

(1) A‘central counterparty, mustiimplement and document information technology systems

based on internatignally recognisedtechnical standards and industry best practices, that-

(@)

(b)

(©)

(d)

(e)

are reliable, secure and capable of processing the information necessary for the central
counterparty to perfarm, its activities and operations in a safe and efficient manner;

enable connectivity with'its clearing members and clients as well as with its service providers,
provide for capacity planning and sufficient redundant capacity to allow the system to process
all remaining transactions before the end of the day in circumstances where a major
disruption occurs;

provide for ongoing capacity stress tests to determine the ability of those systems to process
transactions in an accurate, timely and efficient manner;

scalable capacity adequate to -

()  handle increasing stress volumes;

(i) maintain historical data as required.
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(2) A central counterparty must provide for procedures for the introduction of new

technology including clear reversion plans.

(3) A central counterparty must maintain an information security framework that -

(a) appropriately manages its information security risk;

(b)
(©)
(d)

(@)
(b)

prevents unauthorised disclosure of information;

ensures data accuracy and integrity and availability of the central counterparty’s services;
includes at least the following features-

(1) access controls to the system

(i) adequate safe guards against intrusions and data misuse;

(i)  specific devices to preserve data authenticity @and integrity, including cryptographic

techniques;

(iv)  reliable networks and procedures for accurate and prompt data transmission without

major disruptions; and

(V) audit trails.

(4) The information technology systems and the information security‘framework must be-
reviewed at least on an annual basis; and

subject to independent audit assessments, the results of which must be reported to the
controlling body and must be made availableto the registrar within five working days after
receipt.

(5) A central counterparty “must immediately notify the registrar of any material systems

failure, malfunction, delay“omnother disruptive incident, or any breach of data security, integrity or

confidentiality, .andwprovide a“post-incidentireport that includes a root-cause analysis as soon as

practicables

29. Operational kisk

(1) As partiohits risk management framework to manage its operational risks, a central

counterparty must-

(@)
(b)
(©)
(d)
(e)

(f)

(9)

identify, monitor and manage the plausible sources of operational risk;

develop and maintain appropriate internal controls;

set operational reliability objectives;

develop a business continuity plan;

assess the evolving nature of the operational risk it faces on an ongoing basis so that it can
analyse its potential vulnerabilities and implement appropriate defence mechanisms;

assess the additional operational risks related to its interoperability arrangements to ensure
the scalability and reliability of information technology systems and related resources;

include formal change-management and project-management processes to mitigate

operational risk arising from modifications to operations, policies, procedures, and controls;
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(h) include comprehensive and well-documented procedures in place to record, report, analyse,
and resolve all operational incidents.

(2) A central counterparty must publish, at least, on its website, in their final form, all
technology requirements regarding interfacing with or accessing the central counterparty-

(a) if operations have not begun, for at least three months immediately before operations begin,
and

(b) if operations have begun, for at least three months before implementing a material change to
its technology requirements.

(3) After it has complied with sub-regulation (2), a central counterparty must make testing
facilities for interfacing with or accessing the central counterparty available,

(a) if operations have not begun, for at least two months immediately before operations begin;
and

(b) if operations have begun, for at least two menths before implementing a material change to its
technology requirements.

(4) A central counterparty may not begin ‘operations, until it hasycomplied with sub-
regulations (2)(a) and (3)(a), provideddthat,sub-regulations’(2)(b) and (3)(b) do net apply to a central
counterparty if the change must be made, immediately to address a failure, malfunction or material
delay of its systems or equipment and-

(&) the central counterparty immediately notifies the registrar of its’intention to make the change,
and

(b) the central counterparty. confirms the notification in sub-regulation (a) above in writing and
publishessgtheiehanged technology requirements as soon as practicable.

(5) A central counterparty' must after everysignificant disruption, undertake a “post-incident”
review to identify the causes and any required improvement to the normal operations or business
continuity arrangements.

(6) A central ceunterparty\must have in place a well-documented assessment and
management system for. operational risk with clear responsibilities assigned for this system, which
must-

(a) identify its exposures to operational risk and track relevant operational risk data, including
material loss data; and

(b) be subject to an annual review carried out by an independent party with the necessary
knowledge to carry out such review, the result of which must be made available to the registrar
upon request;

(c) be closely integrated into the risk management processes of the central counterparty to ensure
that its output is an integral part of the process of monitoring and controlling the central
counterparty’s operational risk profile.

(7) A central counterparty must-
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(a) implement a system of reporting to senior management to ensure that operational risk reports
are provided to the relevant functions within the central counterparty; and
(b) have in place procedures for taking appropriate action according to the information within the

reports to management.

30. Auditing

(1) A central counterparty must establish and maintain an internal audit function which is
separate and independent from its other functions and activities to-

(a) establish, implement and maintain an audit plan to examine and evaluate the adequacy and
effectiveness of the central counterparty's systéms, ‘internal control mechanisms and
governance arrangements;

(b) issue recommendations based on the result of work carried out ih,accordance with regulation
(a) and verify compliance with those recommendations; and

(c) report internal audit matters to the controlling body.

(2) The internal audit function{of ascentral counterparty must-

(c) have the necessary authority, resourees, expertise and.aecess to all relevant documents;

(d) assess the effectiveness of the central counterparty risk management processes and control
mechanisms in a manner thabis proportionate tofthe risks faced by the different business lines;

(e) ensure that special audits maybe performedfon an event-driven basis at short notice.

(3) A central counterparty must review the audit plan referred to in sub-regulation (1)(a) on
an annual basis and Submit the report to the registrar.

(4) £ A central counterparty’s clearing operations, risk management processes; internal
control mechanisms and accounts must be subject to independent audit by the auditor appointed
under section 89 of,the Act, on an annual basis.

(5) A central counterparty must annually engage a qualified independent third party agreed
to by the registrar to conduct an independent review and prepare a report in accordance with
established audit standardsto ensure that it is in compliance with Regulation 29(1).

(6) A central counterparty must provide the report resulting from the review conducted
under sub-regulation (5) to-

(a) its controlling body or audit committee promptly upon the report's completion; and

(b) the registrar not later than five business days after providing the report to its controlling body

or audit committee.

31. Business continuity
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(1) A central counterparty must establish, implement, maintain and enforce a business

continuity policy, and a disaster recovery plan approved by the controlling body-

(@)

(b)

(©)

(d)

(e)

(f)

()]
(h)
(i)

(a)
(b)

(©)

(d)

to identify all critical business functions and related systems, and include the central

counterparty’s strategy, policy and objectives to ensure the continuity of these functions and

systems;

that take into account inter-dependencies within the market infrastructure, including trading

venues cleared by the central counterparty, securities settlement and payment systems used

by the central counterparty;

that take into account critical functions or services which have been outsourced to third-party

providers;

that contain clearly defined and documented arrangemenis for use in the event of a business

continuity emergency, disaster or crises which, are designed to ensure a minimum service

level of critical functions;

that must identify and include recovery point objectives and recovery time objectives for critical

functions and determine the most suitable recovery stratégy for each of these functions, which

arrangements must be designed te, ensure that infextreme scenarios critical functions are

completed on time and that agreed service, levels are'met;

identify the maximum acceptable down time of,critical funetions and systems, and stipulate

that-

(i) the maximum recovery time for the ‘central counterparty’s critical functions to be included
in the business‘continuity policy may not\be longer than two hours; and

(i)  endgofiday,proceduresfand payments must be completed on the required time and day
in all circumstaneces;

achieve prompt recovery of its operations following any disruptions;

allow for thextimely recovery ef information, including data, in the event of a disruption; and

cover the exercise of authority in the event of any emergency.

(2) A central counterparty must -

conduct a business impact analysis which identifies the business functions which are critical to

ensure the functions of the central counterparty;

use scenario based risk analysis which is designed to identify how various scenarios affect the

risks to its critical business functions;

in assessing risks take into account dependencies on external providers, including utilities

services and take action to manage these dependencies through appropriate contractual

organisational arrangements;

on an annual basis and following an incident or significant organisation changes, review its

business impact analysis and scenario analysis

(3) A central counterparty’s disaster recovery plan must include arrangements-
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(@)

(b)

(©)

(d)

(b)

@)

(b)

(©)

(d)

(e)

@)

to ensure continuity of its critical functions based on disaster scenarios, which arrangements

must address the availability of adequate human resources, the maximum downtime of critical

functions, and fail over and recovery to a secondary site;

to maintain a secondary processing site capable of ensuring continuity of all critical functions

of the central counterparty identical to the primary site, which secondary site must have a

geographical risk profile which is distinct from that of the primary site;

to consider the need for additional processing sites in particular if the diversity of the risk

profiles of the primary and secondary sites do not provide sufficient confidence that the central

counterparty’s business continuity objectives will be met in all scenarios; and

for the maintenance and provision of immediate acceSs t0 the secondary business site to

allow staff to ensure continuity of the service ifgthe primary location of business is not

available.

(4) (a) A central counterparty must test and monitor its“business continuity policy and

disaster recovery plan at regular intervalsiand after significant modifieations or changes to the

systems or related functions to ensure the“businessontinuity policyhachieves the stated

objectives including the two hourmaximum recoveryftime objective.

Tests must be planned and documented and must:

() involve scenarios of large scale disasters and ‘switch overs between primary and
secondary sites; and

(i) include invalvement of clearing members, external providers and relevant institutions in
the financial infrastructure with which interdependencies have been identified in the
businessieontinuity-policy.

(5) A central counterparty must —

regularlyreview and update its “Business continuity policy to include all critical functions and

the most suitable recovery strategy for them;

regularly reviewhand update its disaster recovery plan to include the most suitable recovery

strategy for all critical functions and the most suitable recovery strategy for them;

annually subject its business continuity and disaster recovery plan to an independent review

and testing;

when updating its business continuity policy and disaster recovery plan take into consideration

the outcome of the tests and recommendations of independent reviews and other reviews of

supervisory authorities;

review its business continuity policy and disaster recovery plan after every significant

disruption, to identify the causes and any required improvements to the central counterparty’s

operations, business continuity policy and disaster recovery plan.

(6) A central counterparty must—

have a crisis management function to act in case of an emergency, which must -
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(b)
(©)

(d)

()  be monitored and regularly reviewed by its controlling body;

(i)  contain well-structured and clear procedures to manage internal and external crisis
communications during a crisis event;

have a crisis management procedure which must be clear and documented in writing;

following a crisis event, undertake a review of its handling of the crisis, which review must,

where relevant, incorporate contributions from clearing members and other external

stakeholders;

have a communication plan which documents the way in which the senior management, the

controlling body, relevant external stakeholders and the registrar will be adequately informed

during a crisis.

32. Custody, settlement and physical deliveries

(1) A central counterparty must hold its own and its clearing‘members’ assets at supervised

and regulated entities that have robust accounting, practices, safekeepingyprocedures, and internal

controls that fully protect these assets.

(@)

(b)

(©)

(d)

(e)

(f)

@

(h)

(2) A central counterparty must -

have prompt access to its assets, andythe assets' provided by clearing members, when
required, and timely availability and‘access ‘must be ensured even if these securities are held
in another time zone4Or jurisdiction;

avoid the concentration of holding of assetsfand ensure that assets can be liquidated quickly
without significant adverse price effects;

ensure that'€ash, balances)are invested or heldiin safekeeping in a manner that bears no or
little yorincipal risk;

ensure that its interest'ar ewnership, rights in the assets can be enforced;

evaluate ‘and, understandits, exposures to its custodian banks, taking into account the full
scope of its relationships with each;

clearly state its obligations with respect to deliveries of cash and securities, including whether
it has an obligation“to¥make or receive delivery of a financial instrument or whether it
indemnifies participants for losses incurred in the delivery process;

provide clear and certain final settlement, at a minimum by the end of the value date and
where necessary a central counterparty must provide final settlement intra-day or in real time;
and

take reasonable steps to confirm the effectiveness of cross-border recognition and protection
of cross-system settlement finality, especially when it is developing plans for recovery or
orderly wind-down or providing supervisory authorities information relating to its resolvability.

(3) (a) A central counterparty must conduct its cash settlements in central bank money

where practical.
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(b)  Where central bank money is not used, a central counterparty must minimise and

strictly control the credit and liquidity risk arising from the use of commercial bank money.

(@)

(b)

(©)

(d)

(4) A central counterparty must-

ensure that its settlement banks are regulated and supervised in their jurisdictions and that

they comply with requirements of creditworthiness, capitalisation, access to liquidity, and

operational reliability;

monitor and manage the concentration of credit and liquidity exposures to its commercial

settlement banks;

where it conducts money settlements on its own books, it must minimise and strictly control its

credit and liquidity risks;

ensure that its legal agreements with any settlement‘banks clearly state -

(i)  when transfers on the books of individual settlement banks are expected to occur;

(i)  that transfers are to be final when effected; and

(ii)  that funds received must be transferable as soon as possible, at a minimum by the end
of the day and ideally intraday, in order, to enable the central counterparty and its
clearing members to manageseredit and liquidity risks.

(5) Where a central counterparty has an,obligation'to make or receive deliveries of cash and

securities, it must have appropriate processes, procedures that'=

@)
(b)

(©)

(d)

(e)
)
(9)
(h)
0]

()
(k)

0
(m)

clearly state its obligations with respect to the deliverysof physical instruments or commodities;
identify, monitor @nd manage the risks associated with“the storage and delivery of physical
instruments or commaodities;

eliminategprineipal risk through the use,of delivery-versus-payment mechanisms to the extent
possible;

set out the controls to ' manage thexrisks of storing and delivering physical assets such as the
risk of theft, loss, counterfeiting or deterioration of assets;

ensure that itsrecord of physical assets accurately reflects its holding of assets;

clearly state which a@sset classes it accepts for physical delivery;

the procedures surrounding the delivery of each;

indemnify clearing members for losses incurred in the delivery process;

establishing definitions for acceptable physical instruments or commodities in order to plan for
and manage physical deliveries;

provide for appropriate alternative delivery locations or assets;

where applicable, provide for rules for warehouse operations that take into account the
commodity’s particular characteristics;

stipulate the timing of delivery;

provide for appropriate pre-employment checks and training for personnel who handle

physical assets; and
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(n) provide for insurance coverage and random storage facility audits, to mitigate its storage and

delivery risks.
(6) A central counterparty must in its rules-

(a) clearly reflect the legal obligations for delivery;

(b) provide clarity on whether the receiving clearing member must seek compensation from the
central counterparty or the delivering clearing member in the event of a loss;

(c) clearly state its obligations with respect to the delivery of physical instruments or commodities;
and

(d) provide that a central counterparty holding margin must not release the margin of the
matched clearing member until it confirms that both have fulfilled their respective obligations.
(7) A central counterparty licensed to provide functions,in commaodities may match clearing

members that have delivery obligations with those ‘due to “receive the commodities, thereby

removing itself from direct involvement in the storage and delivery process.
(8) A central counterparty must ensure that its clearing members have the necessary

systems and resources to be able to fulfil their physical delivefyiebligation.

33. Credit and liquidity risk

(1) A central counterparty must-

(a) establish a robust framework to manage,its credit exposures arising from current exposures,
potential future exposures, orboth, to its ‘clearing membersiand the credit risks arising from its
payment, clearing and settlement processes;

(b) identify seurces, of credit xSk, routinely measure and monitor credit exposures, and use
appropriate risk-management tools to controhthese risks; and

(c) coveritsicurrent and potential future exposures to each clearing member with a high degree of
confidence using margin andhother prefunded financial resources.

(2) A central eounterparty, that is involved in activities with a more complex risk profile or
that is systemically impartant in multiple jurisdictions, must maintain additional financial resources to
cover a wide range of potential stress scenarios that must include the default of the two clearing
members and their affiliates that would potentially cause the largest aggregate credit exposure for
the central counterparty in extreme but plausible market conditions.

(3) A central counterparty, other than a central counterparty referred to in sub-regulation (2)
must maintain additional financial resources sufficient to cover a wide range of potential stress
scenarios that must include the default of the clearing member and its affiliate that would potentially
cause the largest aggregate credit exposure for the central counterparty in extreme but plausible
market conditions.

(4) A central counterparty must-
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(@)

(b)

(©)

(d)
(e)

have a robust framework to manage its liquidity risks from its clearing members, commercial
bank money settlement agents, nostro agents, custodians, liquidity providers and other
entities;

in determining its liquidity needs, consider the other roles a clearing member may play within
the central counterparty, such as a settlement or custodian bank or liquidity provider;

clearly identify its sources of liquidity risk and assess its current and potential future liquidity
needs on a daily basis;

regularly assess its design and operations to manage liquidity risk in the system;

reduce the liquidity demands of its clearing members by providing its clearing members with
sufficient information or control systems to help them manage their liquidity needs and risks.
(5) The risk management processes, practices; procedures and policies of a central

counterparty must in the case of liquidity risk be sufficiently“robust to ensure that the central

counterparty -

(&) conducts comprehensive cash flow forecasting;

(b) specifies, implements and maintains appropriate limits®in respect of its respective funding
sources, including all relevant products, counterpartieés and markets;

(c) conducts robust liquidity scenario stress,testing, including stress tests in respect of such
central counterparty specific or sector specific_scenarios, as may be determined by the
registrar;

(d) develops and maintains robust and multifaceted contingency funding plans; and

(e) maintains a sufficient.eushion af liquid assets to meet contingent liquidity needs.

(6) A centralyeounterparty/must-have effective operational and analytical tools to identify,

measure and monitor its'settlement and funding flows on an ongoing and timely basis, including its

use of intradayliquidity.

(7) If atcentral counterparty maintains prearranged funding arrangements, the central

counterparty must =

(@)

(b)

(©)

(d)

identify, measure_and monitor its liquidity risk from the liquidity providers of those
arrangements;

obtain a high degree of confidence through rigorous due diligence that each liquidity provider,
whether or not it is a clearing member of the central counterparty, would have the capacity to
perform as required under the liquidity arrangement and is subject to commensurate
regulation, supervision or oversight of its liquidity risk management requirements.

(8) A central counterparty must establish explicit rules and procedures that-

enable it to effect same-day and, where appropriate, intraday and multiday settlement of
payment obligations on time following any individual or combined default among its clearing
members;

address unforeseen and potentially uncovered liquidity shortfalls;
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(e)
(f)

(@)

(b)
(©)

(d)

(e)

aim to avoid unwinding, revoking or delaying the same-day settlement of payment obligations;
indicate the central counterparty's process to replenish any liquidity resources it may employ
during a stress event, so that it can continue to operate in a safe and sound manner.

(9) A central counterparty must-

have clear procedures to report the results of its stress tests to its controlling body and to use
these results to evaluate the adequacy of and adjust its total financial resources;

perform stress tests daily using standard and predetermined parameters and assumptions;

on at least a monthly basis, a perform a comprehensive and thorough analysis of stress
testing scenarios, models, and underlying parameters and assumptions used to ensure they
are appropriate for determining the central counterparty’s required level of default protection in
light of current and evolving market conditions;

perform the analysis referred to in sub-regulation” (c) more, frequently when the products
cleared or markets served display high valatility, become lessyliquid, or when the size or
concentration of positions held by a central counterparty’s clearing members increases
significantly; and

at least annually perform a full validation of a central€ounterparty’s risk-management model.

(10) In conducting stress testing, @ €entral counterparty must consider the effect of a wide

range of relevant stress scenarios in terms ef both defaulters’ positions and possible price changes

in liquidation periods, which mustinclude -

@)
(b)

(©)

(@)

(b)

(©)

34.

relevant peak historic price volatilities,

shifts in other market factors such as price determinants and yield curves, multiple defaults
over varieusitime horizons,'simultaneous pressures in funding and asset markets; and

a spectrum of forward-lookingistress scenarios in a variety of extreme but plausible market
conditions.

(11) A central counterparty must establish rules and procedures that-

address fully“any, credit losses it may face as a result of any individual or combined default
among its clearingy, members with respect to any of their obligations to the central
counterparty;

address how potentially uncovered credit losses would be allocated, including their payment of
any funds a central counterparty may borrow from liquidity providers; and

indicate the central counterparty process to replenish any financial resources that it may
employ during a stress event, so that the central counterparty can continue to operate in a

safe and sound manner.

Qualifying Capital

(1) (a) Qualifying capital includes capital, retained earnings and reserves.
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(b)

(©)

For purposes of this Regulation, “capital” means,

(i)

(ii)

in relation to a central counterparty, subscribed capital on the annual accounts and
consolidated accounts of the central counterparty in so far as it has been paid up, plus
the related share premium accounts, if applicable, which is of a permanent nature and
able to fully absorb losses in going concern situations, and, in the event of insolvency or
liquidation, it ranks after all other claims;

in relation to local branches of foreign institutions trading as central counterparties, the
amount expressed in the monetary unit of the Republic of South Africa that has been
allocated and provided by the foreign institution to its branch and is recognised and
disclosed as equity in terms of the relevant Finangial Reporting Standards issued from
time to time, provided that the amount so allogated and provided by the foreign
institution is unencumbered, is not provided subject ta ayguarantee for repayment by the
branch to the foreign institution and may not be revoked without the prior written
approval of the Registrar.

No amount relating to any profit or earnings of @acentral . €ounterparty shall,constitute qualifying

capital unless the controlling body of the eentral counterparty formally appropriated the amount by

way of a board resolution to constitute retainedhearnings of the,central counterparty.*

(d) In respect of branches of foreign institutions it includes funds obtained from actual earnings or by

way of recoveries and whiegh haveibeen set aside by the executive management of the branch as a

general or special resefve of the braneh.

@)

(b)

(©)

)

A central counterparty must deduct fromiits qualifying capital -

financial resourees not invested in-cash or inhighly liquid securities with minimal market and

credit'risk;

its own resources used to contribute to the default fund of another central counterparty,

provided that-

(i)

(ii)

these resources may not\be double-counted for the purpose of calculating risk weighted
exposures stemming from these contributions; and
an investment inithe default fund of another central counterparty must be risk weighted at

1250 per cent;

the relevant amount, net of any associated deferred tax liability which would be extinguished if

the relevant intangible asset becomes impaired or is derecognised in terms of the relevant

requirements specified in Financial Reporting Standards issued from time to time, related to

! The controlling body of the central counterparty must formally consider the amount and resolve that such profit or
earnings constitutes retained earnings to be included in the capital base of the central counterparty, which profit or
earnings is subsequently available to absorb losses on a going concern basis that may arise from risks pertaining to the
particular nature of such central counterparty, and the profit or earnings is disclosed as such in the published financial
statements of the central counterparty.
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(d)

(e)

(f)

()]

(h)

goodwill, including any goodwill included in the valuation of significant investments in the

qualifying capital of central counterpartys;

the relevant amount related to intangible assets other than goodwill, net of any associated

deferred tax liability which would be extinguished if the relevant intangible asset becomes

impaired or is derecognised in terms of the relevant requirements specified in Financial

Reporting Standards issued from time to time;

the relevant amount related to deferred tax assets that rely on future profitability of the central

counterparty to be realised, provided that-

(i) the central counterparty distinguishes between the _component of deferred tax assets
that relates to temporary differences and other deferred tax assets;

(i) a deferred tax asset may be netted against anfassoeiated deferred tax liability only if the
asset and liability relate to taxes levied by the same taxation authority and offsetting is
explicitly permitted by that relevant taxation authority, provided that the said deferred tax
liabilities that may be netted againstithe relevant amount of deferred tax assets excludes
any amount that has been netted against,the deduction of goadwill, intangible assets
other than goodwill and defined benefit pension assets; and

(i) any relevant amount related o current year taxylosses that gives rise to a claim or
receivable amount from the governmentier local taxyauthority, typically classified as a
current tax asseéts, shall be assigned the relevant,sovereign risk weight;

any relevant positive amount'related to a cash flow hedge reserve that relates to the hedging

of items that are notfairvalued on the balance sheet, including any relevant amount related to

projectedscashuflows, provided that any,relevant negative amount related to a cash flow hedge
resenve shall alsobe derecognised, that'is, added back as qualifying capital;

any unrealised gain resulting from ehanges in the fair value of liabilities due to changes in the

central counterparty’s own credit risk; provided that-

() the central, counterparty also derecognises from its qualifying capital any relevant
amount related, to any unrealised loss due to changes in the central counterparty’s own
credit risk;

(i)  with regard to any relevant derivative liability, the central counterparty derecognises all
relevant accounting valuation adjustments arising from the central counterparty's own
credit risk; and

(i)  the central counterparty in no case applies any netting or offsetting between valuation
adjustments arising from the central counterparty own credit risk and those arising from
its counterparties' credit risk;

any relevant amount related to a defined benefit pension fund constituting an asset on the

balance sheet, net of any associated deferred tax liability which would be extinguished if the
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(i)

(),

(k)

0

(m)

asset should become impaired or derecognised in terms of the relevant requirements

specified in Financial Reporting Standards, provided that-

(i)  subject to the prior written approval of and such conditions as may be determined by the
registrar, assets in the said fund to which the central counterparty has unrestricted and
unfettered access may offset the relevant deduction;

(i)  offsetting assets as envisaged in sub-item (i) shall be assigned the risk weight that
would have applied were the assets owned directly by the central counterparty; and

(i) any amount related to a defined benefit pension fund liability, as included on the balance
sheet, shall be fully recognised in the calculation of the central counterparty’s qualifying
capital and shall not be increased through thee-recognition of any defined benefit
pension fund liability;

the relevant amount related to any reciprocal cross holding ef shares qualifying as capital of

any other central counterparty, bank, insurance entity or othertegulated financial entity that is

subject to minimum capital requirements;

the relevant amount related to any direct or indirect investment in or direct or indirect funding

provided for direct or indirect investment in the central counterparty or controlling entity’s own

qualifying capital;

the higher amount of any capital requirement limposed hy either the registrar or supervisory

authority in respect of any foreign branchyof the eentral,counterparty, provided that-

(i) this deduction shall not apply when the assets andliabilities of a foreign branch of a
central counterparty are combined® with the assets and liabilities of the locally
incerporated parent eentral counterparty in order to calculate a consolidated required
amount of capital in respect of the'saidhconsolidated central counterparty and branch of
a central counterparty; and

(i) when ‘the registrar “or), applicable supervisory authority imposes a minimum capital
requirement in respect of the foreign branch notwithstanding the consolidation of the
assets andliabilities of the branch with the assets and liabilities of the parent central
counterparty, the amount to be deducted shall be equal to any shortfall in the amount of
capital held by the branch in respect of the host capital requirement;

the value of assets lodged or pledged to secure liabilities incurred under any other law when
the effect of such lodging or pledging is that such assets are not available for the purpose of
meeting the liabilities of the central counterparty in terms of the Act, provided that, subject to
such conditions as may be determined by the registrar, the registrar may determine cases in
which the value of assets lodged or pledged to secure liabilities of the central counterparty do
not constitute a deduction against qualifying capital of the central counterparty;

any instrument or share that qualifies as capital of the central counterparty and for which the

central counterparty has received no value; and
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(n) accumulated losses.

(3) (@ A central counterparty may not without the prior written approval of the registrar or
otherwise than in accordance with conditions approved by the registrar in writing repay any of its
common equity or reduce appropriated profits.

(b) A written application by a central counterparty for the approval of the registrar to repay
any of its common equity or reduce any appropriated profits must include written confirmation by the
controlling body of the central counterparty that -

(i) the relevant qualifying capital, after the repayment of the common equity and/or the

reduction of appropriated profits of the central counterparty concerned, shall be at least
10 per cent higher than the required qualifyingdcapital specified in Regulation 35(2)
without relying on any new capital issues to ensure continued compliance by the central
counterparty with Regulation 35(4);

(i) the repayment of common equity @and/or the reduction, of appropriated profits is
consistent with the central counterparty’s strategic and operating, plans;

(i)  the repayment of common equity and/ar the reduCtion of appropriated profits has duly
been taken into account inithe,central counterparty’s management processes for liquidity
risk;

(iv) all shares acquired back by the eentral counterparty from the repayment of capital shall

immediately befcancelled;

35. General capital requirements

(1) Acentral'counterparty must-

(@) have permanent and availableinitial capital of‘at least R100 million and the appropriate buffer;

(b) ensure that, capital, including retained earnings and reserves, is proportionate to the risk
stemming fremithe activities of the central counterparty; and

(c) ensure that capitahis at all times sufficient to ensure an orderly winding-down or restructuring
of the activities over anqappropriate time span and an adequate protection of the central
counterparty against credit, counterparty, market, operational, legal and business risks.

(2) Subject to the provisions in sub-regulation (4), a central counterparty must hold
qualifying capital, which shall be at all times more than or equal to the sum of the central
counterparty’s capital requirements for —

(a) operational risk calculated in accordance with Regulation 38;
(b) credit, counterparty and market risks calculated in accordance with Regulation 36; and
(c) Dbusiness risk calculated in accordance with Regulation 37.
(3) The registrar may impose any of the requirements set out in sub-regulation (4) when he

or she is of the opinion that, amongst other things, a central counterparty’s-
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(@)

(b)
(©)
(d)
(e)

to -

(@)

(b)

(©)
(d)

(e)

@)

(b)

calculated aggregate risk exposure does not sufficiently reflect-

(i)  the central counterparty’s actual risk profile;

(i)  the factors external to the central counterparty, such as the effect of business cycles;

(i)  the risk relating to a particular type of exposure such as credit risk, counterparty credit
risk, market risk, operational risk, legal and business risk or in respect of an orderly
winding down or restructuring;

(iv) the concentration risk,

qualifying capital is likely to be overstated due to, for example, reserves that are subject to

material volatility as a result of short-term fair value gains or adjustment;

policies, processes and procedures relating to its risk assessment are inadequate;

policies, processes and procedures relating to compénsation or remuneration are inadequate.?

internal control systems are inadequate.

(4) The registrar may require a central counterparty, in accordance with sub-regulation (3),

maintain additional capital, calculated in such‘a mannerd@and subject to'such conditions as may
be determined by the registrar;

deduct from its qualifying capitalisuch amount calculated in such a manner and subject to
such conditions as may be determined\by the registrar;

strengthen the central counterparty’s riskhmanagement,policies, processes or procedures;
align the central counterparty’'s compensation or remuneration policies, processes or
procedures with the eentral counterparty’s relevant exposure to risk;

strengthenitheseentral counterparty’s internal control systems.

(5) A central counterparty must

have procedures in place to identify,all sources of risks that may impact its on-going functions;
and

consider the likelihood of potential adverse effects on its revenues or expenses and its level of
qualifying capital.

(6) (@) If the amount of‘qualifying capital held by a central counterparty is lower than 110 per

cent of the amount calculated according to sub-regulation (2) or lower than 110 per cent of R100

million (notification threshold), the central counterparty must immediately notify the registrar and

keep the registrar updated on at least a weekly basis, until the amount of qualifying capital held by

the central counterparty returns above the notification threshold.

(b)

The notification must be made in writing and must contain —

2 For example, when the central counterparty’s compensation or remuneration policies, processes and procedures,
particularly in respect of bonus or other discretionary payments, do not duly incorporate all relevant material types of risk,
or when bonus or other discretionary payments are finalised over short periods without adequate regard for related
material risk exposure carried by the central counterparty over a longer period.
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() the reasons for the central counterparty’s qualifying capital being below the notification
threshold and a description of the short-term perspective of the central counterparty’s
financial situation;

(i) a comprehensive description of the measures that the central counterparty intends to
adopt to ensure the on-going compliance with the capital requirements and must include
among other things, the central counterparty’s —

(aa) controlling body-approved risk appetite or tolerance for risk;

(bb) controlling body-approved business strategy;

(cc) risk profile and control environment;

(dd) future capital needs;

(ee) controlling body approved target level ofdcapital;

(ff)  stress-testing results; and

(gg) any additional buffer of qualifying capital above thenotification threshold as the
controlling body and the senior, management of the central counterparty may
determine.

(7) In addition to any other provision contained in the Act or these Regulations, when the
central counterparty’s qualifying capitalis,significantly reduced or depleted, including as a result of
unexpected severe financial distress or ecenomic dewnturn, ‘the, registrar may, after consultation
with the relevant central counterparty, in writing impose eonstraints on the central counterparty,
such as capital distribution constraints, until the eéntral counterparty’s qualifying capital is restored
above the notification threshold specified in sub-regulation (6)(a) plus the target level of capital
specified in sub=regulation (6)(h)(ii)(ee)-

(8) #A central counterparty“must have in place as a minimum a sound capital assessment
process, which,capital assessment process must include —

(@) controlling_body approved policiestand procedures designed to ensure that the central
counterparty identifies, measures, and reports all material risk exposures;
(b) all material risk exposures incurred by the central counterparty,

(9) Although a central counterparty may not be able to accurately measure all risk
exposures, the central counterparty must develop and implement an appropriate framework and
process to estimate the key elements of the central counterparty’s material risk exposures which
must —

(a) relate the central counterparty’s capital to the level of risk incurred by the central counterparty;

(b) be based on the central counterparty’s strategic focus and business plan and clearly state the
central counterparty’s objectives in respect of capital adequacy and risk exposure;

(c) incorporate rigorous, forward-looking stress testing that identifies possible events or changes

in market conditions that could adversely impact the central counterparty, the results of which
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(d)

stress testing shall be considered when the central counterparty evaluates the adequacy of its
target level of capital as specified in sub-regulation (6)(b)(ii)(ee) and
promote the integrity of the central counterparty’s overall risk-management process by way of

internal controls and appropriate internal and external reviews and audit.

36. Specific capital requirements for credit risk, counterparty credit risk and market risk

which are not already covered by specific financial resources as referred to in
Regulations 48, 49 and 50

(1) A central counterparty must calculate its capital requirements referred to in Regulation

35(2) as the sum of eight per cent of its risk-weighted exposure amounts for credit risk and its risk-

weighted exposure amounts for counterparty credit risk and its eapital requirements for market risk.

@)

(b)

(©)

(2) For the calculation of-

capital requirements for market risk whieh IS not already“cevered by specific financial
resources as referred to in Regulations 48, 49 and 50, a centralcounterparty must use the
methods of calculation as specified in Regulation,43;

the risk-weighted exposure amgunts for credit riskswhich is not already‘covered by specific
financial resources as referred to in, Regulations 48,749, and 50, a central counterparty must
use the methods of calculation as specified in the provisionsyof Regulation 39;

the risk-weighted exposureramounts for counterpartyacredit risk which is not already covered
by specific financial resources, as referred to in Regulations 48, 49 and 50, a central
counterparty must use the methods of calculation as specified in the provisions of Regulations
40, 41 and@42:

37. Specific eapital requirements far business risk and for winding down or restructuring

(1) A central counterparty must submit to the registrar for approval its own estimate of the

capital necessary tQ@ eover losses resulting from business risk based on reasonably foreseeable

adverse scenarios relevant to its business model.

(@)
(b)

(2) The capital requirement for business risk must be-
equal to the approved estimate; and
subject to a minimum amount of 25 per cent of its annual gross operational expenses.

(3) (@) For the purposes of this regulation, operational expenses must be calculated in

accordance with International Financial Reporting Standards or in accordance with generally
accepted accounting principles of a country determined by the registrar to be equivalent to
International Financial Reporting Standards.

(b) A central counterparty must use the most recent audited information from its annual financial

statements.
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(4) To calculate the capital required to ensure an orderly winding down or restructuring of its
activities, a central counterparty must divide its annual gross operational expenses by twelve in
order to determine its monthly gross operational expenses, and multiply the resulting number by its
time span for winding down or restructuring its activities determined in accordance with regulation
36(2).

(5) In order to determine the time span for winding down or restructuring its activities
referred to in sub-regulation (4), a central counterparty must submit to the registrar for approval, its
own estimate of the appropriate time span for winding down or restructuring its activities, which
estimated time span must-

(a) be sufficient to ensure, including in stressed market conditions, an orderly winding down or
restructuring of its activities, reorganising its operations;, liquidating its clearing portfolio or
transferring its clearing activities to another central‘counterpatrty;

(b) take into account the liquidity, size, maturity/structure and potential cross-border obstacles of
the positions of the central counterparty and the type of products cleared.

38. Capital calculation requirements fonoperaticnal risk

(1) A central counterparty must calculate its capital requirements for operational risk using
either the Basic Indicator Approach, or Advanced’ Measurement Approach as approved by the
registrar.

(2) If a_central counterparty adepted the),Advanced Measurement Approach for the
measurement of it exposure to operational“risky,it may not revert to the Basic Indicator Approach
without the prior written approval of the registrar.

(3) (@) »I'he capital requirement for operational risk under the Basic Indicator Approach
must be 45 per cent of a relevant indicator, in accordance with the parameters set out
below, whichyrelevant indicator must be the average over three years of the sum of the
net interest income and net non-interest income.

(b) The three-year average must be calculated on the basis of the last three twelve-monthly
observations at the end of the financial year and in the event that audited figures are not
available, business estimates may be used with the prior written approval and subject to such
conditions as may be determined by the registrar.

(c) If for any given observation, the sum of net interest income and net non-interest income is
negative or equal to zero, this figure shall not be taken into account in the calculation of the
three-year average.

(d) The relevant indicator must be calculated as the sum of positive figures divided by the number

of positive figures.
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(e)

(f)

(9)

(h)

(i

()

(k)

Based on the accounting categories for the profit and loss account of a central counterparty,
the relevant indicator must be expressed as the sum of the elements listed in sub-regulation
(3)(f), which elements must be included in the sum with its positive or negative sign.

The elements, which must to be adjusted to reflect the qualifications in sub-regulations (3)(g)

to (k) below, are the -

(i)  interest receivable and similar income;

(i)  interest payable and similar charges;

(i)  income from shares and other variable or fixed-yield securities;

(iv) commissions or fees receivable;

(v) commissions or fees payable;

(vi) net profit or net loss on financial operations; and

(vii) other operating income.

The indicator must be calculated beforethe deduction of“any provisions and operating

expenses, which operating expenses mustinclude fees paid for outsourcing services rendered

by third parties which are not a parent company,or subsidiary of the central counterparty or a

subsidiary of a parent company gvhieh is also the parént company of the central counterparty.

Expenditure on the outsourcing of services rendered byythird parties may reduce the relevant

indicator if the expenditure is incurred from-anyundertaking, subject to supervision under, or

equivalent to, these Regulations.

The indicator must be calculated before thexdeduction ofany -

(i) realised profitstonlosses arising from‘the sale of securities held in the reporting central
counterparty’s own book, including any relevant amounts relating to securities classified
as “held to maturity” or‘available forsale”;

(i) “any,extraordinary.onirregulanitem; or

(i) anyineome derived from insuranece.

The following'elements may not be used in the calculation of the relevant indicator-

(i) realised profits,or losses from the sale of non-trading book items;

(i)  income from extraerdinary or irregular items;

(i)  income derived from insurance.

In the event that revaluation of trading items form part of the profit and loss statement,

revaluation may be included.

(4) A newly established central counterparty that does not have the required gross income

data to calculate the required gross income amounts may with the prior written approval of and

subject to such conditions as may be determined by the registrar use gross income projections for

all or part of the said three-year period.

(5) (a) A central counterparty must apply to the registrar for approval to use the Advanced

Measurement Approach.
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(b) A central counterparty may use the Advanced Measurement Approach based on its own
operational risk measurement systems, provided that the registrar expressly approves the use
of the models concerned for calculating the own funds requirement.

(6) A central counterparty must at all times adhere to such conditions as may be determined
by the registrar, which conditions may include a period of initial monitoring by the registrar before
the central counterparty is allowed to adopt the Advanced Measurement Approach for the
calculation of its capital requirement in respect of operational risk.

(7) To be eligible for an Advanced Measurement Approach, a central counterparty must
satisfy the registrar that it meets the qualifying criteria below, in addition to the general risk
management standards set out in these Regulations.

(8) If an Advanced Measurement Approach is intended to be used by the parent central
counterparty and its subsidiaries, or by the subsidiaries of a parent financial holding company, the
application must-

(@) include a description of the methodologyused for allocating operational risk capital between
the different entities of the group;

(b) indicate whether and how diversification effects are intended to be factored in the risk
measurement system.

(9) A central counterparty using the Advanced,Measurement Approach for the calculation of
its capital requirements for@@peratienal risk must hold capitahwhich'is at all times more than or equal

to a minimum amount determined the registrar Byusing the basicindicator approach calculation.

38.1 Additional qualitativeicriteria fer the advaneéed measurement approach
(1) A central counterparty's internal operational risk measurement system must be closely
integrated into its day to-day riskimanagement processes.
(2) A centralcounterparty must demonstrate to the satisfaction of the registrar that —
(a) its controlling body. and senior management are actively involved in the oversight of the its
operational risk management framework;
(b) its operational risk management system is conceptually sound and implemented with integrity;
(c) it has sufficient resources for the use of the approach in the central counterparty’s major
business lines, and in the central counterparty’s control and audit units.
(3) A central counterparty must have-
(@) anindependent and well documented risk management function for operational risk;
(b) regular reporting of operational risk exposures and loss experience, including material losses
suffered in respect of operational risk;

(c) procedures for taking appropriate corrective action;
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(d) routines in place for ensuring compliance and policies for the treatment of nhon-compliance.

(4) A central counterparty’s operational risk management processes and measurement
systems must be subject to regular, and at least annual, reviews performed by internal and external
auditors, and the result of such reviews must be made available to the registrar upon request.

(5) An independent validation of the operational risk measurement system by the registrar
may include the following elements:

(a) verifying that the internal validation processes are operating in a satisfactory manner; and
(b) making sure that data flows and processes associated with the risk measurement system are
transparent and accessible.

(6) A central counterparty must demonstrate to the satisfaction of the registrar that its
measurement system is capable of supporting the allocation of\economic capital for operational risk
across business lines in such a manner that incentives are createdito improve the risk management

capabilities in each relevant business line.

38.2 Additional quantitative criteria‘for the advanced‘measurement approach

38.2.1 Process

(1) A central counterparty must calculate its Capital requirement as comprising both
expected loss and unexpected loss,\unless it can demonstrate) that expected loss is adequately
captured in its internal business practices.

(2) Thesperational risk measurement system of a central counterparty must-

(a) capture potentially. severe tail events, achieving a soundness standard comparable to a 99,9
per centiconfidence interval over aone year period; and

(b) have certain,key elements to meetithe soundness standard, which must include the use of
internal data, external data, scenario analysis and factors reflecting the business environment
and internal control systems;

(c¢) include a well-documented approach for weighting the use of these four elements in its overall
operational risk measurement system; and

(d) capture the major drivers of risk affecting the shape of the tail of the loss estimates.

(10) (a) Correlations in operational risk losses across individual operational risk estimates
may be recognised only if a central counterparty can demonstrate to the satisfaction of the registrar
that its systems for measuring correlations are sound, implemented with integrity, and take into
account the uncertainty surrounding any such correlation estimates, particularly in periods of stress.
(b) A central counterparty must validate its correlation assumptions using appropriate quantitative

and qualitative techniques.
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(11) The risk measurement system must be internally consistent and avoid the multiple

counting of qualitative assessments or risk mitigation techniques recognised in other areas of the

capital adequacy framework.

38.2.2 Internal Data

(1) Internally generated operational risk measures must be based on a minimum historical

observation period of five years, provided that when a central counterparty first moves to the

Advanced Measurement Approach, a three-year historical observation period is acceptable.

@)

(b)

(©)

(d)

(e)

(f)

()]

(h)

(i)

(2) A central counterparty must-

be able to map its historical internal loss data into the business lines defined in Table 38(A) of

Schedule A to these Regulations and into the event types defined in Table 38(B) of Schedule

A, and to provide this data to the registrar upon request;

have documented, objective criteria for allocating losses to“the, specified business lines and

event types;

record the operational risk losses that are‘related to credit risk and have historically been

included in the internal credit fisk databases_in, the operational risk databases and be

separately identified, provided that-

(i)  such losses will not be subject to the'operational riskicharge, as long as they continue to
be treated as creditgrisk for the purposes of calculating'minimum capital requirements;

(i)  operational sisk losses that are related t0 market risks must be included in the scope of
the capital requirement for operational risk;

ensure that its internalloss data iSseemprehensive in that it captures all material activities and

exposures from-all appropriate sub-systems,and geographic locations;

be able to justify that, any “exeluded activities or exposures, both individually and in

combination, would not have a material impact on the overall risk estimates;

define appropriate minimum loss thresholds for internal loss data collection;

aside from information on gross loss amounts, collect information about the date of the event,

any recoveries of gross 4oss amounts, as well as some descriptive information about the

drivers or causes of the'l@ss event;

have specific criteria for assigning loss data arising from an event in a centralised function or

an activity that spans more than one business line, as well as from related events over time;

have documented procedures for assessing the on-going relevance of historical loss data,

including those situations in which judgment overrides, scaling, or other adjustments may be

used, to what extent they may be used and who is authorised to make such decisions.

38.2.3 External Data

A central counterparty must-
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(@)

(b)

(©)

in its operational risk measurement system use relevant external data, especially when there
is reason to believe that the central counterparty is exposed to infrequent, yet potentially
severe, losses;

have a systematic process for determining the situations for which external data must be used
and the methodologies used to incorporate the data in its measurement system; and

regularly review and document its practices for external data use, and subject the review to

periodic independent review,

38.2.4 Scenario Analysis

A central counterparty must-

@)

(b)

(©)

(d)

(e)

(f)

()]

(h)

use scenario analysis of expert opinion in conjunction, with external data to evaluate its
exposure to high severity events;

validate and reassess such assessmentst over time throughycomparison to actual loss
experience to ensure their reasonableness;

ensure that its firm-wide risk assessment methodology eaptures key. business environment
and internal control factors that eamechange its operational risk profile;

be able to justify the choice of each\factoras a meaningful driver of risk, based on experience
and involving the expert judgment ofithe affectéd,business areas;

ensure that the sensitivity ofirisk estimates to changes,in the factors and the relative weighting
of the various factors are well\reasoned;

ensure that, in additionyto capturing changesiin risk due to improvements in risk controls, its
framewarkmalso,capture potential“increases In risk due to greater complexity of activities or
increased business volume;

ensure that its framewaorkiis documented and subject to independent review within the central
counterpartysand by the registrar; and

ensure that the process and the outcomes are validated and re-assessed over time through

comparison to actualinternal loss experience and relevant external data.

38.2.5 Impact of insurance and other risk transfer mechanisms

(1) A central counterparty may recognise the impact of insurance subject to conditions and

other risk transfer mechanisms where the central counterparty can demonstrate to the satisfaction

of the registrar that —

(@)
(b)

a noticeable risk mitigating effect is achieved,;
the provider is a registered insurer and the provider has a minimum claims paying ability rating
of A, or the equivalent thereof.

(2) The insurance and the central counterparty’s insurance framework must meet the

following conditions:
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(@)

(b)

(©)

(d)

(e)
(f)

@

the insurance policy must have an initial term of no less than one year, provided that for
policies with a residual term of less than one year, the central counterparty must make
appropriate haircuts reflecting the declining residual term of the policy, up to a full 100 per cent
haircut for policies with a residual term of 90 days or less;

the insurance policy has a minimum notice period for cancellation of the insurance contract of
90 days;

the insurance policy has no exclusions or limitations triggered by supervisory actions or, in the
case of a failed central counterparty, that preclude the central counterparty’s curator or
liquidator, from recovering for damages suffered or expenses incurred by the central
counterparty, except in respect of events occurring after the initiation of curatorship or
liquidation proceedings in respect of the central gounterparty; provided that the insurance
policy may exclude any fine, penalty, or punitive damages, resulting from actions by the
registrar;

the risk mitigation calculations must reflect the insurance coverage in a manner that is
transparent in its relationship to, and consistentywith, thé actual likeliheod and impact of loss
used in the overall determination‘ofieperational risk capital;

the insurance is provided by a third party entity;

in the case of insurance through captives and affiliates, the,exposure has to be laid off to an
independent third party entity, for example throughnre-insurance, that meets the eligibility
criteria; and

the framework for reeegnising insurance is well reasoned and documented.

(3) A centrahecounterpartys methodology for recognising insurance must, through discounts

or haircutsdn the amount ofinsurance, recognition, eapture —

@)
(b)
(©)

the residual term of an‘insurance pelicy, where less than one year, as noted above;
a policy's‘cancellation terms,where less than one year; and
the uncertainty of payment as well as mismatches in coverage of insurance policies.

(4) The capital*alleviation‘arising from the recognition of insurance may not exceed 20 per

cent of the capital requirement for operational risk before the recognition of risk - mitigation

techniques.

39. Capital calculation requirements for credit risk

(@)
(b)

(1) A central counterparty must-

use the standardised approach for the measurement of its exposure to credit risk; and

in a consistent manner, in accordance with the relevant requirements in these Regulations,
and in terms of its internal risk management process, apply the ratings or assessments issued
by a registered credit agency under the Credit Ratings Services Act, 2012 (Act No 24 of 2012)
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(©)

(d)

of the central counterparty’s choice, to calculate its risk exposure in terms of the provisions

contained in these Regulations, that is, the central counterparty may not cherry pick ratings or

assessments issued by different credit rating agencies, arbitrarily change the use of credit
rating agencies or apply ratings or assessments for purposes of these Regulations differently
from its internal risk management process:

(i) Inthe event that a central counterparty has an option between —

(aa) two assessments issued by eligible credit rating agencies, which assessments
relate to different risk weighting categories, apply the higher of the two risk
weights; or

(bb) three or more assessments issued by eligible credit rating agencies, which
assessments relate to different risk weighting, categories, apply the higher of the
lowest two risk weights.

(i) A central counterparty may not without‘the prior written consent of the registrar, or other
than in accordance with any conditions determined by theyregistrar, make use of
unsolicited ratings issued by an credit rating,agencies

duly assess all relevant credit exposures, regardless of whether the exposures are rated or
unrated, to determine whether the, risknweights applied to the exposures in terms these
regulations are appropriate, based on\the respective exposures’ inherent risk, provided that,
when it determinesgthat the inherent risk of aan exposure, particularly if the exposure is
unrated, is significantly higher than that implied by the riskiweight to which it is assigned, the
central counterparty“must consider the higher degree of credit risk in the evaluation of its
overall capitabadequacy; and

mustcomply with the relevant requirements specified in these Regulations.

(2) A central counterparty thatthas adopted the standardised approach for the measurement

of its exposure to eredit risk, must ~

(@)

(b)

(©)

(d)

in the case of exposures to ‘sovereigns, central banks, public-sector entities, banks, and
corporate exposures, risk aeight its exposures, net of any relevant credit impairment, in
accordance with the relevant provisions of Table 39(A) in Schedule A;

in the case of off-balance-sheet exposure other than unsettled securities or derivative
contracts and subject to the counterparty risk requirements in Regulation 40, convert the off-
balance-sheet exposure to a credit equivalent amount by multiplying the exposure with a
100% credit-conversion factors;

in the case of all unsettled securities or derivative contracts subject to counterparty risk,
measure the exposure amount in accordance with the relevant requirements specified in
Regulation 40;

in the case of all other exposures, risk weight the exposure in accordance with the relevant

requirements specified in Table 39(B) in Schedule A.
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(3) A central counterparty may not have any exposure to-

(@) anindividual person or small to medium business;

(b) lending secured by a residential mortgage;

(c) lending secured by a commercial mortgage;

(d) covered bonds;

(e) securitisation;

()  venture capital; or

(g) private equity.

(4) (@ A central counterparty that has adopted the standardised approach for the
measurement of its exposure to credit risk in terms of thesefRegulations may, if it obtains eligible
collateral, guarantees or credit derivatives, or enters into a,netting agreement with a clearing
member that maintains both debit and credit balances, with the central counterparty, reduce its credit
risk exposure to the extent that it achieves an effective and verifiable‘transfer of risk.

(b)  No transaction in respect of which the reparting central counterparty ebtained credit protection

may be assigned a risk weight higher than the risk weight that, applies to“a similar transaction in

respect of which no credit protection wasiebtained.

(5) A central counterparty may, if<itsShclearing member maintains both debit and credit
balances with the central counterparty and\if it ‘enters into a“netting agreement in respect of the
relevant loans and depositS with the counterparty, regard the exposure, in the calculation of the its
risk exposure, as a collateralised exposure in‘aceordance with the provisions of sub-regulation (6)
provided that the central counterparty -

(@ has a wellsfounded legal basis for cencluding,that the netting or offsetting agreement is
enforceable in each relevantjurisdiction, regardless whether the counterparty is insolvent or in
liquidation;

(b) must at any time be able t@ determine the loans and deposits with the specific counterparty to
the netting agreement;

(c) must monitor and control any potential roll-off risk in respect of the said debit and credit
balances; and

(d) must monitor and control the relevant exposures on a net basis.

(6) A central counterparty may, if its exposure or potential exposure to credit risk is secured
by a pledge of eligible financial collateral as specified in sub-regulation (7), recognise the effect of
such collateral using the comprehensive approach provided that it complies with the following:

(@) Areduction in the risk exposure of a central counterparty is allowed to the extent that —

(i)  such collateral was not already taken into account in the calculation of the central
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(b)

(©)

(d)

(e)

(f)

@

counterparty’s risk exposure®;

(i)  the central counterparty complies with the relevant requirements relating to disclosure,
prescribed in Regulation 25;

(i)  the central counterparty is able to establish title to the collateral in order to liquidate it;
and

(iv) such collateral can be realised by the central counterparty under normal market
conditions, that is, the value at which the collateral can be realised in the market does
not materially differ from its book value, provided that a central counterparty must
maintain an appropriate margin of collateral in excess of the amount in respect of which
a reduction in the risk exposure is allowed in orderto provide for fluctuations in the

market value of the relevant collateral.

(i) When the collateral is held by a custodian, the central counterparty must seek to ensure
that the custodian ensures adequate segregation of the collateral instruments and the
custodian's own assets.

(i) A central counterparty must, inycases of uncertainty, obtain legal certainty by way of legal
opinions confirming the enforceability of the “collateral arrangements in all relevant
jurisdictions, and that the central counterparty’s rights are legally well founded.

(i) Legal opinionsfmust be updated at appropriate,intervals in order to ensure continued
enforceability.

The collateral arrangements must be duly ‘documented with a clear and robust procedure in
place forthetimely liquidation of collateral.

A central” counterparty's procedures must ‘be sufficiently robust to ensure that any legal
conditions required for declaring ithe default of the clearing member and liquidating the
collateral‘are,observed.

In order for callateral to provide effective protection, the credit quality of the obligor and the
value of the collateral may not have a material positive correlation.

A maturity mismatch aceurs when the residual maturity of the credit protection obtained in the
form of eligible collateral or in terms of a netting agreement, is less than the residual maturity
of the underlying credit exposure and should be treated in accordance with the relevant
provisions specified in sub-regulation (16)

The rating issued in respect of the collateral instrument must not relate only to the principal

amount.

® For example, no reduction in the risk exposure of the central counterparty shall be allowed in respect of an
exposure for which an issue specific rating was issued, which rating already reflects the effect of the risk
mitigation.
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(h)

A central counterparty must employ robust procedures and processes to control all material

risks, which must include as a minimum, a robust risk-management process relating to

collateral management-

(i)

(ii)

(iii)

(iv)

v)

(vi)

()

(i)

A duly articulated strategy for the use of collateral which shall form an intrinsic part of a

central counterparty's general credit strategy and overall liquidity strategy.

Continuous assessment of the collateralised exposure on the basis of the borrower's

creditworthiness - a central counterparty must obtain and analyse sufficient financial

information to determine the obligor's risk profile and its risk-management and
operational capabilities.

The marking to market of collateral and revaluingts collateral at regular intervals but not

less frequently than once every six months.

Clearly established and maintained policies and procedures in respect of collateral

management, which must be subject to regular review in‘arder to ensure that the

policies and procedures remain appropriate and effective and which policies and
procedures must include:

(aa) the terms of collateral agreements, types‘of collateral and enforeement of

collateral terms (for example, waivers of pasting deadlines);

(bb) the management of legalrisks;

(cc) the administration of agreements; and

(dd) the prompt resolution of disputes{ such as valuation of collateral or positions,

acceptability,of collateral, fulfilment of legal obligations and the interpretation of
contract terms.

Policies and‘proeedures which are 'supperted by collateral management systems

capable of tracking the location and status of posted collateral.

A dulydefined policy\with respeetto the amount of concentration risk that the central

counterparty is prepared to accept, that is, a policy in respect of the taking as collateral

of large quantities of instruments issued by the same obligor - a central counterparty
must take into account collateral and purchased credit protection when it assesses the
potential concentrations in its credit portfolio,

(a) For risk mitigation purposes, the instruments specified below is regarded as eligible
collateral, provided that, irrespective of its credit rating, a securitisation or re-
securitisation instrument shall in no case constitute an eligible instrument for risk
mitigation purposes in terms of these Regulations-

Cash, including certificates of deposit or comparable instruments on deposit with the

central counterparty; provided that-

When cash on deposit, certificates of deposit or comparable instruments are held as

collateral at a third-party institution in a non-custodial arrangement, the central
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counterparty must assign the risk weight related to the third party institution to the
exposure amount protected by the collateral provided that the cash/instruments are
pledged/assigned to the central counterparty, the pledge/assignment is unconditional
and irrevocable, and the central counterparty has applied the relevant haircut specified
below in respect of currency risk.

(i)  Gold;

(i)  Debt securities rated by an eligible credit rating agencies, which debt securities have

been assigned the ratings specified below:

(aa) BB- or better when issued by sovereigns.

(bb) BBB- or better when issued by other institutions, including banks.

(cc) Counterparties qualifying for a O per cent risk weight as specified in Table 39(B) in
Schedule A.

(iv)  Any other instruments as determined ly the registrar in writing.

(b) In respect of the comprehensive approach for the recognition of risk mitigation, when a
central counterparty obtained collateral of which thewalue is' less than the amount of the central
counterparty’s exposure to credit risk,dt must recognise thé credit protection on ‘aproportional basis,
that is, the protected portion of the expasure must be risk weighted in accordance with the relevant
provisions of sub-regulation (9) and the“remainderyef the credit. exposure must be regarded as
unsecured.

(8) A central counterparty that,obtained eligible financial eollateral must —

(a) calculate an adjusted exposure in accordance\with the relevant formulae set out in sub-
regulationy(9)ibelow;
(b) in thefcalculation of the central eounterparty’syadjusted exposure-

() “make use of the haircut per cent age specified in Table 39(C) in Schedule A in order to

adjust both the amount\of the exposure and the value of the collateral; or

(i)  in the caseyof transactions subject to further commitment, that is, repurchase or resale

agreements=

(aa) apply a hairedt of zero per cent, provided that the central counterparty complies
with the minimum conditions relating to a haircut of zero per cent specified in sub-
regulation (10)(d);

(bb) recognise the effects of bilateral master netting agreements, provided that the
central counterparty complies with the minimum conditions relating to bilateral
master netting agreements specified in sub-regulation (10)(e);

(c) calculate its risk weighted exposure by multiplying the adjusted exposure with the risk weight
of the relevant counterparty.

(9) A central counterparty must -
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(@)

(b)

(©)

in the case of a collateralised transaction, other than a collateralised OTC derivative
transaction subject to the current exposure method, calculate its adjusted exposure through
the application of the formula specified below, which formula is designed to recognise the
effect of the collateral and any volatility in the amount relating to the exposure or collateral.
The formula is expressed as:
E*=max {0, [Ex (1 + He) - C x (1 - Hc - Hfx)]}
where:
E* is the amount of the exposure after the effect of the collateral is taken into
consideration, that is, the adjusted exposure
E is the current value of the exposure before the effect of the collateral is taken into
consideration
He s the relevant haircut that relates to,the .exposure
C is the current value of the collatefal obtained by the'central counterparty
Hc is the haircut that relates to the collateral
Hfx is the haircut that relates to any currency mismatch between the collateral and the
exposure-
() the haircut that relates toe,currency riskishall be eight per cent , based on a
10 business day halding period,and daily mark-to-market.
(i) standard haircuts in terms of the comprehensive approach shall be subject
to Table 39(C),in Schedule’A.
In the case of a collateralised OTC derivative transaction subject to the current exposure
method, (calculate its adjusted exposure in accordance with the relevant formula and
requirements specified,in Regulation 40.
A central counterparty that wants to recognise the effects of bilateral master netting
agreements,,must calculate) its adjusted exposure through the application of the formula
specified belowy, provided that the central counterparty must comply with the minimum
requirements relating to bilateral netting agreements specified in sub-regulation (10)(e). The
formula is expressedas:
*=max {0, [(X(E)- 2(C)) + > (Es xHs) +} (Efx x Hfx)]}
where:
E* s the adjusted exposure after the effect of risk mitigation is taken into
consideration
E is the relevant current value of the exposure
C is the value of the relevant collateral

Es s the absolute value of the net position in a given instrument
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(d)

Hs is the relevant haircut that relates to Es, that is, the net long or short position of
each instrument included in the netting agreement shall be multiplied with the
appropriate haircut

Efx is the absolute value of the net position in a currency that differs from the
settlement currency

Hfx is the haircut in respect of the currency mismatch-

(i) the haircut that relates to currency risk must be eight per cent, based on a
10 business day holding period and daily mark-to-market.
(i)  standard haircuts in terms of the comprehensive approach shall be subject
to Table 39(C) in Schedule A.
If a central counterparty obtained collateral that consists of a basket of instruments, the haircut
in respect of the basket of instruments shall be“calculatedyin accordance with the formula
specified below, which formula is designed to weight the collateralin the basket.

H =X ai Hi

where:

ai is the relevant weight ofithe asset, measured in terms of the relevant currency
units, in the basket

Hi  is the haircut applicable to the relevant asset

(10) (a) The framework fomcollateral ‘haircuts applied,in these Regulations in respect of the

comprehensive approach as summarised in TableB9 in Schedule A distinguishes between -

(b)

(i) repo-style transactions, that is, transactions such as repurchase or resale
agreements, ‘andésecurities)lending or, borrowing transactions;
(i)~ other capital-market-driven transaetions, that is, transactions such as OTC
derivatives‘and margin lending; and
(iii) . secured lending.

In case of transactions subject to daily re-margining and mark-to-market valuation, when the

central counterpartyhcalculates' its exposure or exposure-at-default amount subject to margin

agreements, the centrahCounterparty must apply a floor margin period of risk of five business
days for netting sets consisting only of repo-style transactions, and a floor margin period of
risk of 10 business days for all other netting sets, provided that-

(i)  inrespect of all netting sets where the number of trades exceeds 5 000 at any point
during a quarter, the central counterparty must apply a floor margin period of risk of 20
business days for the following quarter;

(i) in respect of netting sets containing one or more trades involving either illiquid collateral,
or an OTC derivative that cannot be easily replaced, the central counterparty must apply
a floor margin period of risk of 20 business days;

For purposes of this regulation,-
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(©)

(iii)

(iv)

v)

(aa) “illiquid collateral” and “OTC derivatives that cannot be easily replaced” must be
determined in the context of stressed market conditions and must be characterised
by the absence of continuously active markets where a counterparty would, within
two or fewer days, obtain multiple price quotations that would not move the market
or represent a price reflecting a market discount in the case of collateral, or
premium in the case of an OTC derivative.

(bb) Examples of situations where trades shall be deemed illiquid include, but are not
limited to, trades that are not marked daily and trades that are subject to specific
accounting treatment for valuation purposes, such as OTC derivatives or repo-
style transactions referencing securities of which'the fair value is determined by
models with inputs that are not observedin the market.

in all cases the central counterparty must consider whether trades or securities held as

collateral are concentrated in a particular counterparty, andif that counterparty suddenly

exited the market, whether the central counterparty would be‘@ble to replace its trades;

if the central counterparty experienced more than twe, margin calldisputes on a

particular netting set during the preceding two quarters, and the disputes lasted longer

than the applicable margin period ofyrisk, before'consideration of this provision, the
central counterparty must in respect ofthefollowingtwe quarters apply a margin period
of risk at least.double the floor specified hereinbefore for that netting set;

in the case ©f remarginingwith a periodicity of N-days) the central counterparty must

apply a margin‘period of risk of at least the aforesaid specified floor plus the N days

minusione,day, that is-

Margin Period of,Risk = Fy+ N - 1.

where:

F is,the floor number of days specified hereinbefore

N is‘the,said periodicity of N-days for re-margining.

In case of the frequency of remargining or revaluation is longer than the minimum period

specified in Table 39(D)fin Schedule A, the relevant per cent age in respect of the relevant

specified minimum haircut must be scaled up depending on the actual humber of business

days between re-margining or revaluation, using the square root of time formula specified

below:

where:

H is the relevant haircut;
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HM s the relevant haircut in respect of the minimum holding period;

TM is the relevant minimum holding period for the type of transaction’

NR is the actual number of business days between remargining for capital market
transactions or revaluation in respect of secured transactions;

()  For example, when a central counterparty calculates the volatility on a TN day holding
period which is different from the specified minimum holding period TM, the central
counterparty must calculate the relevant haircut HM using the square root of time
formula specified below:

where:

HM= the adjusted haircut

TN= holding period used by the centrahcounterparty for derivingyHN
HN=haircut based on the holding period TN.

(i)  Similarly, when the frequeney of,remargining or revaluation is longer than the minimum
period specified in Table 39 in Schedule A, the relevant percentage in respect of the
minimum haircut shall be scaled up depending on the actual number of business days
between remargining onrevaluation,using therelevant square root of time formula.
Based on the relevant specified square root of time formula, a central counterparty that
uses the standard haircuts specified in‘Table 39 (C) in Schedule A, must use the
relevant 10'business day haircut per.centiages specified in the table as a basis in
scaling the said haircut pencent ageswup’or down depending on the type of transaction
andithe frequency‘ofremargining or revaluation, as specified below (see Table 39(E)
and (F)in Schedule A):

where:

N +(Tu=1)
H=Ho =0

H = adjusted haircut

H10= the 10 business day standard haircut in respect of the instrument, specified in
table 9 in sub-regulation (xi) above

NR= the actual number of business days between remargining for capital market
transactions or revaluation for secured transactions

TM= the minimum holding period for the type of transaction
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(d)

(e)

In the case of any repo-style transaction, a central counterparty may apply a haircut of zero

per cent , provided that-

(i)

(ii)

(iii)

(iv)

v)

(vi)

(vii)

(viii)

(ix)

both the exposure and the collateral must consist of cash or a sovereign security or

public-sector security qualifying for a zero per cent risk weight in terms of the

standardised approach;

both the exposure and the collateral must be denominated in the same currency;

the transaction must be overnight or both the exposure and the collateral must be

marked to market on a daily basis and must be subject to daily re-margining;

following the failure of the counterparty to re-margin, the time that is required from the

last mark-to-market adjustment, before the failure4o re-margin occurred, and the

liquidation of the collateral, must be no more than four business days;

the transaction must be settled across a settlement system proven for the type of

transaction;

the documentation in respect of the‘agreement must be standard market documentation

for the transactions;

the transaction must be governed by documentation that specifies that' when the

counterparty fails to satisfy aniobligation to delivercash or securities or to deliver

margin, or otherwise defaults, the transaction shall be immediately terminable;

upon any default event;, regardless whether the eounterparty is insolvent or bankrupt, the

central counterparty must have the ‘unféttered, legally'enforceable right to immediately

seize and liquidate the collateral for the eentral counterparty’s benefit;

the.agreement must be'concluded, with-

(@aa) a sovereign;

(bb). a central bank;

(cc)*_ apublic-sectorentity;

(dd) a'hank;

(ee) otherfinancial institutions, including an insurance company, eligible for a risk
weight of 20yper cent in terms of the standardised approach;

(ff)  aregulated mutual fund determined by the registrar, provided that the mutual fund
must be subject to capital or leverage requirements;

(gg) aregulated pension fund determined by the registrar;

(hh) a clearing house determined by the registrar;

(i)  another person as may be determined by the registrar, subject to such conditions

as may be determined by the registrar.

A central counterparty that concludes a repo-style agreement or transaction with a

counterparty, which agreement or transaction is included in a bilateral master netting
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agreement, may recognise the effects of the bilateral master netting agreement, provided that

the netting agreement must —

()  be legally enforceable in each relevant jurisdiction upon the occurrence of an event of
default, regardless whether the counterparty is insolvent or in liquidation and in cases of
legal uncertainty, the central counterparty must obtain a legal opinion to the effect that
its right to apply netting of gross claims is legally well founded and would be enforceable
in the liquidation, default or insolvency of the counterparty or the central counterparty;

(i)  provide the non-defaulting party upon an event of default, including in the event of
insolvency or liquidation of the counterparty, the right to terminate and close-out, in a
timely manner, all transactions included in the agreement;

(i)  make provision for-

(aa) the netting of gains and losses relatingto all transactions included in the
agreement, including the value of any collateral, which,transactions were
terminated and closed out, resulting in a single net amount which shall be owed by
the one party to the other;

(bb) the prompt liquidation orset-off of collateral upon an event of default.

(11) (a) When a central counterparty-obtains protection, against loss relating to an exposure
or potential exposure to credit risk in the form of an eligible guarantee, the risk weight applicable to
the guaranteed transactionfor guaranteed exposure may beyreduced to the risk weight applicable to
the guarantor in accordance with these Regulations.

(b) The lower risk weight of the guarantor must ‘@apply on the outstanding amount of the exposure
protected by thesguarantee, provided that the,requirements in sub-regulation (d) are met.

(c) The unprotected portion, of the ‘exposure “must, retain the risk weight relating to the relevant
counterparty.

(d) Minimum‘general requirements

(i) A reduction_in the risk weight of a central counterparty's exposure to the risk weight
applicable tathe relevant guarantor is allowed only to the extent that such guarantee -
(aa) was not already taken into account in the calculation of the central counterparty’s

risk exposure. As such, no reduction in the risk exposure of the central counterparty
will be allowed in respect of an exposure for which an issue specific rating was
issued, which rating already reflects the effect of the guarantee;

(bb) may be realised by the central counterparty under normal market conditions;

Minimum specific requirements
(i)  The guarantee must be an explicitly documented obligation assumed by the guarantor.
(i) The guarantee must be legally enforceable in all relevant jurisdictions and the central

counterparty’s rights in terms of the guarantee must be legally well founded; provided
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(iv)

v)

(vi)

(vii)

(viii)

that legal opinions must be updated at appropriate intervals in order to ensure continued

enforceability of the central counterparty’s rights in terms of the guarantee;

The guarantee shall constitute a direct claim on the guarantor, provided that

(aa) when a qualifying default or non-payment by the obligor occurs, the central
counterparty must pursue the guarantor for amounts outstanding under the loan,
rather than having to continue to pursue the obligor;

(bb) when the guarantee provides only for the payment of principal amounts, any
interest amount and other unprotected payments shall be regarded as unsecured
amounts;

(cc) payment by the guarantor in terms of the guarantee may grant the guarantor the
right to pursue the obligor for amounts odtstanding under the loan.

The guarantee must be linked to specific,exposures, so that the extent of the cover is

duly defined and incontrovertible.

Other than the central counterparty's. non-payment of money. due in respect of the

guarantee, there may be no clause in the contract that wouldhyallow the guarantor

unilaterally to cancel the guarantee or increase the effective cost ofithe protection as a

result of deterioration in the ‘credit quality of the protected exposure.

There may be no clause in‘the guarantee outsidenthe direct control of the central

counterparty that could, prevent the, guarantor frem being obliged to pay out, in a timely

manner, in the event of'the original‘@bligor failing to.make the payment(s) due.

While guaranteesyreduce’ credit risk, they simultaneously increase other risks to which a

central’counterparty isdexposed;isuch as legal and operational risks, therefore a central

counterparty“must employ. robust procedures and processes, relating to guarantees, to
control the risks, which mustas a minimum, include the fundamental elements specified
below:
(aa) An articulated strategy for guarantees must form an intrinsic part of a central
counterparty's general credit strategy and overall liquidity strategy;
(bb) A central'counterparty must
(AA) continue to assess a guaranteed exposure on the basis of the borrower's
creditworthiness;

(BB) obtain and analyse sufficient financial information to determine the obligor's
risk profile and its risk-management and operational capabilities;

(CC) ensure that its policies and procedures are supported by management
systems capable of tracking the location and status of guarantees;

(DD) regularly review its policies and procedures in order to ensure that the

policies and procedures remain appropriate and effective;

Page 69 of 194



(EE) have in place a duly defined policy with respect to the amount of
concentration risk that it is prepared to accept;

(FF) take guaranteed positions into account when assessing the potential
concentrations in its credit portfolio;

(GG) in order to mitigate its concentration risk, monitor general trends affecting
relevant guarantors;

(HH) when it obtains guarantees that differ in maturity from the underlying credit
exposure, monitor and control its roll-off risks, that is, the fact that the central
counterparty will be exposed to the full amount of the credit exposure when
the guarantee expires. The central counterparty may be unable to obtain
further guarantees or to maintain itS capital adequacy when the guarantee
expires.

(12) (a) For risk mitigation purposes, credit protection obtained from guarantors that are
assigned a risk weight lower than the protected.exposure will be recognised as eligible guarantees,
including guarantees obtained from-

(i)  sovereigns;

(i)  central banks;

(i)  public-sector entities;

(iv) banks;

(v) multilateral development banks;

(vi) other externally:rated entjties assigned a risk weight lower than the protected exposure,
provided that_fer"purposes oOf calculating the minimum required amount of capital of a central
counterparty, no guaranteeyreceivedyfrom the“parent foreign institution or any other branch of the
parent foreigminstitution in respect of‘an,exposure incurred by the branch in the Republic shall be
regarded as an‘eligible guarantee.

Materiality thresholds

(b) For purposes of theseyRegulations, a materiality threshold below which no payment will be
made in the event of a 16ss to the central counterparty or that reduces the amount of payment
by the guarantor shall be risk weighted at 1250%.

Proportional cover

(c) When a central counterparty obtains a guarantee for less than the amount of the central
counterparty’s exposure to credit risk, it must recognise the credit protection on a proportional
basis, that is, the protected portion of the exposure shall be risk weighted in accordance with
the relevant provisions of this regulation and the remainder of the credit exposure shall be
regarded as unsecured.

(d) Currency mismatches
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() (aa) When a central counterparty obtains credit protection that is denominated in a
currency that differs from the currency in which the exposure is denominated, the
amount of the exposure deemed to be protected shall be reduced by the application of
the formula specified below, which formula is designed to recognise the effect of the
currency mismatch. The formula is expressed as:

Ga= G x(1-Hgy)

where:
G is the relevant nominal amount of the credit protection obtained

Hex is the haircut relating to thefcurrency mismatch between the credit

protection and the underlying obligation:

(bb) The haircut shall be based ond@ 10 business day holding period and daily mark-to-
market.

(cc) When a central counterparty appliesithe standard haircuts, a‘haircut equal to eight
per cent shall apply.

(dd) A central counterparty must use'the relevant square root of time formula specified
in sub-regulation (10)(c) ta scale up‘a haircut percentage when the holding period
or frequency of mark-to-market adjustmentydiffers from the specified minimum
requirements.

(13) For the protectedyportion of'a eredit exposure, a central counterparty that is a
protection ‘buyer must substitutenthe risk weight relating to the eligible protection
provider for the xisk weight of the reference asset, reference entity or underlying asset.

(@) The lowerxisk weight relating to the eligible protection provider shall apply to the outstanding
amount of thestransaction ar exposure protected by the credit-derivative instrument, provided
that all the relevantconditions specified in sub-regulation (15) are met.

(b) The unprotected portion of the exposure shall retain the risk weight relating to the relevant
underlying exposure.

(c) When a central counterparty hedges the credit risk relating to an exposure the central
counterparty may only recognise the credit protection to the extent that the central
counterparty transferred the relevant credit risk to an eligible third party protection provider.

(d) A central counterparty may not buy protection in the absence of an underlying exposure.

(e)

(i) A materiality threshold contained in a credit-derivative contract that requires a given

amount of loss to occur to the protection buyer before the protection seller is obliged to

Page 71 of 194



make payment to the protection buyer or reduces the amount of payment to the
protection buyer shall be risk weighted at 1250%.

(i) The capital requirement in respect of such bought protection is limited to the capital
requirement relating to the underlying asset or reference asset when no protection is
recognised.

(14)

(a) For risk-mitigation, credit protection obtained from protection providers that are assigned a risk
weight lower than the protected exposure shall be recognised as eligible protection providers,
including protection obtained from —

(i)  sovereigns;

(i)  central banks;

(i)  public-sector entities;

(iv) banks;

(v) other externally rated entities that are assigned a risk weight lower than the protected
exposure.

(b) A central counterparty must reportyall relevant foreign-currency positions created by credit-
derivative instruments when the central counterparty calculates its aggregate effective net open
foreign-currency position to the registrar.

(c) When a central counterparty, obtains credit protectionyfor less than the amount of the central
counterparty’s exposure to credit risk, it must recognise the credit protection on a proportional
basis, that is, the proteeted portion of the exposure shall be risk weighted in accordance with
these Regulations and the remainder of.the credit exposure shall be regarded as unsecured.
(15) #A central counterpartythat engages inia,credit-derivative transaction and recognises the

risk-mitigation yeffect of protection obtaimed in the form of a credit-derivative instrument in the

calculation of its.credit exposuretmust comply,with the following requirements in respect of protection
from a credit-derivative that —

() was not already taken into consideration in the calculation of the central counterparty’s
required amount ofcapital;

(i) can be realised by the central counterparty under normal market conditions, that is, the
value at which the protection can be realised shall not differ materially from its book
value.

(a) The credit protection shall constitute a direct claim on the protection seller.

(b) The credit protection shall be linked to specific credit exposures, so that the extent of the
cover is duly defined and incontrovertible.

(c) Other than a protection buyer's non-payment of money due in respect of the credit protection
contract, there may be no clause in the contract that would allow the protection seller

unilaterally to cancel the credit protection or increase the effective cost of the protection as a
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(d)

(e)
(f)

(9)

(h)

(i)

result of deterioration in the credit quality of the protected exposure.

There may be no clause outside the direct control of the central counterparty in the contract

other than clauses relating to procedural requirements that could prevent the protection seller

from being obliged to make payment in a timely manner should a credit event occur in respect
of an underlying asset, reference entity or reference asset.

The credit protection must be legally enforceable in all relevant jurisdictions.

In cases of uncertainty, a central counterparty must obtain legal opinion confirming the

enforceability of the credit protection in all relevant jurisdictions and that the central

counterparty’s rights are legally well founded, which legal opinions must be updated at
appropriate intervals in order to ensure continuing enforceability.

The protection seller may not have any formal receurse to the protection buyer in respect of

losses incurred by the protection seller.

In the case of a funded single-name credit<derivative contract, the protection buyer shall not

be obliged to repay any funds received from the protection seller, in terms of the credit-

derivative contract, except at the maturity dateef the gontract, provided,that no credit event
has occurred during the period¢@fibought protection or as a result of a defined credit event,
and then in accordance with the terms-of payment defined in the contract.

In order to obtain full recognition of the pratection obtained, the base currency of a credit-

derivative instrument/must be the same eurrency as the curreney in which the credit exposure

that is protected i§ denominated:

(i)  When a credit-derivative instrument is denominated in a currency that differs from the
currencysin, which the,credit'exposure is.denominated, that is, when there is a currency
mismatch, the beught protection may be, less than expected owing to fluctuations in the
exchange rates.

(i)  When a central counterparty obtains credit protection that is denominated in a currency
that differsyfrom the currency in which the exposure is denominated, the amount of the
exposure deemed to/be protected shall be reduced by the application of the formula
specified below, which formula is designed to recognise the effect of the currency

mismatch. The formula is expressed as:

Ga= G X (1-Hex)

where:
Ga is the relevant adjusted value of the protection
G is the relevant nominal amount of the credit protection obtained
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()

(k)

(aa)

(bb)

(cc)

Hex  is the haircut relating to the currency mismatch between the

credit protection and the underlying obligation.

The haircut shall be based on a ten business day holding period and daily mark-to-
market.

When a central counterparty applies the standard haircuts, a haircut equal to eight
per cent shall apply.

A central counterparty must use the relevant square root of time formula specified
in Table 39 (C) in Schedule A above to scale up a haircut percentage when the
holding period or frequency of mark-to-market adjustment differs from the
specified minimum requirements (see Table 39(E) and (F) of Schedule A).

While credit-derivative instruments reduce credit fisk, they simultaneously increase other risks

to which a central counterparty is exposed, such as legal andhoperational risks, therefore, a

central counterparty must employ robust procedures and processesyto control the risks, which

as a minimum, must include the fundamental elements specified below:

() A duly articulated strategy fer credit-derivative, inStruments must form an intrinsic part of

a central counterparty's general credit strategy-and overall liquidity strategy.

(i) A central counterparty must-

(aa)

(bb)

(cc)

(dd)

(ee)

(ff)

(99)

continue toqassess an expesure thatis hedged by a credit-derivative instrument on
the basis of the borrower's creditworthiness;

obtain andyanalyse'sufficient financial information to determine the obligor's risk
profile and its riskamanagement and\operational capabilities;

ensure that its policies and‘proeedures are supported by management systems
capable of tracking'the, location and status of its credit-derivative instruments;
have in place'a duly defined policy with respect to the amount of concentration risk
that,it is prepared to accept;

take'inte account purchased credit protection when assessing the potential
concentratiensfin its credit portfolio;

monitor general trends affecting its credit-protection sellers, in order to mitigate its
concentration risk;

when it obtains credit protection that differs in maturity from the underlying credit
exposure monitor and control its roll-off risks, that is, the fact that the central
counterparty will be exposed to the full amount of the credit exposure when the

credit protection expires.

As a minimum, the risk management systems of the central counterparty must be adequate to

(i)  capture the credit risk relating to a underlying asset acquired through a credit-derivative
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(ii)

(iif)

(iv)

v)

(vi)

(vii)

(viii)
(ix)

contract and any counterparty risk arising from an unfunded OTC credit-derivative
contract within the normal credit approval and credit monitoring processes;

assess the probability of default correlation between the underlying asset and the
protection provider;

provide valuation procedures, including assessment and monitoring of the liquidity of the
credit-derivative instrument and the reference asset or underlying asset;

assess the impact on liquidity risk when the central counterparty has transferred a
significant amount of credit risk through the use of funded credit-derivative instruments
with a shorter maturity than the underlying credit exposure;

assess the impact on capital adequacy when the géntral counterparty has transferred a
significant amount of credit risk through the usé of unfunded credit-derivative
instruments and when a replacement contract may not be available when the credit
protection expires;

assess the change in the risk profile'of the remaining credit expesures in terms of both
the quality and the spread of the portfolig, when the eentral counterparty makes
extensive use of credit-derivative instruments to transfer risk;

assess the basis risk betweenithe reference assetiexposure and the underlying asset
exposure when these exposuresiare not the same;

monitor the legal and reputational risk asseciated,with credit-derivative instruments;

monitor theferedit risk on an ongoing basis.

As a minimum, the ‘eredit events relating to non-sovereign debt, specified by the contracting

parties mustinelude:

(i)
(if)
(iii)

(iv)

Liguidation or insolvency.

Any. application far protectionmifrom creditors.

Payment default, thatis, failure to,pay the principal amount or related interest amounts

due.

Any restructuring of the underlying obligation that results in a credit loss event such as a

credit impairment or other similar debit being raised, including —

(aa) a reduction in the rate or amount of interest payable or the amount of scheduled
interest accruals;

(bb)  a reduction in the amount of principal, fees or premium payable at maturity or at
the scheduled redemption dates;

(cc) a change in the ranking in the priority of payment of any obligation, causing the
subordination of such obligation;

(dd) a postponement or other deferral of a date or dates for either the payment or

accrual of interest or the payment of the principal amount or premium.

(m)As a minimum, the credit events relating to sovereign debt, specified by the contracting parties
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must include —
() any moratorium on the repayment of the principal amount or related interest amounts
due;
(i)  repudiation;
(i)  payment default, that is, failure to pay the principal or related interest amounts due;
(iv) any restructuring of the underlying obligation that results in a credit loss event such as a
credit impairment or other similar debit being raised, including —
(aa) a reduction in the rate or amount of interest payable or the amount of scheduled
interest accruals;
(bb) a reduction in the amount of principal, feesfor premium payable at maturity or at
the scheduled redemption dates;
(cc) a postponement or other deferral of ‘@ date or dates for either the payment or
accrual of interest or the payment of the principal amount or premium.

(n)  When the credit-derivative instrument dees, not include the restrueturing of the underlying
obligation as a credit event, it shall be deemed thatithe centralt counterparty obtained
protection equal to a maximumgofe0 per cent of the amount covered in‘terms of the credit-
derivative instrument.

(o) (i) Contracts allowing for cash settlement will,be recognised for risk-mitigation purposes,
provided that a robust valuation process is in place in‘erder to.estimate loss reliably.

(ii) There shall be @ duly specified periadifor obtaining post credit-event valuations of the
reference asset or.underlying obligation, not more than 30 days.

(p) The gracesperiod specified in‘the credit-derivative contract may not be longer than the relevant
grace period providedifor failure,to pay in‘terms of the underlying obligation.

(q) The protection buyer must have the right and ability to transfer the underlying obligation or
reference“asset to the protection seller, if such underlying obligation or reference asset is
required for settlement.

()  The delivery of the underlying obligation or reference asset may not contravene any term or
condition relating to thexunderlying asset or reference asset, and consent must be obtained
when necessary.

(s) (i) The identity of the person(s) responsible for determining whether a credit event has
occurred, and the sources to be used, must be defined.

(ii) This determination may not be the sole responsibility of the protection seller.
(i) The protection buyer must have the right and ability to inform the protection seller of the
occurrence of a credit event.

(t) When the reference asset and the underlying asset being hedged differ, the protection buyer
may suffer a loss on the underlying credit exposure that will not be fully compensated by an

equivalent claim against the protection seller.
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(u)

When there is an asset mismatch between the underlying exposure and the reference asset

the protection buyer will be allowed to reduce the credit exposure provided that-

() the reference asset and the underlying exposure relate to the same obligor, that is, the
same legal entity;

(i)  the reference asset ranks pari passu with or more junior than the underlying asset in the
event of liquidation;

(i) legally effective cross-default clauses, for example, cross-default or cross-acceleration
clauses apply; and

(iv) the terms and conditions of the credit-derivative contract do not contravene the terms
and conditions of the underlying asset or reference asset.

(16) (a) A maturity mismatch occurs when the residual maturity of the credit protection

obtained in the form of eligible collateral, guarantees or credit-defivative instruments, or in terms of

a netting agreement, is less than the residual maturity of the underlyingicredit exposure.

(b)

(©)

(d)

A central counterparty must conservatively define the maturity of thewunderlying exposure and

the maturity of the credit protection.

()  The effective maturity of thé underlying expasure must be the longest'possible
remaining time before the obligorisischeduled to fulfil its obligation.

(i)  Embedded options that may reduce the term of the ¢redit protection shall be taken into
account when the effeetive maturity,of the credityprotection is determined so that the
shortest possible effectiveimaturity is used.

In the case of maturity mismatched credit protection in respect of which the original maturity of

the relevantieredit protection Isless,than ‘one year such credit protection shall not be

recognised for creditrisk mitigation purpeses,in terms of these Regulations unless the credit
protection has a matching maturity with the underlying credit exposure(s), that is, credit
protectioniwith an original'maturity ofless than one year shall be recognised only when-

(i)  the maturity of the protection and the maturity of the exposure is matched; or

(i)  the residual'maturity of the protection is longer than the residual maturity of the
exposure,

provided that in the calculation of its minimum required amount of capital a central

counterparty may in no case recognise credit protection obtained when the residual maturity of

such credit protection is less than or equal to three months.

When a central counterparty obtained eligible protection, which central counterparty adopted

the comprehensive approach for the recognition of risk mitigation relating to netting and

collateral, guarantees or credit derivatives instruments shall recognise the effect of
mismatches between the maturity of the central counterparty’s underlying exposure and the
protection obtained through the application of the formula specified below, which formula is

designed to recognise the effect of the maturity mismatch.
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(e)

17)
0

(ii)

Pa =P x (t-0.25)/(T-0.25)

where:

Pa s the relevant value of the credit protection obtained, adjusted for the maturity
mismatch

P is the relevant amount of credit protection obtained, adjusted for any haircuts

t is min (T, residual maturity of the credit protection arrangement), expressed in
years

T is min (5, residual maturity of the exposure), expressed in years

(i) If a central counterparty obtains protection that differs in maturity from the underlying
credit exposure, the central counterparty shall menitor and control its roll-off risks, that
is, the fact that the central counterparty will bé expesed to the full amount of the credit
exposure when the protection expires.

(i)  The central counterparty may befunable to obtain further protection or to maintain
its capital adequacy when the prote€tion expires.

(a) When a central counterparty obtains-=

multiple risk mitigation instrments in order to protect a single exposure, that is, the central
counterparty has obtained,  for<example, collateral, guarantees and credit-derivative
instruments partially protecting‘an,exposure;, or

protection with differingsmaturities;

the central counterparty must subdivide the exposdre into portions covered by the relevant types of

risk mitigation instruments.

(b) A centralgcounterparty mustiseparately. calculate its risk-weighted exposure relating to each

relevant portion envisaged in sub-regulation (&).

40. Capitalcalculation requirementsifor counterparty credit risk

40.1
)

Governanee

A central counterparty-

(@) must effectively measure, monitor and manage its credit exposures to its clearing members

and those arising from its clearing processes;

(b) must maintain sufficient financial resources to cover its credit exposure to each clearing

member fully with a high degree of confidence;*

4 Credit risk is broadly defined as the risk that a counterparty will be unable to meet fully its financial obligations when due
or at any time in the future. The default of a clearing member (and its affiliates) has the potential to cause severe
disruption to a central counterparty, its other clearing members and the financial markets more broadly. Therefore, a
central counterparty should establish a robust framework to manage its credit exposures to its clearing members and the
credit risks arising from its clearing processes the framework for the comprehensive management of risks, on money
settlements and on custody and investment risks). Credit exposures may arise in the form of current exposures, potential
future exposures, or both. Current exposure, in this context, is defined as the loss that a central counterparty would face
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(©)

(d)

(e)

(f)

(9)

(h)

(i)

0

(k)

M

(m)

must identify sources of credit risk, routinely measure and monitor credit exposures, and use
appropriate risk management tools to control these risks, and to assist in this process, a
central counterparty must ensure it has the capacity to calculate exposures to its clearing
members on a timely basis as required, and to receive and review timely and accurate
information on its clearing members' credit standing;

must frequently and regularly measure and monitor its credit risks throughout the day using
timely information

must ensure that it has access to adequate information to allow it to measure and monitor its
current and potential future exposures, including to individual clearing members;®

must, in order to estimate the potential future exposures that could result from clearing
member defaults, identify risk factors and monitor petential market developments and
conditions that could affect the size and likelihood“of its losses in the close out of a defaulting
clearing members’ positions;

must regularly monitor the existence of large exposures to its clearing members and, where
appropriate, their clients;

must ensure that its systems afe ‘eapable of calculating exposures to its'clearing members
intraday and at short notice;

must have the capacity to monitor any'.changesiin the creditworthiness of its clearing members
through the systematic review of timely information oen financial standing, business activities
and profile, and potential interdependencies;

must use the capacity,referred to in sub-regulation (i) to conduct periodic reviews of its
clearing_4members' credit ystanding, 'and to" cenduct ad hoc reviews where the central
counterparty has reasen to believe that a‘clearing members credit standing may deteriorate;
must mitigate its credit risk to the extent possible;®

must have ‘the authority\and operational capacity to make intraday margin calls, both
scheduled and unscheduled, from clearing members;

must place limitston credit exposures, even where these are collateralised, and limits on

concentrations of positions or additional collateral requirements may also be warranted;

immediately if a clearing member were to default. Potential future exposure is broadly defined as any potential credit
exposure that a central counterparty could face at a future point in time. The type and level of credit exposure faced by a
central counterparty will vary based on its design and the credit risk of the counterparties concerned.

® Current exposure is relatively straightforward to measure and monitor when relevant market prices are readily available.
Potential future exposure is typically more challenging to measure and monitor and usually requires modelling and
estimation of possible future market price developments and other variables and conditions, as well as specifying an
appropriate time horizon for the close out of defaulted positions.

® For example, to control the build-up of current exposures, a central counterparty should require that open positions be
marked-to- market and that each clearing member pay funds, typically in the form of variation margin, to cover any loss in
its positions' net value at least daily; such a requirement limits the accumulation of current exposures and therefore
mitigates potential future exposures
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(n)

(0)

(P)

(@)

(n)

(s)

(t)

(u)

v)

(w)

may use a sequence of prefunded financial resources, referred to as a ‘waterfall’, to manage
its losses caused by clearing member defaults, which waterfall may include-

() adefaulter's initial margin;

(i)  the defaulter's contribution to a prefunded default arrangement;

(i)  a specified portion of the central counterparty's own funds; and

(iv) other clearing members' contributions to a prefunded default arrangement;

must hold a combination of margin and pooled prefunded resources to control credit risks;
must maintain additional pooled prefunded financial resources to cover a portion of the tail
risk;

must have the authority to impose activity restrictions¢or additional credit risk controls on a
clearing member in respect of transactions withthat elearing member where the central
counterparty determines that the clearing member's credit standing may be in doubt;

must cover its current and potential futuredexposures to each elearing member with a high
degree of confidence using margin and other prefunded financial“resources on collateral and
on margin;

that is involved in activities with @ more complex risk‘profile or that is systemically important in
multiple jurisdictions, must maintain ‘additional financial,resources to cover a wide range of
potential stress scenarios that shouldyincludenthe default of the two clearing members and
their affiliates that weuld potentially cause the largest'aggregate credit exposure for the central
counterparty in extreme but plausible market‘conditions;

other than a centralicounterparty referredto\in sub-regulation (s), must maintain additional
financial yesourees sufficient’'to coveria wide range of potential stress scenarios that should
include, the default ofythe clearing memberand its affiliates that would potentially cause the
largest aggregate credit exposure fer the central counterparty in extreme but plausible market
conditions;

must documentiits supporting rationale for, and have appropriate governance arrangements
relating to, the amount of total financial resources it maintains;

cover its current and petential future exposures to each clearing member fully with a high
degree of confidence using margin and other prefunded financial resources

establish initial margin requirements that are commensurate with the risks of each product and

portfolio, which initial margin must be designed to meet an established single-tailed

" Initial margin is used to cover a central counterparty's potential future exposures, as well as current exposures not
covered by variation margin, to each clearing member with a high degree of confidence. However, a central counterparty
generally remains exposed to residual risk (or tail risk) if a clearing member defaults and market conditions concurrently
change more than is anticipated in the margin calculations. In such scenarios, a central counterparty's losses may exceed
the defaulting clearing member's posted margin. Although it is not feasible to cover all such tail risks, given the unknown

scope of potential losses due to price changes.
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)

)

@)

(b)

confidence level of at least 99 per cent of the estimated distribution of future exposure,

provided that for a central counterparty that-

(i) calculates margin at the portfolio level;

(i) applies to the distribution of future exposure of each portfolio; and

(i)  calculates margin at more granular levels, such as at the sub-portfolio level or product
level;

must maintain additional financial resources sufficient to cover a wide range of potential stress

scenarios involving extreme but plausible market conditions;

that is involved in activities with a more complex risk profile, such as clearing securities that

are characterised by discrete jump-to-default price changes or that are highly correlated with

potential clearing member defaults, or that is systemically important in multiple jurisdictions,

must maintain additional financial resources sufficient to cover,a wide range of potential stress

scenarios that must include, the default of ghe two clearing members and their affiliates that

would potentially cause the largest aggregate credit exposure forithe central counterparty in

extreme but plausible market conditions, pravided that' determinations of whether a central

counterparty is systemically impertant in multiple jurisdictions must include‘consideration of-

(i)  the location of the central counterparty's clearing members

(i) the aggregate volume and value of transactions that originate in each jurisdiction in
which it operates

(i)  the proportion of its total volume and value oOf transactions that originate in each
jurisdiction in whieh it operates

(iv) thesangesof currenciesiin whichthe instruments it clears are cleared or settled

(v) «any inter-dependencies it,has with“market infrastructures located in other jurisdictions;
and

(vi) the“extent to which it clears instruments that are subject to mandatory clearing
obligationsyin multiple jurisdictions

other than a central,counterparty referred to in sub-regulation (x), must maintain additional

financial resources sufficient to cover a wide range of potential stress scenarios that should

include, the default of the clearing member and its affiliates that would potentially cause the

largest aggregate credit exposure for the central counterparty in extreme but plausible market

conditions

(2) A central counterparty must-

through rigorous stress testing, determine the amount and regularly test the sufficiency of its

total financial resources available in the event of a default or multiple defaults in extreme but

plausible market conditions;

perform daily stress tests, using standard and predetermined parameters and assumptions;
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(©)

(d)

(e)
(f)

(9)

(h)

()

on at least a monthly basis, perform a comprehensive and thorough analysis of stress-testing

scenarios, models and underlying parameters and assumptions used to ensure they are

appropriate for determining the central counterparty's required level of default protection in

light of current and evolving market conditions;

perform the analysis of stress testing referred to in sub-regulation (c) more frequently when

the products cleared or markets served display high volatility, become less liquid, or when the

size or concentration of positions held by a central counterparty's clearing members increases

significantly;

at least annually perform a full validation of its risk management model;

conduct reverse stress tests, as appropriate,-

(i) totest how severe stress conditions would be.overed by its total financial resources;

(i) aimed at identifying the extreme scenarios.and market conditions in which its total
financial resources would not provide sufficient coverage ofitail risk

test the adequacy of its initial margin requirements and model; through back testing and

sensitivity analysis, respectively;

in conducting stress testing, consSider the effect of awide range of relevant'stress scenarios in

terms of both defaulters' positions ‘and pessible price ehanges in liquidation periods, which

scenarios should include-

(i)  relevant peak historic price volatilities;

(i)  shifts in other market factors such as price determinants and yield curves;

(i)  multiple defaults ever various time horizons;

(iv) simultaneeus pressures in funding and asset markets; and

(v) 4@ spectrum of forward-looking stressiscenarios in a variety of extreme but plausible
market conditions;

not, in constructing stress'scenarios, censider extreme but plausible a fixed set of conditions,

but rather, conditions that evolve;

ensure that its stress tests/incorporates, on a timely basis, emerging risks and changes in

market assumptions, forfexample, departures from usual patterns of co-movements in prices

among the products a central counterparty clears;

® Reverse stress tests require a central counterparty to model hypothetical positions and extreme market conditions that
may go beyond what are considered extreme but plausible market conditions in order to help understand margin
calculations and the sufficiency of financial resources given the underlying assumptions modelled. Modelling very extreme
market conditions can help a central counterparty determine the limits of its current model and resources. However, it
requires the central counterparty to exercise judgement when modelling different markets and products. A central
counterparty should develop hypothetical very extreme scenarios and market conditions tailored to the specific risks of the
markets and of the products it serves. Reverse stress testing should be considered a helpful management tool but need
not, necessarily, drive the central counterparty's determination of the appropriate level of financial resources.
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(k) when proposing to clear new products, consider movements in prices of any relevant related
products;

(D  have clearly documented rules and procedures to report stress-test information to its
controlling body and ensure that additional financial resources are obtained on a timely basis
in the event that projected stress-test losses exceed available financial resources;

(m) where projected stress-test losses of a single or only a few clearing members exceed
available financial resources, consider whether it is appropriate to increase non-pooled
financial resources;

(n) where projected stress-test losses are frequent and copsistently widely dispersed across
clearing members, have clear processes in place to augment pooled financial resources.

(3) In the event that projected stress-test losses exceed available financial resources, a
central counterparty must-obtain additional financial ‘resources;®. andensure that its rules and
procedures support timely action t@ increase financial resources in these
circumstances;clearly articulate the circumstances in which it will*call, for additional margin or
non-pooled financial resources from clearing. members; and both the ferm, that is, cash or
eligible non-cash collateral' and‘the, time frame“in Wwhich calls must be ‘satisfied;periodically
engage with clearing members to ensurepthat they understand their potential obligations and
have taken appropriate steps to ensure thatthey would be able to meet them. A central
counterparty must-have cléar procedures ta report the results of'its stress tests to its controlling
body and to use these results, to evaluate the adequacy of and adjust its total financial
resourcesestablish explicit rules and procedures that address fully any credit losses it may
face as agesultoef any individual or.combined default among its clearing members with respect
to any of their obligations“tonthe central eeunterparty, which rules and procedures must
addresshow potentially uncoveredycredit losses would be allocated, including the repayment
of any funds a central ‘counterpartyymay borrow from liquidity providers;Subject to the
provisions specified _below for the measurement of a central counterparty’s exposure amount or
exposure-at-default, risk-weighted exposure and related required amount of capital in respect of
instruments, contracts or transactions that expose the central counterparty to counterparty credit

risk, the central counterparty must use the current exposure method™! specified below.

® The nature of the additional financial resources called may depend on the distribution of projected stress-test losses. If
projected stress-test losses exceed available financial resources for only a single, or few clearing members, then it may be
appropriate to call for additional margin or other non-pooled financial resources from those clearing members.

10 Stress scenarios, models and underlying parameters and assumptions should be examined based on historical data of
prices of cleared products and clearing members' positions and potential developments of these factors under extreme but
plausible market conditions in the markets that the central counterparty serves.

™ The current exposure method must be available only for the measurement of the reporting central counterparty’s
exposure to counterparty credit risk arising from OTC derivative instruments, that is, exposure to credit risk arising from
securities financing transactions shall be calculated, amongst other things, in accordance with the relevant requirements
specified in Regulations 35 the central counterparty’s exposure to counterparty credit risk, when the central counterparty

Page 83 of 194



(6) A central counterparty’s exposure to counterparty credit risk, the exposure amount

relating to a particular counterparty must be equal to the sum of the relevant exposure amounts or

exposures-at-default calculated in respect of each relevant netting set relating to that counterparty,

provided that-

(@)

(b)

(©)

for purposes of calculating the relevant amount of required capital for default risk in terms of

the relevant requirements specified in these Regulations, the relevant outstanding exposure

amount must be net of any incurred credit valuation adjustment (CVA) losses;

unless specifically otherwise provided for in this Regulation, the relevant outstanding exposure

amount for a given OTC derivative counterparty shall be the higher of-

(i) zero;or

(i)  the difference between the sum of all relevantfexposure amounts or exposure-at-default
across all relevant netting sets with the counterparty;and the CVA for that counterparty
which has already been recognised My the central counterparty as an incurred write-
down or incurred CVA loss, which CVA loss shall be calculated:

the reduction of exposure or exposure-at-defaultby incufred CVA lossesishall not apply in the

calculation of the relevant amount of,required capitalfor CVA risk.

(7) A central counterparty must,,in addition to anyscapital requirements for default risk

related to counterparty credit risk, determine the“relevant amaunt of required capital to cover risk

related to mark-to-marketdossesien the central counterparty’'s expected exposure to counterparty

risk, which losses shallifor purposes of these Regulations be referred to as CVA risk or CVA losses

in respect of OTC derivativesyprovided that-

@)

(b)

(©)

(d)

the relevant'additional requiréd amount,of capital for CVA risk in accordance with the relevant
requirements andformula specified in these Regulations;

the additional required_amount of, capital for CVA risk shall be a standalone market risk
requirementy,calculated on the set"ofyCVAs envisaged in sub-regulation (f) for all relevant
collateralised“and uncollateralised OTC derivative counterparties, together with eligible CVA
hedges, provided that, unless expressly otherwise provided in these Regulations, within the
standalone required ‘amount of capital for CVA risk, the central counterparty may not apply
any offset against any other instrument on the central counterparty’s balance sheet;

only hedges used by the central counterparty to mitigate its exposure to CVA risk, and
managed as such, shall be eligible for inclusion in the calculation of the central counterparty’s
relevant required amount of capital for CVA risk;

the only hedges eligible for inclusion in the calculation of the central counterparty’s required

amount of capital for CVA risk shall be single-name credit default swaps, single-name

purchases credit derivative protection against an own book exposure or against an exposure to counterparty credit risk,
the central counterparty shall in respect of the hedged exposure calculate its required amount of capital in accordance
with the relevant requirements relating to credit derivative instruments specified in sub-regulation 40.3.
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(e)
(f)

(9)

40.2

contingent credit default swaps, other equivalent hedging instruments referencing the
counterparty directly, and index credit default swaps, that is, counterparty risk hedges other
than the instruments specified above shall be excluded from the calculation of the central
counterparty’s relevant required amount of capital for CVA risk;

no tranched or ™

-to-default credit default swaps shall constitute an eligible CVA hedge;

any eligible hedge included in the relevant required amount of capital for CVA risk shall be

removed from the central counterparty’s relevant calculation of required capital for market risk;

the central counterparty must exclude from the additional required amount of capital for CVA

risk-

(i) transactions with a central counterparty (central ceunterparty); and

(i)  securities financing transactions (SFT), provideéd that when SFT exposures are deemed
by the registrar to be material, the registrar may in writing instruct a central counterparty

to include in its relevant calculations CVA loss exposures.arising from SFT transactions.

Exposure to central counterparties andrelated matters

(1) A central counterparty must calculate its exposure to another central counterparty

arising from any relevant OTC derivative, inStrument, exchange traded derivative instrument or

securities financing transactiongpand the central counterparty’s related required amount of capital, in

accordance with the relgvant requirements specified’in these Regulations, including-

@)

(b)

(©)

any relevant exposures arising from the settlement of cash transactions in respect of equities,

fixed income, foreign “exehange 'Spet contract, or spot commodities shall be calculated in

accordance with'theyrelevant requirementsyspecified below related to delivery versus payment
transactions, and non- delivery'versus payment or free delivery transactions.

any delivery-versus-payment transaction, that is, any transaction settled through a delivery-

versus-payment system-

(i)  which system, makes provision for the simultaneous exchanges of securities for cash,
including payment versus payment;

(i)  which transactiontexposes the central counterparty to a risk of loss equal to the
difference between the transaction valued at the agreed settlement price and the
transaction valued at current market price, that is, the positive current exposure amount;

(i)  which transaction may include the settlement of commodities ;foreign exchange;
securities; and settlement through a licensed exchange, clearing house or central
counterparty, and which transactions are subject to daily mark-to-market, payment of
daily variation margins and involve a mismatched trade;

any non-delivery-versus-payment or free-delivery transaction, that is, any transaction in

respect of which cash is paid out without receipt of the contracted receivable, which receivable
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may include a security, foreign currency, gold or a commodity, or conversely, any transaction

in respect of which deliverables were delivered without receipt of the contracted cash

payment, which transaction exposes the central counterparty to a risk of loss equal to the full
amount of the cash amount paid or deliverables delivered, calculate its required amount of
capital in accordance with the relevant requirements specified in these Regulations,

(2) The provisions of sub-regulation (1) do not apply to-

(a) to any repurchase agreement, resale agreement, securities lending transaction or
securities borrowing transaction that has failed to settle,

(b) to any forward contract or one-way cash payment due in respect of an OTC derivative
transaction,

which agreement, contract or transaction shall be subject ito the relevant requirements

specified in these Regulations;

(3) In the case of a system wide failuredof a settlement Or clearing system, or a central
counterparty, the registrar may, subject to such_conditions as may be ‘determined by the registrar,
exempt a central counterparty from the requirementsyspecifiedhiin sub-regulatien (b) in accordance
with section 6(3)(m) of the Act;

(4) A central counterparty must'=
(@) in the case of any delivery-versus-payment-ransaction in respect of which payment has not

taken place in the period ofifive business days after the contracted settlement date, calculate

its required amount of capital by multiplying the relevant positive current exposure amount

with the relevant per'cent age specified in table below.

Numbery, of “working Risk multiplier
days after the contracted

settlement date

From 5,to 15 8%
From 16 to 30 50%
From 31 to 45 75%
46 or more 100%

(b) any non-delivery-versus-payment or free-delivery transaction, after the first contractual
date relating to payment or delivery when the relevant second leg has not been received

at the end of the relevant business day, treat the relevant payment made as a loan
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(©)

(d)

(e)

(f)

(9)

exposure, that is, a central counterparty that adopted the standardised approach must
calculate its risk-weighted exposure and related required amount of capital in
accordance with the relevant requirements specified in these Regulations, provided that
when the relevant exposure amount is not material, the reporting bank may choose to
apply a risk weight of 100 per cent to the exposure amount; and when five business

days have lapsed following the second contractual payment or delivery date and the
second leg has not effectively taken place, the central counterparty that made the first
payment leg must deduct from its capital the full amount of value transferred plus any
relevant replacement cost until the said second payment or delivery leg is effectively
made;

when the clearing member-to-client leg of any relevant exchange traded derivative
transaction is conducted in terms of a bilateral agreement, both the client central
counterparty and the relevant clearing member must calculatesthe relevant exposure
amount and required amount of capital in accordance with the ‘relevant requirements
related to an OTC derivative instrument;

ensure that it continuously maiftains sufficient ‘capital for all relevant exposures related to
counterparty credit risk, includingin, respect of any relevant exposure to a qualifying central
counterparty, that is, the central counterparty must, for example, consider whether it needs to
maintain capital in excess ofithe minimum required capital specified in terms of the provisions
of these Regulations when the central“codnterparty’s-relevant transactions with a central
counterparty give rise te,more fisky exposures, than what is envisaged in these Regulations or
when thegeentral counterpafty IS uncertain whether or not the relevant counterparty may
indeed be regarded as,a qualifying central counterparty;

when“ancentral counterparty acts. as a clearing member, continuously assess through
appropriate scenario analysis and stress testing whether the level of capital held against the
central counterparty’s expasures to a clearing member adequately addresses the risks
inherent in the relevant transactions, provided that the central counterparty’s assessment
must, for example, nclade all relevant potential future exposure or contingent exposure
resulting from future drawings on default fund commitments, and/or from secondary
commitments to take over or replace offsetting transactions from clients of another clearing
member when that clearing member defaults or becomes insolvent;

on a regular basis monitor and report to its senior management and the appropriate committee
of the central counterparty’s controlling body;

when a central counterparty conducts business with a qualifying central counterparty,
calculate its relevant exposure and the related required amount of capital in accordance with
the relevant requirements specified in these Regulations, provided that, subject to the prior

written approval of and such conditions as may be determined by the registrar, when a central

Page 87 of 194



(h)

counterparty no longer meets the relevant requirements related to a qualifying central
counterparty, the central counterparty may continue to treat all relevant transactions with that
counterparty in accordance with the relevant requirements specified in these Regulation for a
maximum period of up to three months following the date on which that counterparty no longer
meets the requirements, where after the central counterparty must calculate its relevant
exposure and the related required amount of capital in accordance with the relevant
requirements specified in these Regulations;

when a central counterparty conducts business with a non-qualifying central counterparty,
calculate its relevant exposure and the related required amount of capital in accordance with

the relevant requirements specified in Regulation 43(4).

40.3 Exposures to qualifying central counterparties

(1) Subject to the provisions of Regulation 40.3(4) when a central counterparty acts as a

clearing member of a qualifying central counterparty,for its own purposes; the central counterparty

must, in respect of all relevant OTC desivative instrumentsgexchange traded derivative instruments

and securities financing transactions, apply. a risk weight of two per cent to the central

counterparty’s relevant trade exposure to'the qualifying central ceunterparty, provided that-

@)

(b)

(©)

(d)

when the central counterparty acting as\a clearingmember-offers clearing services to clients,

the two per cent isk weight shall also ‘apply«o the clearing member’s trade exposure to the

qualifying central counterparty that arises when the clearing member is obligated to reimburse

the client for any losses suffered due to changes in the value of its transactions in the event

that the qualifying central counterparty defaults;

the central counterparty must caleulate the relevant exposure amount for such trade exposure

in accordance with the relevant requirements related to the current exposure method specified

in the Regulatiens, provided that the relevant netting set does not contain illiquid collateral or

exotic trades and provided there are no disputed trades;

when settlement is legally‘enforceable on a net basis in an event of default and regardless of

whether the counterparty is insolvent or bankrupt, the central counterparty may calculate the

relevant total replacement cost of all contracts relevant to the trade exposure on a net

replacement cost basis, provided that the relevant close-out netting sets must,-

(i) in the case of all relevant repo-style transactions, comply with all the relevant
requirements specified in these Regulations;

(i) in the case of all relevant transactions in derivative instruments, comply with all the
relevant requirements specified in this Regulation.

when a central counterparty is unable to demonstrate to the satisfaction of the registrar that all

relevant netting agreements meet the requirements in these Regulations, it must regard each
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relevant single transaction as a netting set of its own for purposes of calculating its relevant

trade exposure amount.

(2) Without derogating from the provisions of this Regulation, a central counterparty that
acts as a clearing member must in all relevant cases calculate its relevant exposures, including any
potential CVA risk exposure, to clients as bilateral trades, irrespective whether the clearing member
guarantees the trade or acts as an intermediary between the client and the relevant qualifying
central counterparty, provided that, in order to recognise the shorter close-out period for cleared
transactions —

(a) a central counterparty that adopts the current exposure _method may multiply the relevant
exposure amount or exposure-at-default with a scalingffactor of no less than 0.71, provided
that when the margin period of risk is greater than five days the relevant scaling factor shall be

as follows:
Margin period of risk Scaling factor
6 days 0.77
7 days 0.84
8 days 0.89
9 days 0.95
10 days 1.00

(3) When, a central counterpartynis a client of a clearing member, and the central
counterparty enters into a transaction with the clearing member acting as a financial intermediary,
that is, the clearing. member completes an offsetting transaction with a qualifying central
counterparty, the central“counterparty’s exposures to the clearing member must be calculated in
accordance with the relevant requirements above, provided that —

(@) the relevant qualifying central counterparty must identify the relevant offsetting transactions as
client transactions and the qualifying central counterparty and/or the clearing member, as the
case may be, must hold collateral to support the relevant transactions, in a manner that
prevents any losses to the client due to-

(i)  the default or insolvency of the clearing member;

(i)  the default or insolvency of the clearing member’s other clients; and

(i)  the joint default or insolvency of the clearing member and any of its other clients;
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(b)

(©)

(d)

(e)

(f)

upon the insolvency of the clearing member, there may be no legal impediment, other than the

need to obtain a court order to which the client may be entitled, to the transfer of the collateral

belonging to clients of a defaulting clearing member to-

()  the qualifying central counterparty;

(i)  one or more other surviving clearing members; or

(i)  the client or the client’s nominee;

the central counterparty must, upon being requested by the registrar, provide the registrar with

an independent, written and reasoned legal opinion that concludes that, in the event of legal

challenge, the relevant courts and administrative authorities would find that the client would

bear no losses on account of the insolvency of an intérmediary clearing member or of any

other clients of such intermediary in terms of-

(i) the law of the jurisdiction(s) of the client, cClearing smember and qualifying central
counterparty;

(i)  the law of the jurisdiction(s) in which the branch is located when the foreign branch of
the client, clearing member or qualifying'central codnterparty is involved;

(i) the law that governs the individual transactions‘and collateral; and

(iv) the law that governs any ‘contract, or agreement necessary to meet the respective
requirements specified in these Regulations;

the central counterparty must ensure that the relevant laws,regulation, rules, contractual, or

administrative arrangements must provide that the offsetting transactions with the defaulted or

insolvent clearing member are highly likelyto\continue to be indirectly transacted through the

qualifyinggeentral counterparty, or by the qualifying central counterparty, should the clearing

member default orlbecome inselvent, andin which case the client positions and collateral with

the qualifying central “counterparty, must be transferred at market value unless the client

requests tQ close out the position at'market value;

when all the ‘eonditions and requirements specified in sub-regulations (a) to (d) are met, but

the client is not protected from losses in the case that the clearing member and another client

of the clearing memberfjointly default or become jointly insolvent, the central counterparty

must apply a risk weight of four per cent to the relevant client’'s exposure to the clearing

member;

when the central counterparty is a client of the clearing member and the conditions and

requirements envisaged in sub-regulations (a) to (e) above are not met, the central

counterparty must calculate all relevant exposures and the related required amount of capital,

including any relevant CVA risk exposure, to the relevant clearing member on a bilateral trade

basis.

(4) In all relevant cases, any asset or collateral posted or provided must, from the

perspective of the central counterparty posting or providing such collateral, be assigned the relevant
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risk weight that otherwise applies to such asset or collateral in terms of the relevant provisions or

requirements specified in these Regulations, regardless of the fact that such asset has been posted

or provided as collateral, provided that-

(@) when an asset or collateral of a clearing member or client is posted with or provided to a
qualifying central counterparty or a clearing member, and the asset or collateral is not held in
a bankruptcy remote manner, the central counterparty posting or providing such asset or
collateral must also recognise the related credit risk, based upon the asset or collateral being
exposed to risk of loss that is based on the creditworthiness of the entity or person holding
such asset or collateral, provided that-

(i) when the entity or person holding such asset4r collateral is the qualifying central
counterparty, a risk weight of two per centfshalbhapply to collateral included in the
definition of trade exposure;

(i)  the relevant risk weight of the qualifying central counterparty shall apply to assets or
collateral posted or provided for any purpose other than thehsituation provided for in
subitem (i);

(b) collateral posted or provided byfa elearing memberjincluding cash, securities, other pledged
assets, and excess initial or vartiation 'margin, whichyis often being referred to as over-
collateralisation, that is held by a“custodian,hand is bankruptcy remote from the relevant
qualifying central counterparty, may noti\be subject to,a capital requirement for counterparty
credit risk exposdre to such hankruptcy remote custodian,»provided that for purposes of this
regulation, custodianiineludes a trustee, agent, pledgee, secured creditor or any other person
that holdsgproperty in a“manner that does not give such person a beneficial interest in such
property and will“nothresulttinysuch property,being subject to legally-enforceable claims by
such person’s creditors, or. to a ‘court-ordered stay of the return of such property, should such
person become insolvent ar bankrupt;

(c) collateral postedyby a client, that is held by a custodian, and is bankruptcy remote from the
relevant qualifying €entral eounterparty, the clearing member and other clients, may not be
subject to a capital requirement for counterparty credit risk, provided that when the collateral is
held at the qualifying central counterparty on a client’s behalf and is not held on a bankruptcy
remote basis —

(i) arisk weight of two per cent shall apply to that collateral when all the relevant conditions
and requirements envisaged in sub-regulations 3(a) to (d) above are met;

(i)  a risk weight of four per cent shall apply to that collateral when the relevant conditions
envisaged in sub-regulation 3(e) apply;

(5) When a central counterparty contributes to the default fund of a qualifying central

counterparty, which default fund contributions shall include both the funded and the unfunded

contributions to be paid when required by the relevant central counterparty, the central counterparty

Page 91 of 194



must apply a risk weight of 1250 per cent , or such imputed per cent age that will effectively result in

an amount equivalent to a deduction against capital, provided that in respect of any liability for

unfunded contributions, that is, any relevant unlimited binding commitment, the registrar must

determine the relevant amount of unfunded commitment to which the central counterparty must

apply the risk weight of 1250 per cent or such imputed per cent age that will effectively result in an

amount equivalent to a deduction against capital.

40.4 Exposures to non-qualifying central counterparties

@)

(b)

41.

(1) Inrespect of a central counterparty’s -

trade exposure to a non-qualifying central counterparty, based on the relevant type or

category of counterparty credit exposure, a4€entral counterparty must apply the relevant

requirements specified in these Regulations for the standardised approach for the

measurement of its exposure to credit risk;

default fund contributions to a non-qualifyingy central ‘counterparty, which default fund

contributions will for purposes of these Regulations include both the funded and the unfunded

contributions to be paid when required by the relevant central counterparty, the central

counterparty must apply-

(i) arisk weight of 1250 per. cent , or

(i)  such imputed per centiage that will effectively result in an amount equivalent to a
deduction against eapital,

provided® that inwrespect of any liability, for ‘unfunded contributions, that is, any relevant

unlimited binding commitment, 'the registrar must specify in writing the relevant amount of

unfundedhcommitment te which the eentral counterparty must apply the risk weight of 1250 per

cent or suchyimputed per cent age‘that will effectively result in an amount equivalent to a

deduction agamstcapital.

Calculation requirements of the minimum required capital for CVA risk

In terms of the minimum required capital for CVA risk, calculated in terms of the standardised

approach, a central counterparty must calculate the relevant additional required amount of capital

on a portfolio basis in accordance with the formula specified below:

K = 233*Vh *\V (A-B2+C

where:
A = Z 0.5*wi* (Mi * EADit@ - Mjhedge Bj)
i
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B = D Wind*Mind * Bind

ind

C = > 0.75* wiz * (Mi * EADit® - Mjhedgep;)2
i

Wi

EA Ditotal

[B;

is the one-year risk horizon, in units of a year, h = 1.
is the weight applicable to counterparty ‘', provided that —

(i) based on its external rating, .ccounterparty ‘i’ shall be mapped to
one of the seven weightS specified in Table 40(A) set out in
Schedule A;

(i)  subject to the prier, written appreval of and such conditions as
may be determined by the registrary when a counterparty does
not have an“external rating, the centralycounterparty must map
the relevant internal rating of the counterparty to one of the
relevant, external ratings specified above.” Where a central
counterpartyhdoes not have a rating and is considered to be
unrated, the BBB rating should be used.

is the, exposure at default of 'eounterparty ‘i’, aggregated across all

relevant netting sets; including the effect of any relevant collateral in

accordance with the, relevant requirements specified in these

Regulations; provided that in the case of-

(), the eentral counterparty’s exposure to counterparty risk, the
central ceunterparty shall apply the following discounting factor

to the exposure:
(1 - exp(-0.05*M,))/(0.05*M));

is the notional amount of purchased single name credit default swaps
hedges, which notional amounts shall be aggregated in the case of
more than one position referencing counterparty ‘i’, and used to hedge
the central counterparty’s exposure to CVA risk, provided that the
central counterparty shall apply the following discounting factor to the

relevant notional amount:

(1 - exp(-0.05*M;"°%%))/(0.05* M%)
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Bind

Wind

Mihedge

Mind

is the full notional amount of one or more index credit default swaps of
purchased protection, used to hedge the central counterparty’s
exposure to CVA risk, provided that the central counterparty shall

apply the following discounting factor to the relevant notional amount:

(1 - exp(-0.05*Ming))/(0.05* Ming)

is the relevant weight applicable to index hedges, provided that the
central counterparty shall map indices to one of the seven weights (w;)
specified in Table 40A#based on the average spread of index ‘ind’

is the effective matunty of the relevant transactions with counterparty

‘", provided that-

()  M;shall"berthe notional'weighted average maturity as envisaged
in (ii) below provided that M; shall for purposes of this calculation
not be capped at 5 years,

(i) in the case of derivative inStruments subject to master netting
agreements, the\central counterparty shall use the notional
amount of each tramsaction to calculate the weighted average
maturity of thetransactions, which the weighted average maturity
shall“be, used in respect of the explicit maturity adjustment,
provided‘that the effective maturity of the relevant exposure shall
be equal to the higher of one year; or the remaining effective
maturity of the exposure, provided that the calculated maturity

shall be limited to five years.

is the maturity of the hedge instrument with notional B;, provided that in
the case of several positions the central counterparty shall aggregate

the relevant quantities M,"*%%*B;

is the maturity of the index hedge ‘ind’, provided that in the case of
more than one index hedge position, it must be the relevant notional

weighted average maturity;
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42.

42.1

provided that, subject to the prior written approval of and such conditions as may
be determined by the registrar, when a counterparty is also a constituent of an
index on which a credit default swap is used to hedge the central counterparty’s
exposure to counterparty credit risk, the notional amount attributable to that
relevant single name, as per its reference entity weight, may be subtracted from
the relevant index credit default swap notional amount and treated as a single
name hedge (Bi) of the individual counterparty with maturity based on the maturity
of the index.

Calculation of a central counterparty’s credit exposure,in terms of the current exposure

method

Matters relating to the exposure amaunt or exposure-at-default

A central counterparty that adopts the current exposure method for thetmeasurement of its

exposure to counterparty credit risk —

(@)

(b)

(©)

(d)

(e)

(f)

must in respect of each relevant transaction, contract or, netting set calculate the relevant
replacement cost or netreplacement €ost of the'said transaction, contract or netting set;

must in respect of €ach relevant netting'set multiply the relevant notional principle amount with
the relevant credit. cenversion factors specified in Table 46(B) in Schedule A in order to
calculate the relevantirequired add-on amount, which add-on amount shall be calculated
independent from 'and irrespective ofithe,relevant replacement cost or value calculated in
terms of the provisions of sub-regulation (a);

may recagnise eligible collateral obtained in respect of its exposure to counterparty credit risk
in accordance with the relevant requirements specified in Regulation 39(6);

must, in the case of any single name credit derivative contract held in its book calculate the its
exposure amount or. exposure-at-default through the application of the relevant potential future
exposure add-on factors specified in table 46(C) set out in Schedule A;

must, in the case of any qualifying credit derivative instrument held in respect of an exposure
calculate the central counterparty’s required amount of capital in accordance with the relevant
requirements specified in Regulation 39;

may in respect of any OTC derivative transaction or contract subject to novation or a legally
enforceable bilateral netting agreement recognise the effect of the said novation or netting
agreement provided that the central counterparty must at all times comply with the relevant

requirements specified in these Regulations;
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()]

must calculate its adjusted exposure amount or exposure-at-default through the application of

the formula specified below, which formula is designed to recognise the effect of collateral and

any volatility in the amount relating to the collateral, and, when relevant, the effect of any

legally enforceable bilateral netting agreement. The formula is expressed as:
E* = (RC + add-on) - Cx

where:
RC

Add-on

is the relevant current replacement cost, or
when the central counterparty has in place a legally enforceable netting agreement
that complies with the relevant requirements specified in (2) below, the current net
replacement cost of the relevant netting sét, that is, when the central counterparty
has in place a legally enforceable netting agreement the central counterparty may
net off positive market values against'negative market values in order to calculate
a single net current exposuré for all transactions ‘covered by the said netting
agreement, subject to a minimum value of zero
is the estimated amount relating to the poténtial future exposurey or
when the central counterparty has in place a legally enforceable netting agreement
that complies with the relevant requirements specified in (2) below, the adjusted
add-on amount, that is,  the add-enpamount may be reduced through the
application of the fermula specified below, ‘which formula is designed to recognise
reductionsiin the volatility of current exposures resulting from netting agreements
Angr= 04(Agtsss) + 0.6(NGR X Agross);

where:

Anet is the adjusted add-on for all contracts subject to the bilateral

netting contract

Agdss  Is the sum of the gross add-ons for the contracts covered by
the netting agreement. Ay.ssiS equal to the sum of individual
add-on amounts, calculated by multiplying the relevant
notional principal amount with the relevant specified add-on
factor, of all transactions subject to the bilateral netting

contract

NGR is the ratio of the net current exposure of the contracts
included in the bilateral netting agreement to the gross current

exposure of the said contracts
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42.2

Ca is the volatility adjusted collateral amount calculated in accordance
with the relevant requirements of the comprehensive approach
specified in Regulation 39(6) — (8) or zero in the absence of eligible
collateral, provided that the central counterparty must apply the
relevant haircut for currency risk, that is, Hfx, when a mismatch exists
between the collateral currency and the settlement currency. Even
when more than two currencies are involved in the exposure, collateral
and settlement currency, the central counterparty must, based on the
frequency of mark-to-market, apply a single haircut assuming a 10-
business day holding period, scaled up as necessary.

Matters relating to bilateral netting

A central counterparty that adopts the current @&xposure methadyfor the measurement of its

exposure to counterparty credit risk may in the gase of OTC transactions-

@)

(b)

net transactions subject to novation, in terms, of which,netting any. obligation between the

central counterparty and its counterparty to deliveradgiven currency on'a given value date is

automatically amalgamated withtall“other obligations for the same currency and value date,

legally substituting one single amountfor the previous gress obligations;

net transactions subjeetgto any legally, valid formyof bilateral netting not included in sub-

regulation (a), including any‘ether form of novation, provided that in all cases-

(i)

(ii)

(iii)

the central ‘eounterparty has in place a netting contract or agreement with the
counterparty which eontract'enagreement,shall create a single legal obligation, covering
all included transactions, such that the central counterparty would have either a claim to
receive or obligation to pay enly the net'sum of the positive and negative mark-to-market
values of the said transactions in the event of counterparty failure to perform in
accordance with the contractual agreement, irrespective whether or not the said failure
relates to default, insolvency, liquidation or similar circumstances;

the central counterparty has in place written and reasoned legal opinions confirming that

in the event of a legal challenge the relevant courts and administrative authorities would

find the central counterparty’s exposure to be the net amount in terms of-

(aa) the law of the jurisdiction in which the counterparty is incorporated or chartered,
and when the foreign branch of a counterparty is involved, also in terms of the law
of the jurisdiction in which the branch is located,;

(bb) the law that governs the individual transactions; and

(cc) the law that governs any contract or agreement necessary to effect the said
novation or netting;

where the registrar is not satisfied with the legal enforceability of the agreement, neither
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counterparty may apply netting in respect of the relevant transactions or contracts;

(iv) the central counterparty has in place robust procedures in order to continuously monitor
the legal characteristics of the netting agreement for possible changes in relevant law
that may affect the legal enforceability of the agreement;

(v) since the gross obligations are not in any way affected, no payment netting agreement,
which agreement is designed to reduce the operational costs of daily settlements, may
be taken into consideration in the calculation of the reporting central counterparty’s
exposure amount, exposure-at-default or required capital;

(vi) no contract containing walk-away clauses, that is, any provision that permits a non-
defaulting counterparty to make only limited paymeénts or no payment at all to the estate
of a defaulter, even when the defaulter is a_net creditor, shall be eligible for netting in
terms of these Regulations;

(vii) the exposure amount or exposure-at-default shall be the'sum of the net mark-to-market
replacement cost, if positive, plus the said add-on amount, calculated in accordance with

the relevant requirements specified above:

42.3 Legal and operational criteria

A central counterparty, thatawishes to include in a netting, set relating to a particular counterparty,

exposures that arise from securities financing transactions aor beth securities financing transactions

and OTC derivative contracts, must have in place a legally sound written bilateral netting agreement
with that counterparty, which agreementimust create, a single legal obligation covering all relevant
bilateral master agreements and transactions, such that the central counterparty would have either

a claim to'receive or obligation, to pay enly the net'sum of the relevant positive and negative close-

out amounts andymark-to-market values‘inithe event of any failure of the counterparty to perform in

accordance with thestransactions, contracts or agreements, irrespective whether or not the failure
relates to default, bankruptcy, liquidation or similar circumstances, provided that —

(a) the central counterparty, has in place written and reasoned legal opinions that conclude, with a
high degree of certainty, that in the event of legal challenge the relevant courts or
administrative authorities would find the central counterparty’s exposure in terms of the cross-
product netting agreement to be the cross-product net amount under the laws of all relevant
jurisdictions, and —

(i)  which legal opinions must—
(aa) as a minimum, address the validity and enforceability of the cross-product netting
agreement under its terms and the impact of the cross-product netting agreement
on the material provisions of any included bilateral master agreement;

(bb) generally be recognised in all relevant jurisdictions or communities.
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(b)

43.

(ii)

which laws of all relevant jurisdictions include —

(aa) the law of the jurisdiction in which the counterparty is chartered or incorporated
and if the foreign branch of a counterparty is involved, the law of the jurisdiction in
which the branch is located;

(bb) the law that governs the relevant individual transactions;

(cc) the law that governs any contract or agreement necessary to effect the netting;
and

a central counterparty must-

(i)

(ii)

(iii)

(iv)

v)
(vi)

(vii)

(1)

have in place robust internal procedures to verify, prior to including a transaction in a
netting set, that the transaction is covered bygdlegal opinions that comply with the
aforesaid criteria,;

regularly update all relevant legal opinions iniorder ta ensure continued enforceability of
the cross-product netting agreement inflight of any possiblexchanges in relevant law;
ensure that the cross-product netting agreement does nothcontain any walk-away
clause, that is, any provision that permits,a non<defaulting counterparty to make only
limited payments or no payment at all to the estate of the person that defaulted, even
when the defaulting person is a netereditor;

ensure that each relevant bilateral mastenagreement and transaction included in across-
product netting‘agreement contimuously complies with any relevant legal requirement
specified in these Regulations that may have an impact on the legal recognition or
enforceability of the said bilateral agreement, contract or transaction;

dulysmaintain record offall relevant and required documentation;

aggregate the relevant.credit risk amounts relating to each relevant counterparty in order
to ebtain the single legal expesure amount across products and transactions covered by
the“eross-product netting agreement, which aggregated amount, amongst other things,
must formypart of the central counterparty’s risk management processes relating to
credit risk, credit limits and economic capital; and

demonstrate to the satisfaction of the registrar that the central counterparty effectively
integrates the risk-mitigating effects of cross-product netting into its risk management

and other information technology systems.

Specific capital calculation requirements for market risk

A central counterparty must-
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(@) at all times hedge out all open market risk'? due to trading with its clearing members, and if
any remains this must be covered by matching or moving these trades to another clearing
member;

(b) only report® in terms of this Regulation, capital requirements for market risk, which are not
already covered by specific financial resources, that is, risk that originates directly from
clearing activities;.

(c) measure and report its exposure to market risk or position risk arising from its activities.in
respect of-

(i) the current market value of any interest rate related instrument held by the reporting
central counterparty;

(i)  any foreign exchange instrument held by the réporting central counterparty;

(i)  the central counterparty may not have direct'exposuresito equity unless approved by the
registrar; and

(iv) the central counterparty may not have direct exposures to commodities for its own book.

(d) based on the formula specified below, calculate the eentral counterparty’s required capital
adequacy ratio to convert the céntral counterparty’s required amount of ‘capital calculated in
accordance with the relevant requirements, specifiedin these Regulations to the required risk-
weighted exposure amount.

RWE =K x 12,5

Where:
RWE" ' is the required risk-weighted exposure amount

K¥ishthe required amount of capital calculated in accordance with the

relevantirequirements specified in these Regulations.

(2) For the measurement of a central counterparty’s exposure to market risk (position risk)
the central counterparty must use the standardised approach below, which standardised approach

is based on a building-block method.

43.1 Aggregate required amount of capital relating to market risk
(1) As a minimum and subject to any relevant requirements relating to minimum required

capital that may be specified in or in terms of the provisions of Regulation 35 and 36, the central

12 Market risk may also arise from other investment or hedging activities and capital should be held according to such
method as specified in these Regulations capital requirements for market risk are calculated using position risk adjustment
factors applied to market values of the positions held by the central counterparty.

B The reporting returns stipulating the required market risk exposures will be published by the registrar. The content of the
relevant returns to be completed for market risk purposes is confidential and not available for inspection by the public.
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counterparty’s aggregate required amount of capital relating to market risk must be equal to the sum

of the amounts calculated in accordance with the relevant requirements specified in respect of the

standardised approach.

(@)

(b)

(©)

(d)

(2) A central counterparty must —

in the calculation of its exposure to market risk and the related required amount of capital,

from the date on which the relevant transaction was entered into, include all relevant on-

balance sheet and off-balance sheet transactions, including any forward sale or purchase
transaction;

manage its exposure to market risk arising from all relevant positions held in such a manner

that the central counterparty continuously complies, that'is, at the close of each business day,

with the relevant prescribed minimum required amount of eapital relating to market risk, if such

a capital amount exceeds the specific financial resources;

have in place robust risk management poligies, procedures, processes and systems in order

to ensure that the central counterparty’s_ intraday exposures to“market risk are within the

approved internal limits set by the central counterparty;

have in place a written controllingsbody approved policy, and procedures; which policy and

procedures must-

(i) specify the central counterparty’s appetite,for open pesitions, including the nature and
extent to whichdthe central counterparty will guarantee returns on its liabilities;

(i)  set out the(time-line allowable to have un-hedged trades between clients (i.e. market
risk) before such a trade is closed out;

(i)  detailitheseentral countérparty’s risk management capabilities and practices;

(iv) 4be sufficiently robust to.ensure thattheieentral counterparty’s continued compliance with
the, requirements. of, these. Regulations, including compliance with minimum required
capitaly and compliance with“allythe relevant requirements specified in the controlling
body-appreved policy,, which compliance, amongst other things, must be documented
and be subjectto periodic independent review;

(v) be reviewed by‘the central counterparty on a regular basis but not less frequently than
once a year,;

(vi) specify —

(aa) its exposures to be marked-to-market on a daily basis by reference to an active
liquid two-way market;

(bb) the extent to which the central counterparty is able to and required to obtain or
derive valuations for exposures, which valuation can be externally validated in a
consistent manner, especially in the event of client default;

(cc) the extent to which legal restrictions or other operational requirements may

impede the central counterparty’s ability to effect an immediate liquidation of
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relevant exposure;

(dd) the extent to which the central counterparty is able to actively manage all relevant
open exposures within its operations;

(ee) in the case of exposures that are marked-to-model, specify the extent to which the
central counterparty is able to—
(BB) identify the material risks relating to the relevant exposures;
(CC) hedge the material risks arising from the said exposures and the extent to

which any hedging instrument would have an active, liquid two-way market;

(DD) derive reliable estimates for the key assumptions and parameters used in

the central counterparty’s model;

(e) based on the relevant requirements relating to sécurities in,foreign exchange held, calculate
and maintain capital in respect of such securities or positions‘held;

() implement a robust risk management framework for the prudentvaluation of positions held by
the central counterparty, which risk management framework, amongst'ather things, must include
the risk governance principles, specifically those 'setout in Regulation 46;

(g) whenever relevant or required far reporting or calculation purposes, unless expressly stated
otherwise in this directive, convert all relevant, gross or‘net foreign exchange positions at the

prevailing spot exchangesfate.

43.2 The standardisethapproach

General and Specific Risk
(1) ¢ The position risk'en a traded debt instrument or equity (or debt or equity derivative) must

be divided into two components in order to,calculate the capital required against it.

(&) The first isttsyspecific-riskieeamponent’— this is the risk of a price change in the instrument
concerned due‘toifactors related to its issuer or, in the case of a derivative, the issuer of the
underlying instrument:

(b) The second component must cover its general risk — this is the risk of a price change in the
instrument due (in the case of a traded debt instrument or debt derivative) to a change in the
level of interest rates or (in the case of an equity or equity derivative) to a broad equity-market
movement unrelated to any specific attributes of individual securities.

(2) For the measurement of the central counterparty’s exposure to market risk, the
standardised approach is based on a building-block method.

(3) A central counterparty must on a daily basis and in accordance with the relevant
requirements specified, separately calculate its exposure to-

(a) specific risk and general market risk arising from all relevant debt and equity positions held;
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(b)

foreign exchange risk arising from all relevant foreign currency held by the central

counterparty;

(c) risks arising from all relevant positions in options.
(4) A central counterparty, when calculating net positions for market risk purposes, must —

(a) at all times run a "matched-book", that is any position taken on with one counterparty must
always be offset by an opposite position taken on with a second counterparty, and may not
take on any market risk for its own account in its normal course of clearing business. The
excess of an institution's long (short) positions over its short (long) positions in the same
equity, debt and convertible issues and identical financial futures, options, warrants and
covered warrants shall be its net position in each of those different instruments;

(b) convert, on a daily basis, all net positions, irrespective of their signs, into its reporting currency
at the prevailing spot exchange rate before their,aggregation:

(5) When calculating underlying notionals; @ central counterparty must apply the following

principles:
(a)

(i) Interest-rate futures, forward=rate agreements (FRAs) and forward ecemmitments to buy
or sell debt instruments must\be treated as combinations of long and short positions.
Thus a long interest-rate futures position must ‘Beytreated as a combination of a
borrowing maturing-on the delivery date of the futures contract and a holding of an asset
with maturity date equal to that ofithe instrument<or notional position underlying the
futures contractiin guestion.

(i)  Asfin subitem (a)(i); .@'sold FRA Will be treated as a long position** with a maturity date
equal to the settlement'date plus the‘contract period, and a short position with maturity
equal to the settlement date. Both the borrowing and the asset holding must be included
in the first category set out in Table 48(A), as set out in Schedule A, in order to calculate
the capital required against specific risk for interest-rate futures and FRAs.

(i) A forward commitment to buy a debt instrument will be treated as a combination of a
borrowing maturing on the delivery date and a long (spot) position in the debt instrument
itself. The borrowing must be included in the first category set out in Table 48(A) for
purposes of specific risk, and the debt instrument under whichever column is appropriate
for it in the same table.

(b)

14 ‘Long position’ means a position in which an institution has fixed the interest rate it will receive at some time in the
future, and ‘short position’ means a position in which it has fixed the interest rate it will pay at some time in the future.
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(©)

(d)

(i)

(ii)

(iif)

Options on interest rates, debt instruments, equities, equity indices, financial futures,
swaps and foreign currencies will be treated as if they were positions equal in value to
the amount of the underlying instrument to which the option refers, multiplied by its delta
for the purposes of these Regulations.
The positions referred to in subitem (i) may be netted off against any offsetting positions
in the identical underlying securities or derivatives. The delta used must be that of the
exchange concerned, that calculated by the competent authorities or, where that is not
available or for OTC-options that calculated by the institution itself, subject to the
registrar being satisfied that the model used by the_institution is reasonable. Provided
that the registrar may-

(aa) prescribe that institutions calculate theirdeltas,using a methodology determined by
the registrar. Other risks, apart from,the delta riskpassociated with options must be
safeguarded against.

(bb) allow the requirement on a bought exchange-traded orfOTEC option to be the same
as that for the instrument underlymgpit, subject to the constraint that the resulting
requirement does not exceed the market value of the option. The requirement
against a written OTC 'gption must be set in relation to the instrument underlying it.

Warrants relating to debt instruments ‘andyeguities must be treated in the same way as

options.

Swaps must be treated,for interest-rate risk purposes on the same basis as on-balance-sheet

instrumentswibhus, an nterest-rate swap under which an institution receives floating - rate

intergst and pays fixed-rate interest must be treated as equivalent to a long position in a

floating-rate instrumentiohmaturity equivalent to the period until the next interest fixing and a

short positiomin a fixed-rate instrument with the same maturity as the swap itself.

Treatment of the protection buyer

(i)

For the party ‘who transfers credit risk (the ‘protection buyer’), the positions are

determined as the mirror image of the protection seller, with the exception of a credit

linked note (which entails no short position in the issuer). If at a given moment there is a

call option in combination with a step-up, such moment is treated as the maturity of the

protection. Positions are determined as follows:

(aa) A total return swap creates a long position in the general market risk of the
reference obligation and a short position in the general market risk of a
government bond with a maturity equivalent to the period until the next interest

fixing and which is assigned a 0 % risk weight, as specified in Table 39(A) in
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Schedule A. It also creates a long position in the specific risk of the reference
obligation.

(bb) A credit default swap does not create a position for general market risk. For the
purposes of specific risk, the institution must record a synthetic long position in an
obligation of the reference entity, in which case a long position in the derivative is
recorded. If premium or interest payments are due under the product, these cash
flows must be represented as notional positions in government bonds.

(cc) A single name credit linked note creates a long position in the general market risk
of the note itself, as an interest rate product. For the purpose of specific risk, a
synthetic long position is created in an @bligation of the reference entity. An
additional long position is created in thedssuenof the note.

(e) Treatment of the protection seller

When calculating the capital requirement for market risk of the party'who assumes the credit risk

(the ‘protection seller’), unless specified differently;, the notional amount of, the credit derivative

contract must be used. For the purpose of calculating thedSpecific risk charge, ether than for total

return swaps, the maturity of the credit'derivative contractis applicable instead of the maturity of the

obligation.

(f)

(9)

A central counterparty whieh,mark-to-market and'manage the‘interest-rate risk on the derivative
instruments covered in'sub-regulation (10) 0n.a discounted=eash-flow basis may use sensitivity
models to calculate theypositions referred to in those points and may use them for any bond
which is amertised over its residual lifexrather than, via one final repayment of principal. Both the
model@and-its use“hy the institution must-bersapproved by the registrar. These models should
generate positions which have the same sensitivity to interest-rate changes as the underlying
cash flows: This sensitivity:must be“assessed with reference to independent movements in
sample rates across the yield curve, with at least one sensitivity point in each of the maturity
bands set out in Table,43(B) in Schedule A. The positions must be included in the calculation of

capital requirements.

A central counterparty may, with the approval of the registrar, treat as fully offsetting any

positions in derivative instruments covered in sub-regulation (10) which meet the following

conditions at least:

0] the positions are of the same value and denominated in the same currency;

(i) the reference rate (for floating-rate positions) or coupon (for fixed-rate positions) is
closely matched; and

(iii) the next interest-fixing date or, for fixed coupon positions, residual maturity corresponds

with the following limits:
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(6)

(aa) less than one month hence: same day;
(bb) between one month and one year hence: within seven days; and

(cc) over one year hence: within 30 days.

A central counterparty must, when dealing with matters relating to debt securities and

other interest rate related instruments, apply the following principles:

)

(b)

Based on these requirements, in respect of any relevant position in a debt security or interest

rate instrument held by the central counterparty, including-

0)
(i)
(iii)

any fixed-rate debt security or floating-rate debt security, or similar instrument;
any non-convertible preference share; and
any convertible debt instrument or preference share trading in a manner similar to a debt

security,

net positions must be classified according todhe currency in“which they are denominated and

must calculate the capital requirement forgeneral and specific risk in each individual currency

separately.

For matters relating to specific risk, a central counterparty —

(i)

(ii)

(iii)

may, in the calculation of ‘the'its,risk position offset matching positions in respect of
identical instruments, including any relévant position‘arising from a derivative instrument,
that is, even whengthe issuer of Instrumentsiis the same, the central counterparty may
not offset positions arising from<different issuesusince, for example, differences in
coupon rates, liquidity or ‘call features may cause prices to diverge in the short-term;
must,_in respect ofyany relevant net short or long position relating to a government,
gualifying, . specified"_non-qualifyingy,or “other exposure, calculate the its capital
requirement relating to “specific risk “in accordance with the relevant requirements
specified in table 48(A) in Schedule A;
must, \inyrespect of any relevant position hedged by a credit-derivative instrument,
calculate “its), specific risk capital requirement in accordance with the relevant
requirements specified below,
When-
(aa) the values of the relevant long leg and short leg always move in opposite
directions, and materially to the same extent, that is, when-
(AA) the two legs consist of identical instruments, or
(BB) a long cash position is hedged by a total return swap, or vice versa, and an
exact match exists between the reference obligation and the underlying
exposure, that is, the cash position, irrespective whether or not the maturity
of the said swap contract differs from the maturity of the relevant underlying

exposure,
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(bb)

(cc)

the reporting central counterparty may fully offset the two sides of the position, that
is, the reporting central counterparty is exempted from any specific risk capital
requirement in respect of the hedged position.
the values of the relevant long leg and short leg always move in opposite
directions, but not to the same extent, that is, when a long cash position is hedged
by a credit default swap or credit linked note, or vice versa, and in all cases an
exact match exists in respect of the reference obligation, the maturity of the
reference obligation and the credit derivative instrument, and the currency to the
underlying exposure, the reporting central counterparty may apply an eighty per
cent specific risk offset in respect of the side of the transaction with the higher
capital requirement, and a specific risk sequirement of zero in respect of the other
leg, provided that-

(AA) the key features of the crédit derivative contract, such as the credit event
definitions and settlement mechanism, may not cause the price movement of
the credit derivative instrument materially to deviate from the price
movement of the eash position; ‘and

(BB) based on matters suchhas restrictive pay-out provisions, such as fixed pay-
outs and materiality threshelds; the transaction shall materially transfer risk.

the valueS of the relevantilong legcand short leg usually move in the opposite

direction, that is-

(AA) a leng, cash position is hedged by a total return swap, or vice versa, as
envisagedydn sub-regulationt(b)(iii))(aa)(BB). above, but an asset mismatch
exists between the referenee Obligation and the underlying exposure, and
the requirements)relating to an asset mismatch specified in Regulation
39(15)(u) above are met;

(BB)nthe relevant two legs relate to identical instruments as envisaged in sub-
regulation(b)(iii)(aa)(AA) above but a currency or maturity mismatch exists
between the credit protection and the underlying asset;

(CC) the relevant positions meet the relevant requirements specified in sub-
regulation (b)(iii)(bb) above except that a currency or maturity mismatch
exists between the credit protection and the underlying asset; or

(DD) the relevant positions meet the relevant requirements specified in sub-
regulation (b)(iii)(bb) above but an asset mismatch exists between the cash
position and the credit derivative instrument, and the underlying asset is
included in the deliverable obligations in terms of the credit derivative
documentation,

the reporting central counterparty must calculate and maintain a capital

Page 107 of 194



requirement only in respect of the side of the transaction with the highest capital
requirement, that is, instead of adding the specific risk capital requirements for
each side of the relevant transaction in respect of the credit protection and the
underlying asset the reporting central counterparty must calculate and maintain a
capital requirement only in respect of the side of the transaction that requires the
highest capital requirement.

(dd) the relevant hedged position relates to a position other than the positions
envisaged in sub-regulation (b)(iii)a. to c. above, the reporting central counterparty
must calculate and maintain a capital requirement in respect of both sides of the

relevant transaction;

(c) For matters relating to general risk, a central counterparty —

(i)

(ii)

(iif)

(iv)

v)

(vi)

may, in order to calculate its general risk requirement,“@pply either the maturity method
prescribed in sub-regulation (d) or daration method prescribedhin sub-regulation (e);
must apply a separate maturity ladderin respect of each relevant eurrency, provided that
subject to the approval of and such conditionsdas may be determined by the registrar,
the reporting central counterparty. may apply a single maturity ladder in respect of
currencies in which its business is insignificant; in, which case the reporting central
counterparty mustpwithin each relevant time band-
(aa) assigndhe relevantinet long or shoft position inyrespect of each relevant currency;
(bb) in ordertoycalculate the central counterparty’s relevant gross position, irrespective
whether or‘not asnetipesition istlong or short, aggregate the relevant net long
positions,and relevant net shortpositions;
must, in respect, of eaeh relevant” currency, separately calculate the central
counterpartys relevantrequiredamount of capital;
must, ‘unless specifically otherwise provided for, base its calculation of the required
amount of capital on the absolute amount of all relevant calculated positions, that is,
unless specifically otherwise provided the reporting central counterparty may not apply
offsetting between‘€alculated positions or requirements of opposite sign, provided that in
respect of any debt instrument with a high yield to redemption the registrar may disallow
offsetting of the relevant position against other relevant positions even when provision is
otherwise made in terms of these Regulations for the central counterparty to offset the
said positions;
must, in the case of a credit-default swap, include any relevant periodic premium or
interest payment due as a notional position in a government bond with the relevant fixed
or floating rate;

must, in the case of a total return swap contract, include the relevant interest rate legs of
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(vii)

the contract as a notional short or long position, as the case may be;

must in accordance with the relevant requirements specified in sub-regulation (d) or (e)

calculate and maintain a capital requirement in respect of general risk equal to the sum

of the specified requirements relating to-

(aa) the relevant net short or long position in respect of the central counterpartys entire
book;

(bb) the relevant portion in respect of the specified offsetting positions within each
relevant time-band;

(cc) the relevant portion in respect of the specified offsetting positions across different
time-bands;

(dd) the relevant net requirement in respect of specified positions in options.

(d) A central counterparty that adopted the maturity method faor the measurement of its exposure

to general risk, must —

(i)

(ii)

(iii)

(iv)

v)

assign to the relevant maturity band specified in the maturity ladder specified in Table
48(D) in Schedule A the relevant actual‘@rnotional‘@amount relating to each relevant long
or short position in a debtgSeeurity or otheriinstrument of interest rate exposure held by
the reporting central counterparty, including any.relevant derivative instrument; provided
that the central counterparty may, omit¥rom, the interest rate maturity framework opposite
positions of the" sameyamount and, in respect of the same issue, but not in respect of
different issues by the same issuer,

based on the relevant weights specified in table 48(B), which weights reflect the price
sensitivitypof all relevant positions to assumed changes in interest rates, weight all
relevant positions assigned by the central counterparty to the relevant maturity band;

in order to determine a single,short or long position in respect of each specified maturity
band, effset the weighted long positions and weighted short positions within the said
maturity‘band;

in respect of the lower aggregate amount of the relevant long or short positions in a
particular maturityaband calculate a ten per cent capital requirement in order to reflect
basis risk and gap risk, since each relevant maturity band will include different
instruments and different maturities. For example, when the sum of the weighted long
positions in a particular time band is equal to R100 million and the sum of the weighted
short positions in the said time band is equal to R90 million, the deemed amount in
respect of vertical disallowance for the particular time band shall be equal to ten per cent
of R90 million, that is, R9.0 million;

offset the relevant net positions within each of the relevant three time zones specified in
Table 48(B), and subsequently offset the relevant calculated net positions between the

three different time zones specified in table 48(B), provided that the offsetting of net
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(e)

(vi)

(vii)

(viii)

positions shall be subject to a scale of disallowances, which disallowance factors are
specified in Table 48(C) in Schedule A and are expressed as a fraction of the relevant
calculated matched and unmatched positions, that is, the reporting central counterparty
must offset the weighted long positions and weighted short positions within each of the
three specified time zones and subsequently offset the residual net position in each
relevant time zone against opposite positions in the other time zones, provided that the
offsetting of positions within and between the relevant time zones must be subject to the
disallowance factors specified in table 48(C), which disallowance factors must constitute
a separate component of the reporting central counterparty’s required amount of capital,
maintain a capital requirement equal to 100 per cent of any residual position not subject
to any form of offsetting as envisaged in sub-regulation (d)(iii) to (v), provided that
subject to such conditions as may be determined by.the registrar, the registrar may for
purposes of calculating a central counterparty’s exposuresto general risk disallow the
reporting central counterparty to offSet certain positions relatingyto high yield instruments
against any other debt instruments;

in the case of residual cufrencies as envisaged In sub-regulation (€)(ii) apply the risk
weights specified in Table 48(C) in respect of the gross positions calculated in respect of
each relevant time band, with nexfurther offsets;

maintain an aggregate,capital requirementin respect ofithe maturity method equal to the

sum of the relevant amounts specifieddn this item(B).

A central counterparty,sthat wishes to adopt the duration method for the measurement of its

exposuregtorgeneral risk, which“methed provides a more accurate measure of the central

counterparty’s exposure to“general risk. than the maturity method due to the separate

measurement of the price sensitivityyof each relevant position, must-

(i)

(ii)

(i)

(iv)

obtain the prior written approval of,the registrar, and at all times, in addition to the relevant
requirements specified in these Regulations, comply with such requirements as may be
determinedy'the registrar;

based on-

(aa) the maturity of each relevant instrument;

(bb) the relevant requirements specified in table 48(D) in Schedule A; and

(cc) the relevant requirements specified in this (e),

separately measure the price sensitivity of each relevant instrument in terms of a change
in interest rates of between 0.6 and 1.0 per cent age points;

assign to the relevant time band specified in the duration-based ladder specified in table
48(D) the calculated sensitivity measure of the relevant instrument or position;

in a manner similar to the method specified in sub-regulation (d)(iv), in order to capture

basis risk in respect of the relevant long positions and short position within each relevant
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time band, calculate and maintain a five per cent capital requirement, which capital

requirement must constitute the vertical disallowance component;

(v) subsequently carry forward the relevant net position in each relevant time band and offset
the net positions within and between the relevant time zones in accordance with and
subject to the relevant requirements and horizontal disallowance factors specified in sub-
regulation (d)(v) and in Table 48(D);

(vi) maintain a capital requirement equal to 100 per cent of any residual position not subject
to any form of offsetting as envisaged in sub-regulations (e)(iv) and (v), provided that
subject to such conditions as may be determined by the registrar, the registrar may for
purposes of calculating a central counterparty’s €xposure to general risk disallow the
said reporting central counterparty to offset’ certain positions relating to high yield
instruments against any other debt instruments;

(vi) in the case of residual currencies as envisaged in sub-regulation (c)(ii), apply the
assumed change in yield specified_in. Table 48(D) in respect of the gross positions
calculated in respect of each relevant timexband, with,no further offsets.

(f)  For matters relating to interest rate'derivative instruments, a central counterparty must-

() include in its calculation of marketrisk exposure all interest rate derivative instruments
and off-balance sheet instruments thathrespond to changes in interest rates, which
instruments are’ held by the central counterparty, including any forward rate agreement,
any other forward contract, any bonddfuture, any-interest rate or cross-currency swap
contract or any‘forward foreign exchange position;

(i)  convertrall, relevant transactionsyin derivative instruments into positions in the relevant
underlying “instrument. and calculatenthe relevant specific risk and general risk
requirements in<_aeccordance with the relevant requirements specified in these
Regulations, provided that thereporting central counterparty —

(aa) mustycalculate all relevant capital requirements relating to derivative instruments in
accordance with'the relevant requirements specified in sub-regulation (e). that is in
the case of any future or forward contract, including any forward rate agreement,
the central counterparty must treat the contract as a combination of a long position
and a short position in a notional government security, provided that the maturity
of the future or forward rate agreement must be the period until delivery or
exercise of the contract plus the life of the underlying instrument when relevant'?;

(bb) in the case of a swap contract that pays or receives a fixed or floating interest rate

against some other reference price, such as a stock index, includes the interest

* For example, a long position in a June three month interest rate future, which contract is concluded in April, shall be
reported as a long position in a government security with a maturity of five months and a short position in a government
security with a maturity of two months.
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rate component in the relevant re-pricing maturity category, with the equity
component being included in the equity framework in accordance with the relevant
requirements specified in sub-regulation (10)(g);

(cc) in the case of a cross-currency swap contract, reports the relevant separate legs
of the contract in the relevant maturity ladders relating to the currencies
concerned;

(dd) with prior written approval of and such conditions as may be determined by the
registrar, a central counterparty with a large swap book may use alternative
formulae in order to calculate the swap positions to be included in the relevant
maturity or duration ladder specified in sub-régulation (b) above, provided that —
(AA) all relevant positions must be deneminated in the same currency;

(BB) the calculated positions mustfully reflect'the sensitivity of the cash flows to
interest rate changes; and
(CC) the reporting central counterparty must captureyall relevant calculated

positions in the appropriate time bands*®

(ee) in the case of any interest rate omcurrency swap, FRA, forward foreign exchange
contract, interest rate future)or future on,an interest rate index such as JIBAR, no

specifie fisk requirement shall apply.

(g) For matters relating to eguity instruments and equity position risk, a central counterparty must
follow the principles below:;
(i) ¢ Based on the“relevant requirementsspecified in this sub-regulation, in respect of any
relevant long or short.equity pesition held by the central counterparty -
(aa) “ineluding-
(AA) 'any instrument that exhibits market behaviour similar to equities;
(BB) anyrordinary shares, irrespective whether or not the said shares have voting
rights attached to them;
(CC) any commitment to buy or sell equity securities;
(DD) any convertible instrument that trades in a manner similar to an equity

instrument;

18 For example, a central counterparty may first convert the payments required by the swap into the respective present
values by discounting each payment using zero coupon yields, in which case, based on the relevant requirements, general
risk framework and time band specified above, the central counterparty shall capture a single net amount relating to the
present value of the cash flows in the appropriate time band by applying the relevant procedures that apply to zero or low
coupon bonds. Alternatively the reporting central counterparty may calculate the sensitivity of the net present value implied
by the change in yield specified in the maturity or duration method and allocate the said sensitivity measures into the
relevant time bands specified in these Regulations.
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(ii)

(iif)

(iv)

(bb) excluding non-convertible preference shares, which preference shares are subject

to the requirements specified in (12) above,

the reporting central counterparty must separately calculate the relevant minimum

required amount of capital relating to specific risk and general risk, provided that, unless

specifically otherwise provided in this regulation, the central counterparty may report
long positions and short positions in respect of the same issue on a net basis.

In respect of a central counterparty’s gross equity positions, that is, the sum of all

relevant long equity positions and all relevant short equity positions, held in its book, a

central counterparty must on a market by market basis, that is, in respect of each

relevant national market or currency in which thé central counterparty holds equities,
calculate and maintain a minimum required @amount of capital relating to specific risk,
which required amount of capital must,-

() in the case of a less liquid equity portfolio that cemplies with such requirements
or criteria as may be determined by the registrar be“equal to 12 per cent of the
gross equity position;

(gg) in all other cases be egual to eight per eent of the said gross ‘equity position.

In respect of a central counterparty’s net position,in a specific equity market or equity

index, that is, the difference between‘theysum of all relevant long equity positions and

the sum of allgrelevant short equity positions in, a particular national equity market or

equity indeX, held in its book, a ‘central counterparty must calculate and maintain a

minimum required,amount of capital relating to general risk equal to eight per cent of the

saidmetieguity positions

A central counterparty- must include all, equity derivative instruments and off-balance

sheet positions that,are affected by changes in equity prices, including any future or

swap ‘contract on tindividual® equities or stock indices, provided that the central
counterparty must-

(aa) measure) and report any equity position arising from an option contract in

accordance with the relevant requirements specified in (g) above;

(bb) convert all relevant derivative positions into notional equity positions in the relevant

underlying instruments;

(cc) report any future or forward contract relating to an individual equity at the current

market price;

(dd) treat any equity swap contract as two notional positions;

(ee) “carve out” any equity option or stock index option with its associated underlying
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(h)

and incorporate the relevant position in the measure of general market risk®’.

For matters relating to foreign exchange risk a central counterparty must follow the principles

set out below:

(i)

(ii)

Based on the relevant requirements specified in this sub-regulation, a central

counterparty must in the calculation of its minimum required amount of capital relating to

foreign exchange risk, separately calculate —

(aa)
(bb)

its exposure in respect of each relevant single foreign currency;
the risks inherent in its mix of all relevant dJong and short positions in different

foreign currencies.

In respect of each relevant foreign currencyg a central eounterparty must calculate its net

open foreign-currency position as the sum of —

(aa)

(bb)

(cc)

(dd)
(ee)
(ff)

(99)

its net spot position, that is, all relevant asset items less,all relevant liability items,

including any relevant amount ofiaecrued interest;

its net forward position, that is, all relevantfamounts to be received less all relevant

amounts to be paid‘in respect of any‘forward foreign exchange transaction or

futures transaction, including anyeurrency future and the principal amount relating
to a curreneysswap not included in the spot position;

any relevant guarantee or Similar‘instrumentythat is certain to be called, and is

likely to'beirrecoverable;

any net futurelincome/expense not yet accrued but already fully hedged;

any-other, relevant item representing.a profit or loss in foreign currency;

the net deltaiequivalent value relating to all relevant foreign currency;

Provided that; in,respect of sub-regulation (h)(ii)(aa) to (h)(ii)(ff) above, the central

counterparty —

(AA) must separately report all relevant positions in composite currencies,
provided(that, in order to measure its open foreign-currency position, it may
either treat the said currencies as a currency in its own right or split the said
currency into its component parts;

(BB) may treat as a single currency any currency pair that is subject to a legally

enforceable inter-governmental agreement in terms of which the respective

17 . . .

For example, the central counterparty shall treat an equity swap contract in terms of which the central counterparty
receives an amount based on the change in value of one particular equity or stock index and pays a different index as a
long position in the former and a short position in the latter. When one of the legs involves receiving/paying a fixed or
floating interest rate, the central counterparty shall report the relevant exposure in accordance with the relevant
requirements for interest rate related instruments specified above.

Page 114 of 194



(iif)

(CC)

(DD)

(EE)

(FF)

currencies are linked;

include as a position any accrued interest, that is, interest earned but not yet
received, or accrued expenses;

may exclude from its calculation any unearned but expected future interest
and anticipated expenses unless the amounts are certain and the central
counterparty has entered into a hedge in respect of the interest or expense
item, provided that when the central counterparty includes in its calculation
any future income or expense as envisaged in this (vi), it must consistently
include the amounts in all relevant calculations and not selectively include
only expected future flows that reducedhe its foreign-currency position;

in respect of any relevant forward¢Currency position, must value the position
based on current spot market, exchange rates instead of forward exchange
rates, provided that when the central counterparty reports in its management
accounts the net present values of the forward positions the central
counterparty must use the“net presentyvalue in respect of each relevant
forward, whichdpasitions shall be discounted using current interest rates and
valued based on, ‘current spot rateés in order to measure the central
counterparty’s forward currency;

may exclude from its) relevant calculation of minimum required capital
relating to “foreign exchange risk items such as investments in non-
consolidated subsidiaries, which investments constitute deductions against

the centralounterparty’s capital.

In, order to measure a central counterparty’s exposure to foreign exchange risk arising

from & portfolio of foreign curreéncy positions, the central counterparty may either apply

the shorthand method specified in this sub-regulation, in terms of which shorthand

method all relevant currencies is treated in an equal manner; and when the reporting

central counterpartysadopts the shorthand method,—

(aa) it must convert into Rand, at the relevant spot rates, the relevant nominal amount

(bb)

(cc)

or net present value, as the case may be, of the net position calculated in respect

of each relevant foreign currency;

its overall net foreign-currency position shall be deemed to be equal to the greater

of the sum of its net short positions or the sum of the its net long positions;

its required amount of capital must be equal to eight per cent of the overall net

open foreign-currency position calculated in accordance with the requirements

specified in sub-regulation (bb) above;
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44,

Specific requirements for liquidity risk

(1) A central counterparty must invest its financial resources only in high quality liquid

assets, which are limited to:

(a) a marketable instrument that, as a minimum:

(b)

(©)

(d)
(e)

(f)

() is assigned a zero per cent risk-weight in terms of the provisions of the Standardised
Approach for credit risk specified in Table 44(B) in Schedule A;

(i) trades in large, deep and active repo or cash markets, characterised by a low level of
concentration;

(i)  has a proven record as a reliable source of liquidity in all relevant markets, including the
repurchase, resale or sale markets, even during stressed market conditions; and

(iv) does not constitute an obligation of a finaneial Institution or any of its associated or
affiliated entities;

a debt security issued in Rand by the central government of the Republic or the Reserve

Bank;

a debt security issued in foreign currency by the centralhgovernment of,the Republic or the

Reserve Bank, to the extent that'holding of suchdebt matches the currency needs of the

central counterparty's operations; of

cash;

a marketable instrumént that, as a minimum —

(i) is assigned a 20 per cent risk-weight in terms of the provisions of the Standardised
Approach for credit risk specified in Table 44(B) in Schedule A;

(i) tradestimplarge, deepyand activesrepo or cash markets, characterised by a low level of
concentration;

(i) “has,a proven recardyas a reliable source of liquidity in all relevant markets, including the
repurchase, resale or sale markets, even during stressed market conditions; and

(iv) does not eonstitute an obligation of a financial institution or any of its associated or
affiliated entities;

Corporate debt securities (including commercial paper) that -

(i) are notissued by a financial institution or any of its affiliated entities;

(i)  has along-term credit rating from a recognised credit rating agencies of at least BBB- or
in the absence of a long term rating, a short-term rating equivalent in quality to the long-
term rating;

(i) traded in large, deep and active repo or cash markets characterised by a low level of
concentration;

(iv) has a proven record as a reliable source of liquidity in the markets (repo or sale) even
during stressed market conditions: i.e. maximum decline of price or increase in haircut

over a 30-day period during a relevant period of significant liquidity stress not exceeding
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10 per cent ; and

(v) include only plain-vanilla assets whose valuation is readily available based on standard
methods and does not depend on private knowledge, i.e. these do not include complex
structured products or subordinated debt;

(g) or any other such instrument that may be approved by the registrar in writing.

(2) A central counterparty must manage its business in such a manner that-

(a) atleast 60 per cent of the portfolio of high-quality liquid asset consist of level one high-quality
liquid asset, that is, level two high-quality liquid asset do not exceed 40 per cent of the total
portfolio of high-quality liquid asset;

(b) the limit related to level two high-quality liquid assets takes into account the impact on the
amounts held in cash or other level one or level two assets er instruments caused by secured
funding transactions or collateral swaps maturing within 30 calendar days undertaken with any
level two assets, that is, the limit related 0 level two high-quality‘liquid assets shall effectively
include cash or other level one high-qualityyliquid assets generated by secured funding
transactions or collateral swaps maturing within"30\days;

(c) the central counterparty's portfolio of level two high-quality liquid assets is as far as possible
well diversified in terms of type of assets, type,of issuerrelated to, for example, the economic
sector in which it participates, and any.Specific counterparty-@nissuer;

(d) the limits are adhered to and maintained after@ll haircuts'have been applied.

(3) A central counterparty must have in place policies, processes and procedures to —

(@) capture any relevant liquidity transferrestrictions;

(b)  monitof the rules and Regulations in the jurisdictions in which it operates or in which it holds
high=guality liquid assets;,and t@ assess the liquidity implications for the group as a whole;

(4) AlFhigh-quality liguid )assetstheld by the central counterparty must be unencumbered
and for purposes: of, these Regulations, unencumbered means not pledged, either explicitly or
implicitly, to secure, callateralise or credit-enhance any transaction, or not otherwise subject to any
further commitment, provided that assets or instruments received in reverse repo, resale and/ or
securities financing transactionsthat —

(@) are held at the central counterparty;

(b) have not been re-hypothecated; and

(c) are legally and contractually available for the central counterparty's use,

may be included in the central counterparty's portfolio of high-quality liquid assets.

(5) A central counterparty may hedge the price risk associated with ownership of the
relevant assets or instruments, and still include the assets in the pool of high-quality liquid assets,

provided that if the central counterparty chooses to hedge the associated risks, it must take into
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account the potential cash outflow that would arise if the hedge was to be closed out early or in the

event of the asset being sold.

(6) High-quality liquid assets may not be-

(a) co-mingled with or used as hedges on trading positions;

(b) designated as collateral; or

(c) designated as credit enhancements in structured transactions or be designated to cover

operational costs.

(7)  While the central counterparty has to report its high-quality liquid assets in Rand, it must
continuously meet its liquidity needs in each relevant currency, and the it must therefore maintain
high-quality liquid assets consistent with the distribution of the central counterparty's liquidity needs
by currency, that is, the central counterparty must -

(a) ensure that it is able to generate the required liquidity in the eurrency and jurisdiction in which
the relevant requirement may arise to cater fof daily and intraday. needs;

(b) monitor and report to its senior management its holding of high-qualityaliquid assets by currency
to ensure that all relevant currency mismatches.are duly managed;

(c) take into account the risk that its ability to swap“cufrencies and access the relevant foreign
exchange markets may erode rapidly“under stressed eonditions, and that sudden, adverse
exchange rate movements may sharply widenyexisting ‘mismatched positions and alter the
effectiveness of any fofeign eéxchange hedges that the eentral egunterparty may have in place;

(8) A central counterparty ‘must have“ingplace sufficiently robust policies, processes and
procedures to periodically monetise a portion of its high-quality liquid assets through repo or outright
sale to the marketiimerder to tests
(a) its aeccess to the market;

(b) the effectiveness of its‘processes for monetisation;

(c) the usability'ef the assets,‘and

(d) to minimise the risk of negative signalling during a period of stress.

9) The fundamental characteristics of high-quality liquid assets, as a minimum, mean:

(@) low credit and markettrisk, that is, for example —

(i)  assets or instruments that are less risky tend to have higher liquidity;

(i)  a high credit standing of an issuer and a low degree of subordination increased an asset

or instrument’s liquidity;

(i) low duration, low volatility, low inflation risk and denomination in a convertible currency

with low foreign exchange risk enhance an asset or instrument’s liquidity;

(b) ease and certainty of valuation, that is, for example:

(i) anasset or instrument’s liquidity increases if market participants are more likely to agree

on its valuation;

(i)  the pricing formula of the asset or instrument does not contain strong assumptions;
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(i)  the inputs into the pricing formula are publicly available;

(c) low correlation with risky assets, for example, the asset or instrument is not subject to wrong
way risk (highly correlated risk);

(d) the asset or instrument is listed on a developed and recognised exchange;

(10) The market related characteristics, as a minimum, mean-

(a) the existence of an active an sizeable market, which may be evidenced by factors such as a
large number of market participants, high trading volume and historical evidence of market
breadth, that is, price impact per unit of liquidity, and market depth, that is, units of the assets
that can be traded for a given price impact;

(b) the presence of committed market makers, which may be evidenced by factors such as
available quotes for buying and/or selling of the asset or instrument;

(c) low market concentration, that is, a diverse group.of buyersyand sellers exist that increases
the reliability of the asset or instrument’s liquidity;

(d) evidence of historic flight to quality, that is, historically, the market has shown tendencies to
move into types of assets or instruments during systemie crises.

(11) No instruments acquired in‘terms of a securitieS lending transaction'shall qualify as level
one high-quality liquid assets.

(12) In order to allow a central counterpartystime to adjust its portfolio of qualifying high-
quality liquid assets, whend@ gualifying asset'orinstrument is,subsequently disqualified, for example,
due to a rating downgrade, the centralcounterparty may retainithe asset or instrument in its portfolio
of qualifying liquid assets for 30 calendar days fellowing the date that the asset or instrument
became so disqualified.

(13) #A central counterparty‘must actively. menitor and control its liquidity risk exposures and
funding needsyat the level ofieach material individual legal entity and the group as a whole, taking
into account any, relevant legal, regulatery or operational limitations that may affect the
transferability of liquidity.

(14) To mitigate and manage liquidity risk stemming from
(a) a participant default,"axcentral counterparty may use, either individually or in combination,

exposure limits, collateral requirements and prefunded default resources;

(b) service provider or a linked market infrastructure, a central counterparty may use, individually
or in combination, concentration or exposure limits, and collateral requirements.

(15) A central counterparty must manage its liquid resources to avoid excessive intraday or
overnight exposure to one entity.

(16) The amount of capital, including retained earnings and reserves of a central
counterparty which are not invested in accordance with sub-regulation (1), may not be taken into

account for the purposes of capital adequacy.
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(17) A central counterparty must regularly perform robust liquidity stress tests or scenario
analyses and obtain the prior written approval of its controlling body or controlling body approved
committee in respect of any going-concern behavioural or other relevant assumption and reasoning
applied in respect of the stress mismatch, which stress tests or scenario analyses must be based on
the central counterparty’s relevant strategic and business plans in order to —

(&) ensure that the central counterparty —

(i) hasin place an adequate framework that satisfactorily accounts for the liquidity risk

inherent in its individual products and business lines;

(i)  identifies the potential sources of liquidity strain;

(i)  considers the amount of liquidity it may need to satisfy contingent obligations;

(iv) considers and understands the potential impagt of any plausible severe and prolonged

liquidity disruption;
(b) identify and quantify the central counterparty’s exposure to possible future liquidity stresses;
(c) analyse possible impacts on the central counterparty’s cash flews, liquidity positions,
profitability, and solvency;

(18) A central counterparty mastyensure that “the' results of the stress tests or scenario
analyses—

(@) are comprehensively discussed and, understood by “the central counterparty’s senior
management;
(b) form the basis for taking remediahor mitigating‘action to —

0] limit the centralicounterparty’s liquidity.exposure;

(i) timely'build, up a liquidity cushion;

(iii) timely adjustithe,central counterparty’siliquidity profile according to the central
counterparty’s risk toelerance approved by the central counterparty’s controlling body;
and

(c) are appropriately linked to and play a key role in shaping the central counterparty’s

contingency fundingyplan, which, among other things, must outline policies for managing a

range of stress eventsyand clearly set out strategies for addressing liquidity shortfalls in

emergency situations.

(19) A central counterparty must have in place sufficiently robust early warning indicators to
identify the emergence of increased risk or vulnerabilities in its liquidity position or funding needs.

(20) As a minimum, in order to identify potential sources of funding that are of such
significance that the withdrawal thereof may cause liquidity problems, a central counterparty must
separately monitor the significant counterparties, significant instruments or products, and significant
currencies, provided that in the case of secured and unsecured funding from counterparties, the

central counterparty must aggregate the respective amounts related to all relevant types of liabilities
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to a particular counterparty or group of connected, associated or affiliated counterparties, and all

other relevant direct borrowings.

(21) A central counterparty must —

(a) obtain the prior written approval of its controlling body or controlling body approved committee
in respect of any assumption made relating to the realisable value of assets under a forced
sale scenario;

(b) on request, submit to the registrar all relevant controlling body approved assumptions and
reasoning applied in respect of the realisable value of assets under a forced sale scenario;

(c) ensure appropriate diversification in both the tenor and source of its funding;

(d) ensure that its policies, processes, systems and gprocedures relating to liquidity risk
management are sufficiently robust to effectively manage the central counterparty’s —

(i)  ongoing liquidity needs, including any relevantintraday liquidity requirements; and
(i)  collateral positions.

(22) An asset acquired by a central counterparty in terms of a resale agreement and which
asset is a level one high-quality liquid asset as defined, shalld#/ank as a level one high-quality liquid
asset of the central counterparty, provided that the assetthas not been disposed of under a further
repurchase agreement and has not ‘been_encumbered on, lodged as security by the central
counterparty.

(23) A central countérpartyamust value level one high-quality liquid assets held at the close of
business on any day for the purposes of complying with the provisions of sub-regulation (1) of

based on the daily market'yields published.

45. Consolidated supervision requikements

(1) Conselidated supetvision extends to all the companies in a group, including the
controlling company,its subsidiaries, joint ventures and companies in which the controlling company
or its subsidiaries have adirect or/an indirect participation.

(2) No person may acquire shares in a central counterparty, its controlling company or any
of its subsidiaries without the ‘prior written approval of the registrar.

(3) A central counterparty who is part of a larger group and who is owned by a majority
shareholder may be subject to consolidated supervision.

(4) If a central counterparty is owned by a controlling company, consolidated supervision
may be extended to such holding and/or controlling company.

(5) If a central counterparty has investments in subsidiaries, joint ventures and associates,
such entities may also be subject to consolidated supervision from the level of the central

counterparty downwards.
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(6) Consolidated supervision will include all entities within a defined group, which may, inter
alia, include -

(a) all the central counterparty’s in the defined group;

(b) all related entities, subsidiaries, joint ventures or associates of the central counterparties in
sub-regulation(6)(a) above;

(c) the controlling company of the central counterparties in sub-regulation (6)(a) above;

(d) all other subsidiaries, joint ventures and associates of the controlling companies in sub-
regulation (6)(c) above; and

(e) all entities that may be directed by the registrar in writing.

(7) A central counterparty is subject to the supervision of the registrar or supervisory
authority responsible for the supervision on a consolidated basis, of the defined group.

(8) A central counterparty must comply with,the requirements of the host supervisor who
has authorised the entity.

(9) A central counterparty, unless it obtains prior written approval of.the registrar and only in
accordance with such conditions as the registrar may determingjymay not —

(a) establish or acquire a subsidiagy iny,the manner prescribed within or outside the Republic or
enter into an agreement having the\effect,that any coampany becomes its subsidiary within or
outside the Republic;

(b) investin a joint venture within or outside the Republic;

(c) open or acquire a branch office eutside the Republic;

(d) acquire an interest iniany undertaking having its registered office or principal place of business
outside thelRepublic;

(e) outside the Republic =
(i) “ereate or acquire‘a trust of'which the central counterparty is a major beneficiary;

(i) establish or acquire any financial or other business undertaking under its direct or

indirect'control;

(f)  establish or acquire a representative office outside the Republic; or

(g) create or acquire a division within or outside the Republic by means of an arrangement or
agreement with any person having the effect that such a person conducts his or her business
through or by means of such a division.

(10) Notwithstanding the above the registrar may determine such circumstances and
conditions in terms whereof an application as contemplated above is not required.

(11) The registrar may require an applicant to furnish him or her with such information, in
addition to particulars furnished by the applicant in terms of these Regulations, as the registrar may
deem necessary.

(12) For the purposes of these Regulations “joint venture” means a contractual arrangement

between two or more persons, one or more of the persons being a central counterparty or a
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controlling company of a central counterparty.

(13) A defined group must on such a form and at such intervals as may be prescribed by the
registrar, furnish the registrar with any requested particulars relating to its shareholding or other
interests in -

(a) its subsidiaries

(b) any joint venture

(c) an undertaking or

(d) any trust or financial or other business undertaking
(14) A central counterparty must provide the registrar with a detailed organogram reflecting

all investments and an interest held in subsidiary companies, including companies bought in, and

associates as well as any other undertakings on a regulaibasis; but at least semi-annually.

(15) For the purposes of this regulation, ,the following, consolidation techniques are
distinguished:

(@) Full consolidation means that the total value of, assets, liabilities, andycapital items of an entity
that forms part of the defined group is aggregated even'if the shareholding of the reporting
entity in such an entity is less than 200 per cent.

(b) Pro-rata consolidation means that the‘reporting entity aggregates that portion of, assets and
off-balance sheet items of an entity. that formsypart of theadefined group as is equal to the
effective shareholding of the, reporting entity in‘thathether entity. For example, a controlling
company will include 25 per cent of assets and off-balance sheet items of a company in which
it has a 25 per cent shareholding.

(16) Thegtechnique of ‘consolidationyand the manner in which it should be applied will be
determined‘by the registrar:

(17) "A eentral counterparty or its eontrolling company may apply to the registrar in writing to
exclude certaintentities within the, defined group from consolidated supervision, and must in its
application provide‘reasons for the exclusion of such an entity or such entities, which reasons may
include that-

(@) the inclusion of such anentity or such entities would be misleading;

(b) the aggregate amount of assets of such an entity or of such entities amounts to less than one
per cent of the consolidated assets of the defined group that are subject to consolidated
supervision and the risk profile of such an entity or of such entities do not materially affect the
risk profile of the said defined group (the “de minimus” exception); or

(c) legal constraints prohibit such an entity or such entities to provide the required information.

(18) The Registrar may grant approval to exclude such an entity or such entities from
consolidated supervision for such time and subject to such conditions as may be specified by the
registrar in writing, provided that the investments, loans, advances and commitments of the central

counterparty or of the controlling company in/to such an entity or in/to such entities must be
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deducted from the group capital when calculating group capital adequacy.

(19) In order to minimise double counting of capital requirements, exposures to another
group company may be deducted in the calculation of that group company’s capital requirement
provided that all of the following criteria are met-

(a) the exposure to another group company is included in the calculation of that entity’s capital
adequacy requirement;

(b) the group is managed as an integrated business by a South African-incorporated central
counterparty that is the principal central counterparty in the group;

(c) the other group company is included in the calculation of the group’s group capital adequacy
per cent age; and

(d) capital resources are freely transferable between the other group company and the principal
central counterparty in the group.

(20) Since none of the reciprocal holdings represent externally generated capital, both
holdings of capital must be excluded from the assessment of group capital.

(21) Large crossholdings of capital can permit difficulties in one ‘entity to be transmitted
quickly to other entities in the group.

(22) Existing cross-shareholdings withinya defined“greup must be phased out, unless the
prior written approval of the registrar is obtained.

(23) In order to prevent any. potential @abuse arisingsfrom connected lending or lending to a
related person, a central counterparty and a eontrolling company must have in place robust
processes, procedures, Systems and controlling \body-approved policies relating to intragroup
transactions or.exposure, which palicies, proecesses and procedures must as a minimum-

(@) address matters relating to-

(i) “eross-shareholding;

(i) any‘rading activities in,terms af which one entity within the defined group deals with or

on behalf of another entity within the defined group;

(i) any central“management function in respect of the liquidity structure or requirements

within the relevantidefined group;

(iv) guarantees, loans or commitments provided to or received from any entity within the

defined group;

(v) any management or other service arrangement, such as internal audit or back-office

services, provided to or received from any entity within the defined group;

(vi) any material exposure to a major shareholder of the central counterparty or controlling

company, including any guarantee, loan or commitment;

(vii) any exposure arising from the placement of funds or assets of clients with any other

entity within the defined group;

(viii) any purchase or sale of assets between entities within the defined group;
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(b)

(©)

(d)

(ix) any transfer of risk between entities within the defined group, including any reinsurance;

(X) any relevant risk arising from double or multiple gearing of funds;

ensure that intragroup transactions or exposures are-

()  duly documented, reported and accounted for; and

(i)  subject to appropriate oversight by the controlling body and senior management of the
relevant central counterparty or controlling company;

ensure adequate control in respect of any transfer mechanism adopted within the relevant

defined group, including any transfer mechanism relating to-

(i) capital;
(i)  funding;
(i) risk; or

(iv) income.

are sufficiently robust to ensure that —

(i) both sides of bilateral transactions €an be analysed and that the relevant central
counterparty or controlling company identifies, monitors and controls the nature and
extent of the intragroup transaction or exposure;

(i)  the controlling body and senior. management ofythe relevant central counterparty or
controlling company have an‘adequateunderstanding of the incurred risks and any
subsequent changes in,the said risk profile’duete an intragroup transaction or exposure.

(24) If the registrar is of the opinion that\the central ‘eounterparty or controlling company's

policies, processes, procedures and systems relating to intragroup transactions or exposures are

inadequate, thegrégistrar may-

@)

(b)

(©)
(d)

require the central counterparty or contralling company to deduct from its capital and such
amount relating to such transactions or exposure as may be determined by the registrar;
require the central counterparty or centrolling company to obtain adequate collateral in respect
of the relevant exposure;

specify limits in respect of intragroup transactions or exposures;

in writing specify suchffurther conditions as the registrar in the circumstances deems
appropriate.

(25) A central counterparty must report on a consolidated basis as directed by the registrar,

and in the form, manner and frequency as prescribed by the registrar.

@)

(b)

(26) For purposes of this regulation, -

aggregation of all entities within a defined group may not be required if the controlling
company of a central counterparty conducting business in the Republic is incorporated in a
country outside the Republic;

in order to determine the appropriate treatment in such cases, the registrar will take into

account whether the controlling company is subject to consolidated supervision by another
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regulator that adheres to the minimum standards for the supervision of international central

counterparty’s and their cross-border establishments.

(27) If aggregation of all entities within a defined group is not required, sub-
consolidation/aggregation from such entity downwards, as may be directed by the registrar, shall
apply.

(28) A central counterparty licensed in the Republic and which is a branch or subsidiary of a
foreign central counterparty (an extension of an overseas central counterparty) must be supervised
by the home country supervisor on a consolidated basis. Such central counterparty should be
authorised by the host country regulator and should also comply with the host country supervisors

requirements on a solo basis.

46. Risk governance

(1) The controlling body of a central “counterparty is responsible for ensuring that an
adequate and effective process of risk governance, whieh-

(a) is consistent with the nature, complexity and risk_inherent in the central counterparty’s on-
balance sheet and off-balance sheetactivities;

(b) responds to changes in the central counterparty’sienvironment and conditions; and

(c) s established and maintained;

provided that the controlling body may appeint supporting” committees to assist it with its

responsibilities.

(2) The process of risk governance, referred to in sub-regulation (1) includes the
maintenanice of effective riskimanagement and capital management by a central counterparty.

(3) Theyconduct of the business of a central counterparty entails the ongoing management
of risks, which may, arise from‘the central counterparty’s on-balance sheet or off-balance sheet
activities and which may. include, among others, the following types of risk-

(a) capital risk;

(b) compliance risk;

(c) concentration risk;

(d) counterparty risk;

(e) country risk and transfer risk;

() credit risk, and in particular risks arising from impaired or problem assets and the central
counterparty’s related impairments, provisions or reserves;

(g) currency risk;

(h)  detection and prevention of fraudulent activities;

(i)  equity risk arising from investment activities;
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()  interest-rate risk;

(k) liquidity risk;

(D market risk (position risk);

(m) operational risk;

(n) reputational risk;

(o) risk arising from exposure to a related person;

(p) risk arising from the outsourcing of material tasks or functions;

(q) risk arising from all relevant payment and settlement services, processes or systems;

(r)  risk relating to procyclicality;

(s) risks arising from or related to inappropriate compeénsation practices for directors and
executive officers;

(t) risks related to stress testing;

(u) risks related to the inappropriate valuation offinstruments, assets or liabilities;

(v) solvency risk;

(w) strategic risk;

(X) technological risk;

(y) translation risk;

(z) any other risk regarded as material by the central counterparty.

(4) In order to achieve the ebjective relating to the maintenance of effective risk management
and capital management envisaged in, sub-regulation (2), a central counterparty must have in place
comprehensive risk-management processes, practices and procedures, and policies, approved by
the controlling bodyitoe-

(a) identify;

(b) measure;

(c) monitor;

(d) control;

(e) appropriately price;

()  appropriately mitigate; and

(g) appropriately communicate or report,

among other things, the risks referred to in sub-regulation (3).
(5) As a minimum, the risk management processes, practices, procedures and policies

referred to in sub-regulation (4) must —

(@) be adequate for the size and nature of the activities of the central counterparty, including the
central counterparty’s activities relating to risk mitigation, trading and exposure to counterparty
credit risk, and periodically adjusted in the light of the changing risk profile or financial strength

of the central counterparty, financial innovation or external market developments;
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(b)

(©)

(d)

be aligned with, and, where appropriate, provide specific guidance for the successful

implementation of and the continued adherence to, the business strategy, goals and

objectives, and the risk appetite or tolerance for risk, of the central counterparty;

specify relevant limits and allocated capital relating to the central counterparty’s various risk

exposures;

be sufficiently robust to —

(i)

(ii)

(iii)

(iv)

v)

(vi)

(vii)

(viii)

(ix)

x)

(x)

determine and monitor the total indebtedness of any person to whom the central
counterparty granted credit;

ensure that the central counterparty raises appropriate and timely credit impairments
and maintains adequate allowances or reservesffor potential losses in respect of its
loans or advances;

identify and manage material interrelationships between the central counterparty’s
relevant risk exposures;

ensure the central counterparty’s continued compliance with the relevant documented
set of internal policies, controls and procedures;

ensure that the central counterparty capturesithe economic substance and not merely
the legal form of the central'counterparty’s variousiexposures to risk;

ensure that the central counterparty conducts sufficiently robust and independent due
diligence in respect ofithe central counterparty’Sirespective investment in or exposure to
instruments, products or markets, and‘that the central counterparty, for example, does
not merely or‘solely rely on an external credit rating when investing in a particular
productioninstrument;

ensure that“the,central eounterparty regularly conducts appropriate stress-testing or
scenario analysis;

ensureythat the central, counterparty maintains sufficient liquidity and capital adequacy
buffers “tonremain solvent during prolonged periods of financial market stress and
illiquidity;

clearly delineate accountability and all relevant lines of authority across the central
counterparty’s various business units, lines or activities, and ensure that a clear
separation exists between all relevant business units, lines or activities, and any relevant
risk or control function;

ensure that, prior to its initiation, all relevant risk management, control and business
units or lines appropriately review and assess proposed new activities, investment in
new instruments or the introduction of new products, to ensure that the central
counterparty will be able to continuously manage and control the relevant activity,
investment or product;

ensure that the central counterparty is able to appropriately aggregate or consolidate all
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(e)

(f)

(xii)

(xiii)

(xiv)
(xv)

(xvi)

relevant risks or exposure to risk;

ensure ongoing, accurate, appropriate and timely communication or reporting of the
central counterparty’s relevant risk exposures and any material deviation from approved
policies, processes or procedures to the senior management and the controlling body;
ensure that the central counterparty’s controlling body and senior management receive
timely and appropriate information regarding the condition of the central counterparty’s
respective asset portfolios, including matters related to the relevant classification of
credit exposure, the level of impairment or provisioning, and major problem assets;
enable the proactive management of all relevant risks;

ensure that any breach of an internal limit is duly eScalated and addressed;

timeously detect potential criminal activitiesqand prevent undue exposure to criminal

activities;

(xvii) ensure proper oversight of any relevaat outsourced function:

in the case of the central counterparty’s exposure to counterparty credit risk —

(i)

(ii)

take into account the market risk, liquidity,risk, legal risk and operational risk normally

associated with counterparty eredit risk;

ensure that the central counterparty)—

(aa) takes into account the creditworthiness of all relevant counterparties;

(bb) takes inte‘account any relevant settlementand pre-settlement risk;

(cc) continuously monitors the utilisation of creditlines;

(dd) measures its current exposure gross and net of collateral in all relevant cases,
including in the ease of margin lending;

(ee) manages all relevant risk exposures at a counterparty and central counterparty-

wide level;

in the case of risk mitigation,including matters related to collateral and margin agreements

with counterparties, be sufficiently robust to ensure that the central counterparty continuously

(i)

(ii)

devotes sufficientifesources to the orderly operation of margin agreements with OTC

derivative and securities financing counterparties, as measured by, among other things,

the timeliness and accuracy of the central counterparty’s outgoing calls and response

time to incoming calls;

controls, monitors and reports-

(aa) all relevant risk exposures related to margin agreements, such as the volatility and
liquidity of the securities exchanged as collateral;

(bb) any potential concentration risk to particular counterparties or types of collateral;

(cc) the reuse of cash , including the potential liquidity shortfalls resulting from the

reuse of collateral received from counterparties, and
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()]

(h)

(i)

(dd) all relevant matters related to the surrendering of rights on collateral posted to

counterparties;

be sufficiently robust to timeously identify material concentrations in any one of the risk

exposures specified in sub-regulation (3), including concentrations relating to or arising from-

0]
(if)
(iii)

(iv)

v)
(Vi)
(vii)
(viii)
(ix)
)
(xi)

an individual or single counterparty, borrower or person;

a group of related or connected counterparties, borrowers or persons;

credit exposures in respect of counterparties or persons in the same industry, economic
sector or geographic region;

credit exposures to counterparties or persons, the_financial performance of which is
dependent on the same activity or indirect credit exposures arising from the central
counterparty’s risk mitigation activities such as expesure to a single collateral type or a
single credit protection provider;

interest-rate risk;

liquidity risk;

funding sources;

trading exposure or risk, in€luding interest-ratefrisk and price risk;

equity positions;

off-balance-sheet exposures, including guarantees, liquidity lines or other commitments;

correlation between any of the aforesaid risks, counterparties, instruments, assets,

liabilities oricommitments;

in the case of country risk and transfer risk be sufficiently robust-

(i)

(ii)

(iii)

(iv)

v)

to_identify,and monitor‘exposures, on an individual country basis in addition to an end-
borrower or'end=counterparty basis;

to ensure that country exposures are accurately monitored and reported in the central
counterparty’s information systems, risk management systems and internal control
systems;

to continuously ensure adherence to the central counterparty’s established country
exposure limits; and any other relevant limit that may be specified by the central
counterparty or registrar;

to monitor and evaluate developments in country risk and in transfer risk, and apply
appropriate countermeasures;

to raise appropriate provision for loss against country risk and transfer risk in addition to

any relevant required loan-specific provision or impairment;

in the case of liquidity risk be sufficiently robust to ensure that the central counterparty -

(i)
(ii)

conducts comprehensive cash flow forecasting;
specifies, implements and maintains appropriate limits in respect of its respective

funding sources, including all relevant products, counterparties and markets;
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()

(k)
0
(m)

(n)
(0)

(i)  conducts robust liquidity scenario stress testing, including stress tests in respect of such
central counterparty specific or sector specific scenarios as may be determined by the
registrar;

(iv) develops and maintains robust and multifaceted contingency funding plans;

(v) maintains a sufficient cushion of liquid assets to meet contingent liquidity needs;

include sound compensation processes, practices and procedures, and controlling body-

approved compensation policies, which compensation processes, practices, procedures and

policies must —

(i) be linked to longer-term capital preservation, and the financial strength of the central
counterparty, which, among others, means that —

(aa) the variable compensation payments, for'example, shall be appropriately deferred
and payment shall not be finalised gver:short perieds whilst risks are realised over
long periods; and

(bb) the mix of cash, equity and other forms of compensation shall be duly aligned with
the central counterparty’s exposure te risk.

(i) incorporate and promotef appropriate risk-adjusted performance “measures, that is,
compensation must acknowledge "all relevant risks so that remuneration is balanced
between the profit earned and'the degreeyef risk assumed in order to generate the profit;

(i) not be unduly linked, for example, to shortterm accounting profit generation;

(iv) ensure that staff engaged in the welevant financial and risk control areas have
appropriate autherity and are compensated in a manner that is independent of the
businesspareas theyyoversee, 'and commensurate with their function in the central
counterparty;

(v) “promote adequate disclosure, to stakeholders, that is, the central counterparty must
disclose clear, comprehensive, and timely information regarding the central
counterparty’s compensation practices —

(aa) to facllitate constructive engagement with all relevant stakeholders, including;

(bb) to enable‘stakeholders to evaluate the quality of support for the central
counterparty’s strategy, objectives and risk appetite;

be subject to adequate internal controls and appropriate internal audit coverage;

ensure appropriate controlling body and senior management oversight and involvement;

include adequate internal controls to produce any data or information which might be required

on a consolidated basis;

be duly documented,;

be subject to regular monitoring and review, and relevant testing, to ensure that they remain

relevant and current.

(6) As a minimum-
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(@)

the controlling body and senior management of a central counterparty must —

(i)

(ii)

(iii)

(iv)

v)

(vi)
(vii)

(viii)

possess sufficiently detailed knowledge of all the major business lines of the central

counterparty to ensure that the policies, processes, procedures, controls and risk

monitoring systems envisaged in sub-regulations (4) and (5) are appropriate and
effective;

have sufficient expertise to understand the various instruments, markets and activities in

which the central counterparty conducts business, including capital market activities

such as the related off-balance sheet-activities, and the associated risks;

ensure that the central counterparty has in place management information systems-

(aa) that facilitate the proactive management of risk;

(bb) that enable the senior management of the central counterparty to duly manage
and appropriately mitigate the central counterparty's relevant risk exposures;

(cc) able to provide regular, accuratedandtimely information regarding matters such as
the central counterparty’s aggregate risk profile, as wellias,the main assumptions
used for risk aggregation;

(dd) adaptable and respofsive to changes'in the central counterparty’s underlying risk
assumptions;

(ee) sufficiently flexible to generate relevant forward-leoking scenario analyses that
capture the contrelling body and senior management’s interpretation of evolving
markét conditionsand stressed eonditions;

(ff)  capable of eapturing @nd bringing to the attention of senior management and the
controlling body,any breach,in a specified internal, regulatory or other statutory
limit;

(gg). that make provision farany relevant initial and ongoing validation;

ensureythat the monitoring and the reporting of individual and aggregate exposure(s) to

related persons are subject to an independent credit review process;

remain informed about the risks and changes thereto as financial markets, risk

management practices and the central counterparty’s activities evolve;

ensure that accountability and lines of authority are clearly delineated;

ensure adequate segregation of duties to promote sound governance and effective risk

management in the central counterparty, and avoid conflict of interests;

ensure that, before embarking on new activities, investing in new instruments or

introducing products new to the central counterparty-

(aa) the potential changes in the central counterparty’s exposure to risk arising from the
new instruments, products or activities have been duly identified, considered and

reviewed; and
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(ix)

(bb) the central counterparty’s infrastructure, policies, processes, procedures and
internal controls necessary to manage the related risks are duly updated and in
place;

consider the possible difficulty related to the valuation of new products, and how the

products might perform in a stressed economic environment;

(b) the senior management of a central counterparty must —

(i)

(ii)

(iii)
(iv)

v)

(vi)

()

ensure that the risks to which the central counterparty is exposed are appropriately

managed;

set capital targets commensurate with the central counterparty’s risk profile and control

environment;

implement robust and effective risk management and internal control processes;

develop and maintain an —

(aa) appropriate strategy that ensures that the central counterparty maintains adequate
capital based on the nature, camplexity and risk inherent in its on-balance sheet
and off-balance sheet activities, including its@ctivities relatingyto risk mitigation;

(bb) internal capital adequacy,assessment process that responds to'changes in the
business cycle within which the central counterparty conducts business;

with respect to new or complex produets or activities, understand the underlying

assumptions regardingybusiness ‘medels, valuatien andrisk management practices, and

evaluate the central counterparty’s\dpotential risk» exposure should the aforesaid
assumptions fail;

on_agperiedic basis, eanduct relevant stress tests, particularly in respect of the central

counterparty’s_main risk ‘exposures,_ imporder to identify events or changes in market

conditions that may have an adverse impact on the central counterparty.

As a minimum, and without derogating from the relevant requirements specified in terms

of International Finangial Reporting Standards, a central counterparty that invests or trades in

instruments, contracts“0On, positions that are measured at fair value must implement robust

governance structures and. control processes as part of its risk-management framework for the

prudent valuation of the instruments, contracts or positions, which structures, control processes and

risk-management framework must include the key elements specified below-

(a) the structures, processes, systems and controls in respect of instruments, contracts or

positions measured at fair value, must —

(i)

(ii)

explicitly provide for the role of the controlling body and the senior management of the
central counterparty;

ensure that the controlling body receives regular reports from senior management
regarding matters related to the valuation oversight and valuation model performance

that were brought to the attention of the senior management for resolution, and all

Page 133 of 194



(iif)
(iv)

v)

(vi)

(vii)

(viii)

significant changes to valuation policies;

ensure the robust production, assignment and verification of all relevant valuations;

be sufficiently robust to —

(aa) ensure and promote the quality, integrity and reliability of all relevant input that
affects the valuation of instruments, contracts or positions, in respect of which
input the central counterparty must consider —

(AA) the frequency and availability of the relevant prices or quotes;

(BB) whether or not the relevant prices represent actual regularly occurring
transactions on an arm's length basis;

(CC) the breadth of the distribution of the data and whether it is generally
available to all relevant participants in the market;

(DD) the timeliness of the information relative ta the frequency of valuations;

(EE) the number of independent sources that produce the relevant quotes or
prices;

(FF) whether or not the relevanthguotesfor, prices are supported by actual
transactions;

(GG) the maturity of the:market; and

(HH) the similarity between the dinstrument, ycontract or position sold in a
trapSaction, and the \instrument, contract ‘Qr position held by the central
counterparty;

(bb) appropriately consider and apply all relevant international standards or guidance
thatyimay affectythe valuation of instruments, contracts or positions, including all
relevant financiallohaccounting standards or statements;

(cc). ultimately ensure that the central counterparty’s valuation estimates are prudent
and reliable;

ensure that all relevant new product approval processes include all internal stakeholders

relevant to“risk measurement, risk control, and the assignment and verification of

valuations;

ensure that the central counterparty’s control processes for the measurement and

reporting of valuations are consistently applied across —

(aa) the central counterparty;

(bb) similar instruments or risks; and

(cc) all relevant business lines;

be integrated with other risk management structures, policies, procedures, processes

and systems, such as credit analysis, within the central counterparty;

be based on documented policies and procedures for the process of valuation, which

documented policies and procedures, among other things, must —
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(ix)

x)

(xi)

(aa) ensure that all relevant approvals of valuation methodologies are duly
documented;

(bb) duly specify the range of acceptable practices for the initial pricing, marking-to-
market or model, valuation adjustments and periodic independent revaluation;

(cc) include duly defined responsibilities of the various areas involved in the
determination of valuations;

(dd) include the sources of market information to be used and the review of their
appropriateness;

(ee) include appropriate guidelines for the use of unobservable inputs, reflecting the
central counterparty’s assumptions of what market participants may use when
pricing the relevant position;

(ff)  include the frequency of independent valuation;

(gg) include the timing of closing prices;

(hh) include all relevant matters related to verification.

ensure that the performance of the central counterparty’s relevantimodels is subject to

robust testing and review,gparticularly under stressed conditions, in‘order to ensure that

the controlling body and senior management ofithe central counterparty understand any
potential limitations of the models;

ensure that thed€entrahcounterparty. has iniplace—

(aa) adequate capacity to determine’ or establish and verify all relevant valuations,
particularly during periods of stress;

(bb)ysacentrolling hody-approved.external reporting or disclosure policy that —

(AA) ensures that the central counterparty provides timely, relevant and reliable
information;

(BB) ensuresthat the“central counterparty provides meaningful information
relating to the —
i. central ' counterparty’s respective modelling techniques and the

InStruments to which they apply;

ii. sensitivity of fair values to modelling inputs and assumptions;
iii.  impact of stress scenarios on valuations;

(CC) promotes transparency;

(DD) is subject to regular review to ensure that the information disclosed
continues to be relevant and current;

be subject to clear and independent reporting lines, that is, independent from the front

office, which reporting line ultimately must be to an executive director of the central

counterparty;

(xii) be subject to internal audit.
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(b)

(©)

Based on readily available close out prices, which close out prices must be sourced

independently, a central counterparty must mark to market all positions accounted for at fair

value as often as possible, but not less frequently than at the close of business of every day or

when the closing price of a particular position or market is published, provided that —

(i)
(ii)

(iii)

the central counterparty must use the more prudent side of bid/offer prices;

when estimating fair value the central counterparty must maximise the use of relevant
observable inputs and minimise the use of unobservable inputs;

when observable inputs or transactions are deemed by the central counterparty not to
be relevant, such as in a forced liquidation or distressed sale situation, or transactions
may not be observable, such as when marketsqare inactive, the central counterparty
must duly consider any observable data jn accordance with its controlling body-
approved policies, in order to determing, the extent te which such inputs should be
regarded as determinative.

Only when a central counterparty is unable to. mark to market positions accounted for at fair

value, may it use a mark-to-model approach, that.is, valdations that are benchmarked,

extrapolated or otherwise calculated,from a market input, provided that —

(i)

(ii)

(iii)

(iv)

the senior management of the ‘central counterparty must be aware of the instruments,

contracts or positions that are ‘accounted fer at fair value and that are subject to mark-to-

model valuations, andymust understand the uncertainty‘that may exist in the reporting of
the risk or perfermance of the central eounterparty;

the central counterparty must —

(aa)mdemenstrate torthe satisfaetion of ‘the registrar that its mark-to-model approach is
prudent;

(bb). source marketinput'as frequently as possible;

(cc)< use generally ‘aceepted valuation methodologies relating to particular products as
freguently as possible;

(dd) have'in place formal change control procedures and a secure copy of the model,
which copy of the model shall be maintained and periodically used to check all
relevant valuations;

when the model is developed internally by the central counterparty, the model must be —

(aa) based on appropriate assumptions, which assumptions shall be assessed by duly
gualified persons who must be independent from the development process;

(bb) approved independently from the front office;

(cc) independently tested.

the model must be subject to periodic review to determine the accuracy of its

performance, including an analysis of profit and loss against the risk factors and a

comparison of actual close out values to model outputs.
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(d) By way of independent price verification, a central counterparty must regularly, but not less

frequently than once a month, verify market prices and model inputs for accuracy, which

independent price verification in respect of market prices or model inputs must be —

()  performed by a unit independent from the dealing room;

(i) usedto-

(aa)
(bb)

identify any errors or biases in pricing;

eliminate any inaccurate adjustments to valuations.

(e) Due to the uncertainty associated with liquidity in markets, instruments or products accounted

for at fair value, that may result in a central counterparty being unable to sell or hedge the said

instruments, products or positions in a desired short period of time, as part of a central

counterparty’s risk management framework and mark-to-market or mark-to-model procedure,

a central counterparty must establish and maintain‘procedures, for considering relevant

valuation adjustments, provided that, as a minimum, the central ceunterparty must consider —

() valuation adjustments to instruments,, products or positionsithat may be subject to

reduced liquidity;

(i)  relevant close-out prices far cencentrated pasitions and/or stale positions;

(i)  the relevant factors when determining the appropriateness of valuation adjustments or

reserves for less liquid positions,including;.for example the —

(aa)
(bb)
(co)
(dd)
(ee)

()
(99)
(hh)

time required to'hedge out the positien or risks associated with the position;
average volatility of bid/offer spreads;

availability of independent market guotes;

number and identity of market makers;

average and volatility of trading velumes, including trading volumes during periods
of market stress;

market concentrations;

aging, of positions;

extentitowwhich yaluation relies on marking-to-model, and the impact of model risk.

(8) As a minimum, a‘central counterparty that wishes to adopt the advanced measurement

approach for the calculation of its capital requirement relating to operational risk must —

(@) have in place an independent operational risk management function, which operational risk

management function must be responsible for —

(i)  the development of —

(aa)

(bb)

policies and procedures relating to operational risk management and control,
including policies to address areas of non-compliance, which policies ultimately
must be approved by the central counterparty’s controlling body;

strategies to identify, measure, monitor and control or mitigate the central
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(b)

(©)

(d)

(e)

®
@

(h)

counterparty’s exposure to operational risk.
(i)  the design and implementation of —
(aa) a methodology for the measurement of the central counterparty’s exposure to
operational risk;
(bb) the central counterparty’s operational risk management framework;
(cc) arisk-reporting system relating to operational risk;

have in place an internal operational risk measurement system —

(i)  which operational risk measurement system must be —

(aa) closely integrated into the day-to-day risk ma@anagement processes of the central
counterparty;

(bb) subject to regular validation and independent review, which validation and
independent review must includegverification that'the, internal validation processes
are operating in a satisfactory manner and that“data flows and processes
associated with the risk measurement system,are transparent and accessible;

(i)  the output of which system, must form an_integral part of the process to monitor and
control the central counterparty’syiexposure totoperational risk, including internal capital
allocation and risk analysis;

have in place techniquessto —

(i) allocate capital to major business unitsg which alloeation shall be based on operational
risk;

(i)  create_incentives‘toiimproverthe management of operational risk throughout the central
counterparty;

on aregular basis report,its exposure to operational risk, including material losses suffered in

respect ‘of eperational risk;\to the“management of the central counterparty’s business units,

the senior management of the central counterparty and the central counterparty’s controlling
body;

have in place adequate4measures to take appropriate action, including in cases of non-

compliance with internalipolicies, controls and procedures;

duly document the central counterparty’s operational risk management system;

have in place a process to ensure compliance with the central counterparty’s documented set

of internal policies, controls and procedures concerning the operational risk management

system;

have in place a robust operational risk management process, which operational risk

management process must be subject to regular review by the central counterparty’s internal

and/or external auditors, which review must include the activities of the —

(i)  relevant business units;
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47.

(@)

(b)

(©)

(d)

(e)

(f)

@)

(b)

(©)

(d)

(e)

(i)  independent operational risk management function.

Segregation and portability

(1) A central counterparty must-

have arrangements for the segregation and portability of funds and securities held as
collateral that effectively protect a clearing member’s clients’ positions and related collateral
from the default or insolvency of that clearing member;

employ an account structure that enables it to readily identify positions of a clearing
member’s clients and to segregate related collateral;

maintain client positions and collateral in individual elient accounts or in omnibus client
accounts.

structure its portability arrangements in a way that makes*it highly likely that the positions
and collateral of a defaulting clearing member’s clients will be transferred to one or more other
clearing members;

ensure that a clearing member discloses to its clients whether client collateral is protected on
an individual or omnibus basis;

ensure that a clearing member discloses te, its clientsyany constraints, such as legal or
operational constraintssgthat may impair its abilitysio segregate or port the clients’ positions
and related collateral.

(2) A central counterparty must —

keep separate records and accounts that will,enable it, at any time and without delay, to
distingdish“in“accounts with the central counterparty the assets and positions held for the
account, of one clearingsmembenfrom the assets and positions held for the account of any
other clearing member and from itS\own assets;

offer to keep separate records and accounts enabling each clearing member to distinguish in
accounts with the eentral counterparty the assets and positions of that clearing member from
those held for the aceounts of its clients (‘omnibus client segregation’);

offer to keep separate records and accounts enabling each clearing member to distinguish in
accounts with the central counterparty the assets and positions held for the account of a client
from those held for the account of other clients (‘individual client segregation’); and

upon request, offer clearing members the possibility to open more accounts in their own name
or for the account of their clients;

publicly disclose the levels of protection and the costs associated with the different levels of
segregation that they provide and must perform those functions and offer those services on

reasonable commercial terms, which disclosure must include details of the different levels of
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segregation including a description of the main legal implications of the respective levels of

segregation offered including information on the applicable insolvency law.

(3) (@) A central counterparty must ensure that clearing members offer their clients, at least,
the choice between omnibus client segregation and individual client segregation and inform them of
the costs and level of protection referred to in sub-regulation (2)(e) associated with each option.

(b)  When a client chooses individual client segregation, any margin in excess of the client’s
requirement must be posted to the central counterparty and distinguished from the margin of other
clients or clearing members and must not be exposed to losses connected to positions recorded in
another account.

(4) The requirement to distinguish assets and positions with the central counterparty in
accounts is satisfied where-

(a) the assets and positions are recorded in separate accounts;
(b) the netting of positions recorded on differentf@ccounts is prevented; and
(c) the assets covering the positions recorded in.an account are not exposed to losses connected

to positions recorded in another account.

48. Margin requirements

48.1 Exposure management

A central counterparty must—

(@) measure and assessiits liquidity: and credit exposures to each clearing member and, where
relevant, to_another central s«counterparty with, which it has concluded an interoperability
arrangement, on.a near to real-time basis;

(b) have aecess in a timely, mannenand on a“non-discriminatory basis to the relevant pricing

sources 10 effectively measure its expesures.

48.2 Margin system
(1) A central counterparty must have a margin system that -

(a) establishes margin levels' commensurate with the risks and particular attributes of each
product, portfolio, and market it serves;

(b) has a reliable source of timely price data;

(c) has procedures and sound valuation models for addressing circumstances in which pricing
data are not readily available or reliable;

(d) adopts initial margin models and parameters that-
(i) are risk-based and generate margin requirements sufficient to cover its potential future

exposure to clearing members in the interval between the last margin collection and the

close out of positions following a clearing member default;
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(a)

(b)

(c)

(@)

(b)

(©)

(d)

(e)

(f)

@

(h)

(i)  will establish single-tailed confidence levels of at least 99 per cent with respect to
the estimated distribution of future exposure, provided that-
(aa) where a central counterparty calculates margin at the portfolio level, the
requirement will apply to each portfolio’s distribution of future exposure; or
(bb) where a central counterparty calculates margin at sub-portfolio or by product level,
the requirement will apply for corresponding distributions of future exposure.
(2) The margin model must-
use a conservative estimate of the time horizons for the effective hedging or close out of
the particular types of products cleared by the central counterparty, also in stressed market
conditions;
use an appropriate method for measuring credit exposure that accounts for relevant product
risk factors and portfolio effects across products; and
to the extent practicable and prudent, limit the need for destabilising, procyclical changes.
(3) A central counterparty-
must mark clearing members’ positions to market and collect variationimargin at least daily to
limit the build-up of current exposures;
must have the authority and operatienal eapacity to make intraday margin calls and payments,
both scheduled and unscheduled, to'clearing members;
in calculating margif requirements, ‘may allow offsets or reductions in required margin
across products. that it clears or “between products that it and another central
counterparty clear, ifithe risk of one product is,significantly and reliably correlated with the risk
of the otherproduct;
mustd analyse and monitor vits model performance and overall margin coverage by
conducting rigorous daily, back-testing and at least monthly, and more- frequent where
appropriate,'sensitivity analysis;
must conductian,assessment of the theoretical and empirical properties of its margin model
for all products it'clears at least annually;
must take into accounty@ wide range of parameters and assumptions that reflect possible
market conditions, including the most volatile periods that have been experienced by the
markets it serves and extreme changes in the correlations between prices when conducting
the sensitivity analysis of the model’s coverage;
must at least annually review and validate its margin system by a qualified independent third
party, and report its finding to the registrar;
must impose, call and collect margins to limit its credit exposures from its clearing members
and, where relevant, from central counterparties with which it has interoperability

arrangements; where such margins must be sufficient -
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(i)

()

(k)

U

(m)

(n)

(0)

()  to cover potential exposures that the central counterparty estimates will occur until the
liquidation of the relevant positions; and

(i)  to cover losses that result from at least 99 per cent of the exposures movements over
an appropriate time horizon;

must ensure that it fully collateralises its exposures with all its clearing members, and, where

relevant, with central counterparties with which it has interoperability arrangements, at least on

a daily basis;

must regularly monitor and, if necessary, revise the level of its margins to reflect current

market conditions taking into account any potentially procyclical effects of such revisions;

must adopt models and parameters in setting its margin requirements that capture the risk

characteristics of the products cleared and take into aecount the interval between margin

collections, market liquidity and the possibility of changes overthe duration of the transaction;

must call and collect margins on an intraday basis, at least when predefined thresholds are

exceeded;

must call and collect margins that are adequateito cover the risk stemming from the positions

registered in each account; and

may calculate margins with respect,to-aportfolio of 'seeurities provided that the methodology

used is prudent; and

must have appropriate safeguards and harmonised overall risk-management systems, where

two or more central counterparties are autherised to offer.cross-margining.

48.3 Percentage

(1) A central counterparty must calculate initial margins to cover the exposures arising from

market ‘'movements for each financial instrument that is margined on a product basis, over
the time period defined in Regulation'48.4 and assuming a time horizon for the liquidation of
the position as defined in Regulation 48.5.

(2) For the calculation of dnitial margins the central counterparty must at least adhere to the

following confidence intervals=

(@)
(b)

for OTC derivatives, 99.5 per cent .
for securities other than OTC derivatives, 99 per cent .

(3) For the determination of the adequate confidence interval for each class of securities it

clears, a central counterparty must in addition consider at least the following factors-

@)

(b)

the complexities and level of pricing uncertainties of the class of securities which may limit
the validation of the calculation of initial and variation margin;

the risk characteristics of the class of securities, which can include, but are not limited to,
volatility, duration, liquidity, non-linear price characteristics, jump to default risk and wrong

way risk;
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(c) the degree to which other risk controls do not adequately limit credit exposures; and

(d) the inherent leverage of the class of securities, including whether the class of securities is
significantly volatile, is highly concentrated among a few market players or may be difficult to
close out.

(4) Where a central counterparty clears OTC derivatives that have the same risk
characteristics as derivatives executed on regulated markets or an equivalent jurisdiction on the
basis of an assessment of the risk factors listed in sub-regulation (3), the central counterparty may
use an alternative confidence interval from the one specified in sub-regulation (2)(a) of at least 99 per
cent for these contracts if the risks of OTC derivatives contracts it clears are appropriately mitigated
using such confidence interval and the conditions in sub-regulation’(3) are respected.

(5) A central counterparty must inform the registrar and, its clearing members of the criteria
considered to determine the per cent age applied to the‘calculation,of the margins for each class of

securities.

48.4 Time horizon for the calculation of historical wolatility

A central counterparty-

(@) must assure that according to its medel methodology-and its validation process established in
accordance with these Regulations, ‘initial margins cover,
(i) the confidencedinterval,defined in Regulation 48:3;
(i)  the liquidation period defined in Regulation 48.5; and
(i)  the exposurestresulting from historical wolatility calculated based on data covering at

leastithenlatest 12 months;

(b) mustfensure that'the, data“used for caleculating historical volatility capture a full range of
market cenditions, including periods, of stress;

(c) may useany. other time ‘horizon for the calculation of historical volatility, provided that the
use of such time, horizon results in margin requirements at least as high as those obtained
with the time periad defined/in sub-regulation (a);

(d) must base its margin parameters for securities without a historical observation period on
conservative assumptions;

(e) must promptly adapt the calculation of the required margins based on the analysis of the price

history of the new securities.

48.5 Time horizons for the liquidation period

(1) A central counterparty must define the time horizons for the liquidation period taking
into account-
(@) the characteristics of the financial instrument cleared,

(b) the market where it is traded, and
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(©)

(@)
(b)
3)

the period for the calculation and collection of the margins.
(2) The liguidation periods must be at least-

five business days for OTC derivatives; and

two business days for securities other than OTC derivatives.

For the determination of the adequate liquidation period, a central counterparty must

evaluate and calculate-

)

(b)

(©)

the longest possible period that may elapse from the last collection of margins up to the

declaration of default by the central counterparty or activation of the default management

process by the central counterparty;

the estimated period required to design and executefthe strategy for the management of

the default of a clearing member according to the particularities of each class of financial

instrument, including

(i) its level of liquidity;

(i)  the size and concentration of the positions, and

(i) the markets that the central counterparty will usete close-out“oryhedge completely a
clearing member position;

where relevant, the period required tomcover the“counterparty risk to which the central

counterparty is exposed.

(4) In evaluating the perieds defined in subzregulation (3), the central counterparty must

consider, the factors indicated in sub-regulation®8.3 and the time period for the calculation of

the historical volatility asdetermined in sub-regulation 48.4.

(5) Wherewmay,central“ counterpartynclears’ OTC derivatives that have the same risk

characteristics as derivatives executed on regulated markets or an equivalent jurisdiction, it may

use a timehorizon for the liquidation period different from the one specified in sub-regulation (1),

provided that it'can demonstrate to, the registrar that the time horizon -

(@)

(b)

would be more appropriate\than the time horizon specified in sub-regulation (1) in view of
the specific featuresiof the relevant OTC derivatives; and

is at least equal to two business days.

48.6 Portfolio margining

A central counterparty-

(@)

(b)

may allow offsets or reductions in the required margin across the securities that it clears if the
price risk of one security or a portfolio of securities is significantly and reliably correlated, or
based on equivalent statistical parameter of dependence, with the price risk of other
securities;

must document its approach on portfolio margining;
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(©)

(d)
(e)

(f)

@

48.7

ensure that the correlation or an equivalent statistical parameter of dependence, between
two or more securities cleared, is reliable over the look-back period calculated in accordance
with sub-regulation 48.5 and demonstrates resilience during stressed historical or hypothetical
scenarios;

must demonstrate the existence of an economic rationale for the price relation;

must ensure that all securities to which portfolio margining is applied are covered by the
same default fund, unless the central counterparty can demonstrate in advance to the
registrar and to its clearing members how potential losses would be allocated among different
default funds and set out the necessary provisions in its rules;

must ensure that where portfolio margining covers anultiple instruments, the amount of
margin reductions are not greater than 80 per centfof the difference between the sum of the
margins for each product calculated on an individual basis and the margin calculated based
on a combined estimation of the exposureffor the combined pertfolio; provided that where
the central counterparty is not exposed“to any potential risk framythe margin reduction, it
may apply a reduction of up to 100 per cent of this differénce; and

must ensure that the margin reductions related t@ portfolio margining are‘subject to a sound

stress test programme in accordance withithese Regulations.

Procyclicality

(1) A central (counterparty, must ensure that its ‘policy for selecting and revising the

confidence interval, the liquidation period and the look-back period-

@)

(b)

(©)

(@)

(b)

(©)

deliver marginpreguirements’ that limit, procyelicality to the extent that the soundness and
financial security ‘of the centralcounterpartydis not negatively affected;

avoid, when possible, distuptive‘changes in margin requirements; and

establish transparent procedures for adjusting margin requirements in response to changing
market conditions.

(2) A central counterparty must -

apply a margin buffer atdleast equal to 25 per cent of the calculated margins which it allows
to be temporarily exhausted in periods where calculated margin requirements are rising
significantly; or

assign at least 25 per cent weight to stressed observations in the look-back period calculated
in accordance with sub-regulations 48.4; or

ensure that its margin requirements are not lower than those that would be calculated using
volatility estimated over a 10 year historical look-back period.

(3) When a central counterparty revises the parameters of the margin model in order to

better reflect current market conditions, it must take into account any potential procyclical effects of

such revision.
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49.

Default procedures

(1) A central counterparty must have default rules and procedures that are publically

available and that -

(@)
(b)
(©)
(d)

(e)

(f)

enable it to continue to meet its obligations in the event of a clearing member default;

address the replenishment of resources following a default;

clearly state the scope of duties and term of service expected from seconded personnel;
provide that the central counterparty may elect to auction positions or portfolios to the market,
and clearly state the scope for such action, and any clearing member obligations with regard
to such auctions; and

facilitate the prompt close out or transfer of a defaulting clearing member’s proprietary and
client positions;

sets out the procedures to be followed in thefevent that the default,of a clearing member is not
declared by the central counterparty.

(2) A central counterparty must test and review its default procedures)including any close-

out procedures -

(@)
(b)

(©)

@)

(b)

(©)

(d)

(e)

(f)

annually; or
following material changes to the rules and“procedures to ensure that they are practical and
effective; and
must involve its clearing members and other stakeholdersiin the testing and review.
(3) A central counterparty must-
have theabilitysto apply‘thesproceedsyof liquidation, along with other funds and assets of the
defaulting clearing'member, 10 meet the defaulting clearing member’s obligations;
have the information, resourcesy and measures to close out positions promptly; and in
circumstanees where prompt close out is not practicable, it must have the measures to
hedge positions as an intefim risk-management technique;
take prompt actiomito contain losses and liquidity pressures resulting from defaults;
ensure that the closingiut of any clearing member’s positions does not disrupt its operations
or expose the non-defaulting clearing members to losses that they cannot anticipate or
control;
immediately inform the registrar before the default procedure is declared or triggered if it
considers that the clearing member will not be able to meet its future obligations; and
verify that its default procedures are enforceable and it must take all reasonable steps to
ensure that it has the legal powers to liquidate the proprietary positions of the defaulting
clearing member and to transfer or liquidate the clients’ positions of the defaulting clearing

member.

Page 146 of 194



(4) Where assets and positions are recorded in the records and accounts of a central
counterparty as being held for the account of a defaulting clearing member’s clients in accordance
with Regulation 47(2)(b), the central counterparty must-

(@) contractually commit itself to trigger the procedures for the transfer of the assets and positions
held by the defaulting clearing member for the account of its clients to another clearing
member designated by all of those clients, on their request and without the consent of the
defaulting clearing member;

(b) ensure that other clearing members are obliged to accept those assets and positions only
where it has previously entered into a contractual relationship with the clients by which it has
committed itself to do so;

(c) if the transfer to that other clearing member hasgnot taken place for any reason within a
predefined transfer period specified in its operating rules, take all steps permitted by its rules
to actively manage its risks in relation to these positions, including liquidating the assets and
positions held by the defaulting clearing member for the account ofitsyclients.

(5) Where assets and positions are recorded in the records and aecounts of a central
counterparty as being held for the ac€ount of a defaulting clearing member’s ¢lient in accordance
with Regulation 47(2)(c) the central counterparty, must-

(a) contractually commit itself to trigger the procedures for the transfer of the assets and positions
held by the defaulting clearing member for the aceount of the client to another clearing
member designated by the “client, on the€lient's request and without the consent of the
defaulting clearing member;

(b) ensure thatithat,other clearing member. is obliged to accept these assets and positions only
where it has previously entered, into a contractual relationship with the client by which it has
committed itself to do so;

(c) if the transfer to that other\clearing member has not taken place for any reason within a
predefined transfer period specified in its operating rules, take all steps permitted by its rules
to actively manage its risks/in relation to those positions, including liquidating the assets and
positions held by the ‘defaulting clearing member for the account of the client.

(6) A central counterparty must ensure that clients’ collateral distinguished in accordance
with Regulations 47(2)(b) and (c) is used exclusively to cover the positions held for their account
and any balance owed by the central counterparty after the completion of the clearing member’s
default management process by the central counterparty must be readily returned to those clients
when they are known to the central counterparty or, if they are not, to the clearing member for the

account of its clients.

50. Default fund

A central counterparty must —
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(@)

(b)

5l.

@)

(b)
(©)
(d)

maintain a prefunded default fund to cover losses that exceed the losses to be covered by

margin requirements laid down in Regulation 48, which default fund must at least enable the

central counterparty to withstand, under extreme but plausible market conditions, the default
of the clearing member to which it has the largest exposures or of the second and third largest
clearing members, if the sum of their exposures is larger; and

develop scenarios of extreme but plausible market conditions, which scenarios -

(i)  must include the most volatile periods that have been experienced by the markets for
which the central counterparty provides its services and a range of potential future
scenarios;

(i)  must take into account sudden sales of financial resources and rapid reductions in
market liquidity;

(i)  must establish a minimum amount below,which the ‘size of the default fund is not to fall
under any circumstances;

(iv) must establish the minimum size of €ontributions to the default fund and the criteria to
calculate the contributions of the single ‘clearing mémbers; and

(v) may establish more than eneydefault fundforfthe different classesof instrument that it

clears.

Other financial reseurces

(1) A central counterparty must maintain safficient prefunded available financial resources-
to cover potential lesses that exceed the lesses to be covered by margin requirements
referred undenRegulation 48‘and the default fund as referred to under Regulation 50;
which'must include dedicated resources of the,central counterparty;

which‘must be freely available toithe central counterparty; and

which may net be used to'meet the capital required under Regulation 34.

(2) The default fund referred to in Regulation 50 and the other financial resources referred

to in sub-regulation (2)(@)must at all times enable the central counterparty to withstand the default

of at least the two clearing members to which it has the largest exposures under extreme but

plausible market conditions.

(@)

(b)

(3) A central counterparty-
may require non-defaulting clearing members to provide additional funds in the event of a
default of another clearing member;
must ensure that clearing members have limited uncovered exposure toward the central
counterparty.

(4) To determine the minimum size of the default fund and the amount of other financial

resources necessary to satisfy the requirements of sub-regulations (1) and (2), taking into account
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group dependencies, a central counterparty must implement an internal policy framework for

defining the types of extreme but plausible market conditions that could expose it to greatest risk.

(@)

(b)

(©)

(d)

(e)

(f)

()]

(h)

(5) The framework must-

be fully documented, retained and include a statement describing how the central

counterparty defines extreme but plausible market conditions;

be discussed by the risk committee and approved by the controlling body of the central

counterparty;

reflect the risk profile of the central counterparty, taking account of cross-border and cross-

currency exposures where relevant;

identify all the market risks to which a central counterparty would be exposed following the

default of one or more clearing member, including unfavourable movements in the market

prices of cleared instruments, reduced market liquidity for'these instruments, and declines in
the liquidation value of collateral;

reflect additional risks to the central counterparty arising from ‘the, simultaneous failure of

entities in the group of the defaulting clearing'member;

individually identify all the markétsyto which a centfal counterparty is exposed in a clearing

member default scenario, and for, ‘each, identified market the central counterparty must

specify extreme but plausible conditions basedyat least on-

(i) a range of historicah, scenarios, sincluding periods of »extreme market movements
observed over the past 30 years, or asS long as reliable data have been available, that
would have expesed the central counterparty to greatest financial risk. If a central
counterparty decidesithat recurrence of ajhistorical instance of large price movements
IS not plausible,hit must justify its omissien from the framework to the registrar; and

(i) "a range of potential future 'scenarios, founded on consistent assumptions regarding
market,volatility and price correlation across markets and securities, drawing on both
guantitative, and qualitative assessments of potential market conditions;

consider, quantitatively and qualitatively, the extent to which extreme price movements

could occur in multiple identified markets simultaneously; and

recognise that historical price correlations may breakdown in extreme but plausible market

conditions.

(6) A central counterparty must at least annually, and more frequently when market

developments or material changes to the set of contracts cleared by the central counterparty may

dictate an adjustment to the scenarios, in consultation with the risk committee,-

(@)

(b)

review the framework to test its robustness and its ability to reflect market movements, and
the review must be discussed by the risk committee and reported to the controlling body;
ensure that the review takes into account all relevant market developments and the scale

and concentration of clearing member exposures;
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(©)

(d)

52.

)

(b)

(©)

(d)

(e)

@)

(b)
(©)

(d)

own

review the set of historical and hypothetical scenarios used by a central counterparty to
identify extreme but plausible market conditions; and

must report material changes to the framework to the controlling body and the registrar.

Default waterfall
(1) A central counterparty must ensure that —
it uses the margins posted by a defaulting clearing member prior to other financial resources
in covering losses;
where the margins posted by the defaulting clearing member are not sufficient to cover the
losses incurred by the central counterparty, it uses¢dthe default fund contribution of the
defaulting member to cover those losses;
it uses dedicated own resources before using the‘default fund contributions of non-defaulting
clearing members;
it does not use the margins posted by nan-defaulting clearing members to cover the losses
resulting from the default of another clearing member; and
it uses contributions to the defadlt fund of the non-défaulting clearing members and any other
financial resources referred to in ‘Regulation 51 only“after having exhausted the contributions
of the defaulting clearing member.
(2) A central counterparty -
must keep, and indicate separately in its balance sheet, an additional amount of dedicated
own resources for theypurpose set out in“sub-regulation (1)(c), which amount must be at
least equaliton25 per cent of the minimum capital, including retained earnings and reserves,
helddh accordance with Regulation 34;
must review the amount referredto in sub-regulation (a) on a yearly basis;
must, where, it has established mare, than one default fund for the different classes of
securities it clears,-

(i) allocate theytotal dedicated own resources calculated under sub-regulation (a) to

each of the defadlt funds in proportion to the size of each default fund, and
(i) account separately in its balance sheet the resources so allocated and used for defaults
arising in the different market segments to which the default funds refer to;

may not use resources other than capital, including retained earnings and reserves, as
referred to in Regulation 34 to comply with the requirement under sub-regulation (a).

(3) A central counterparty must immediately inform the registrar if the amount of dedicated

resources held falls below the amount required by sub-regulation (a), together with the

reasons for the breach and a comprehensive description in writing of the measures and the

timetable for the replenishment of such amount.
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(4) Where a subsequent default of one or more clearing members occurs before the

central counterparty has reinstated the dedicated own resources, only the residual amount of the

allocated dedicated own resources must be used for the purpose of Regulation 51(1)(a).

(5) A central counterparty must reinstate the dedicated own resource at least within one

month from the notification under sub-regulation (3) and if not set out a plan to the registrar how to

rectify.

53.

Liquidity risk controls

A central counterparty-

@)

(b)

(©)

(d)

(e)

must have a framework to manage its liquidity risks posed by its clearing members,
settlement banks, nostro agents, custodian banks, liquidity. providers, and other entities;

must have effective operational and analytical precedures_to, identify, measure, and monitor
its settlement and funding flows on an ongeing and timely basisyincluding its use of intraday
liquidity;

must maintain sufficient liquid resources in all relevantdCurrencies to“settle securities-related
payments, make required variation, margin payments, and meet other payment obligations
on time with a high degree of confidence under a wide range of potential stress scenarios
that must include, the default of the clearing member and,its affiliates that would generate
the largest aggregate payment obligation to theccentral counterparty in extreme but plausible
market conditions;

must, where it is invalved in activities with'@a more complex risk profile or that is systemically
importantginmuitiple jurisdietions, consider maintaining additional liquidity resources sufficient
to cover a wider range of petential stress seenarios that must include, the default of the two
clearingymembers and their affiliates that would generate the largest aggregate payment
obligationto'the central counterpartydimextreme but plausible market conditions;

must, to meet its minimum liquid resource requirement, ensure that its qualifying
liquid resources in.each currency include-

(i)  cash at the centralank of issue and at creditworthy commercial banks,

(i)  committed lines of credit,

(i)  committed foreign exchange swaps,

(iv) committed repos,

(v) highly marketable collateral held in custody;

(vi) investments; and

(vii) prearranged and highly reliable funding arrangements

that are readily available and where applicable convertible into cash; even in extreme but

plausible market conditions.
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(f)

()]

(h)

(i)

()

(k)

o

(m)

(n)

(0)

where it has access to routine credit at the central bank of issue, may count such access as
part of the minimum requirement to the extent it has collateral that is eligible for pledging
to, or for conducting other appropriate forms of transactions with, its central bank;
may supplement its qualifying liquid resources with other forms of liquid resources, which
must be in the form of assets that are likely to be saleable or acceptable as collateral for lines
of credit, swaps, or repos on an ad hoc basis following a default, even if this cannot be
reliably prearranged or guaranteed in extreme market conditions;
where it does not have access to routine central bank credit, it must still take account of what
collateral is typically accepted by the relevant central bank, as such assets may be more
likely to be liquid in stressed circumstances;
must not assume the availability of emergency central bank credit as a part of its liquidity
plan;
must obtain a high degree of confidence, through rigorous due diligence, that each provider
of its minimum required qualifying liquid resources, whether “a €learing member of the
central counterparty or an external party, has)sufficiehtyinformation to, understand and to
manage its associated liquidityfrisks, and that™it 'has the capacity to perform as required
under its commitment; provided \thatwwhere relevant to assess a liquidity provider's
performance reliability with respect te a partieular curreney, a liquidity provider’s potential
access to credit fromdthe central bank of issue may be,taken‘into account;

with access to central bankiaccounts, ‘payment services, or securities services must use

these services, where practical, to enhance'its, management of liquidity risk;

must determine,the amountfand regularly test the sufficiency of its liquid resources through

rigor@us stress testing;

must ‘have clear procedures to“report the results of its stress tests to appropriate decision

makers atthe central counterparty ‘and, to use these results to evaluate the adequacy of and

adjust its liquidity, risk- management framework;

must establish explicit rules and procedures that enable the central counterparty to effect

same-day and, where appropriate, intraday and multiday settlement of payment obligations on

time following any individual or combined default among its clearing members, which must -

()  address unforeseen and potentially uncovered liquidity shortfalls;

(i) aim to avoid unwinding, revoking, or delaying the same-day settlement of payment
obligations;

(i) indicate the central counterparty’s process to replenish any liquidity resources it may
employ during a stress event, so that it can continue to operate in a safe and sound
manner.

must document its supporting rationale for, and must have appropriate governance

arrangements relating to, the amount and form of total liquid resources it maintains;
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@)

(b)

(c)

P

must ensure that —

() itatall times has access to adequate liquidity to perform its services and activities;

(i) it obtains the necessary credit lines or similar arrangements to cover its liquidity needs in
case the financial resources at its disposal are not immediately available;

(i) a clearing member, parent undertaking or subsidiary of that clearing member together
must not provide more than 25 per cent of the credit lines needed by the central
counterparty; and

(iv) it on a daily basis measures its potential liquidity needs, taking into account the liquidity
risk generated by the default of at least the two clearing members to which it has the
largest exposures.

53.1 Assessment of liquidity risk

@)

(b)

(1) A central counterparty must-

establish a liquidity risk management framework which must include effective operational

and analytical procedure to, identify, measure and monitonits settlementiand funding flows on

an on-going and timely basis, in€luding its use ofintraday liquidity; and

regularly assess the design and aperation, of the liquidity management framework, including

considering the results of the stressests.

(2) A central counterparty’saliquidity risk management framework must-

ensure with a high level of confidence that.the central eounterparty is able to effect payment

and settlement obligations in all relevant eurrencies as they fall due, including where

appropriaterintraday;

include the assessment of its potential future,liquidity needs under a wide range of potential

stressiseenarios, whichymust include the default of clearing members from the date of a

default untilhthe end of a“liquidation period and the liquidity risk generated by its investment

policy and procedures in extreme but plausible market conditions;

include a liquidity. plan which is documented and retained and approved by the controlling

body after consulting ‘the risk committee and must include the central counterparty’s

procedures for:

() managing and monitoring, at least on a daily basis, its liquidity needs across a
range of market scenarios;

(i)  maintaining sufficient liquid financial resources to cover its liquidity needs and
distinguish among the use of the different types of liquid resources;

(i) the daily assessment and valuation of the liquid assets available to the central
counterparty and its liquidity needs;

(iv) identifying sources of liquidity risk;
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(d)

(v) assessing timescales over which the central counterparty's liquid financial resources

should be available;

(vi) considering potential liquidity needs stemming from clearing members ability to swap

cash for non-cash collateral;

(vii) the processes in the event of liquidity shortfalls;

(viii) the replenishment of any liquid financial resources it may employ during a stress event;

address the liquidity needs stemming from the central counterparty’s relationships with any

entity towards which the central counterparty has a liquidity exposure including:

(i)  settlement banks;

(i)  payment systems;

(i)  securities settlement systems;

(iv) nostro agents;

(v)  custodian banks;

(vi) liquidity providers;

(vii) interoperable central counterparties;

(viii) service providers.

(3) A central counterparty must assessythe liquidity risk it faces including where the central
counterparty or its clearing members cannot settle their payment, obligations when due as part of
the clearing or settlementdprocess, taking also into account the iavestment activity of the central
counterparty.

(4) A central counterparty must take iate account any interdependencies across the
entities listed dn@sub-regulation (d) and, multiple, relationships that an entity listed in sub-
regulationd(d) may have with a central counterparty.in its liquidity risk management framework.

(5) A eentral counterparty must establish a daily report on the needs and resources under
sub-regulations (e)(i) to (iii) and asquarterlyxeport on its liquidity plan under sub-regulations (c)(iv)
to (h), which must he'documented and retained in accordance with Regulation 58.

53.2 Accessto liquidity

A central counterparty must-

(@) maintain, in each relevant currency, the following liquid resources commensurate with its
liquidity requirements, defined in accordance with sub-regulation (p) and Regulation 53.1(1)
(i) cash deposited at a central bank of issue;
(i) cash deposited at authorised credit institutions;
(i) committed lines of credit or equivalent arrangements with non-defaulting clearing

members;

(iv) committed repurchase agreements;
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(b)

(€)

(d)

(e)

()

@

(h)

(v) highly marketable securities and that the central counterparty can demonstrate are
readily available and convertible into cash on a same-day basis using prearranged
and highly reliable funding arrangements, including in stressed market conditions.
have regard to the currencies in which its liabilities are denominated and must take into
account the potential effect of stressed conditions on its ability to access foreign exchange
markets in a manner consistent with the securities settlement cycles of foreign exchange and
securities settlement systems;
ensure that committed lines of credit that are provided against collateral provided by clearing
members are not be double counted as liquid resources;
take action to monitor and control the concentration of liquidity risk exposures to individual
liquidity providers;
obtain a high degree of confidence through*rigorous due diligence that its liquidity
providers have enough capacity to perform according to the liquidity arrangements;
periodically test its procedures to access. pre-arranged funding rarrangements, including
methods such as drawing down test amounts of the cemmercial lines of, credit, to check the
speed of access to the resources and reliability of\procedures;
have detailed procedures within its liquidity plan for using its liquid financial resources to fulfil
its payment obligations during a liquidity shortfall, which“must
(i) clearly state when certain resources should be used:;
(i)  describe how to-

(aa) access cash deposits or overnightiinvestments of cash deposits;

(bb)sexecute same-day marketitransactions; or

(cc) draw on prearranged liquidity“lines;
(i) “hewegularly tested.
establish “anyadequate plan,for the renewal of funding arrangements in advance of their

expiration.

53.3 Concentration risk

A central counterparty must-

(@)

(b)

(©)

54.

closely monitor and control the concentration of its liquidity risk exposure, including its
exposures to the entities listed in sub-regulation (26) and to entities in the same group

must in its liquidity risk management framework include the application of exposure and
concentration limits;

define processes and procedures for breaches of concentration limits.

Collateral requirements

(1) When determining collateral , a central counterparty must —
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(@)

(b)

(©)

(d)

(e)

(f)

@)

(b)
(©)
(d)
(e)
(f)

that —
(a)
(b)

accept highly liquid collateral with minimal credit and market risk to cover its initial and

ongoing exposure to its clearing members;

be confident of the collateral’s value in the event of liquidation and of its capacity to use

that collateral quickly, especially in stressed market conditions;

avoid concentrated holdings of certain assets where this would significantly impair the ability

to liquidate such assets quickly without significant adverse price effects.

take into account the liquidity risk following the default of a market participant and the

concentration risk on certain assets that may result in establishing the acceptable collateral

and the relevant haircuts;

apply adequate haircuts to asset values that reflect thegpotential for their value to decline over

the interval between their last revaluation and the time, by which they can reasonably be

assumed to be liquidate;

where it accepts cross-border collateral —

()  have appropriate legal and operational safeguards to ensure that it can use the cross-
border collateral in a timely manner;

(i)  consider foreign-exchange'risk where collateral is denominated in“a currency different
from that in which the exposure-arises, and set‘haircuts to address the additional risk to
a high level of confidence;

(ii)  identify and address any significantliquidity effeets;

(iv) mitigate the risks associated with its use and ensure that the collateral can be used in a
timely manner;

(v) havewthepcapacity. todaddress wpotential operational challenges of operating across
borders, such as,differenees in time'zones or operating hours.

(2) A central counterparty may.aecept the following instruments as collateral-

Sovereignbonds of the following countries: Australia, Austria, Belgium, Canada, Denmark,

Finland, FraneeGermany, Italy, Japan, Luxembourg, the Netherlands, Norway, Spain,

Sweden and the UK;

Land Bank bills;

Separate Trading of Registered Interest and Principal of Securities (STRIPS);

debentures issued by the South African Reserve Bank;

Treasury bills; and

Cash of the following currencies: Rand, dollars, sterling and euros.

(3) A central counterparty must establish and implement a collateral management system

is well-designed and operationally flexible;

accommodates changes in the ongoing monitoring and management of collateral,
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(©)

(d)
(e)

allows for the timely calculation and execution of margin calls, the management of margin call
disputes, and the accurate daily reporting of levels of initial and variation margin;

tracks the extent of reuse of collateral, both cash and non-cash;

has functionality to accommodate the timely deposit, withdrawal, substitution, and liquidation
of collateral.

(4) A central counterparty must establish and implement transparent and predictable

policies and procedures to assess and continuously monitor the liquidity of assets accepted as

collateral and take remedial action where appropriate.

(5) A central counterparty must review its eligible asset policies and procedures at least

annually; such a review must also be carried out whengver a material change occurs that

affects the central counterparty’s risk exposure.

54.1 Haircuts

(1) A central counterparty that accepts eollateral with credit, liquidity, and market risks

above minimum levels must demonstrate that it sets. @and enforces appropriately,conservative

haircuts and concentration limits.

(@)

(b)

(©)

(@)

(b)

(©)

(2) A central counterparty must ensure that the haircuts-

reflect the potential for asset values and liquidityyto decline over the interval between their last

revaluation and the time by'which a central counterparty can‘reasonably assume that the

assets can be ligtidated;

incorporate assumptions about'collateral value during stressed market conditions and reflect

regular stressitesting that takes into account'extreme price moves, as well as changes in

market liquidity forthe,asset; and

are calibrated to include periods‘ohstressed market conditions, to the extent practicable and

prudent intorder to reduce the need fer procyclical adjustments.

(2) A central ceunterparty' must -

establish and implement pglicies and procedures to determine prudent haircuts to apply to

collateral value;

demonstrate to the registrar that haircuts are calculated in a conservative manner to limit as

far as possible procyclical effects;

for each collateral asset, determine the haircut taking in consideration the relevant criteria,

including-

(i) the type of asset and level of credit risk associated with the financial instrument
based upon internal assessment by the central counterparty;

(i)  the maturity of the asset;

(i)  the historical and hypothetical future price volatility of the asset in stressed market

conditions;
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(iv) the liquidity of the underlying market, including bid/ask spreads;
(v) the foreign exchange risk, if any;
(vi) wrong-way risk; and
(vii) the need for the collateral to be liquidated in stressed market conditions and take into
account the time required to liquidate it.
(d) monitor on a regular basis the adequacy of the haircuts;
(e) review the haircut policies and procedures at least annually and whenever a material
change occurs that affects the central counterparty risk exposure;
4) ensure that haircut policies and procedures are independently validated at least annually.

54.2 Concentration limits

(1) A central counterparty must establish and,implement pelicies and procedures to ensure
that the collateral remains sufficiently diversified to allow its liquidation within a defined holding
period without a significant market impact.

(2) The policies and the procedures must determiné the risk mitigation measures to be
applied when the concentration limits speeified in sub-regulation (3) are exceeded.

(3) A central counterparty must'determine concentration limits at the level of:

(a) individual issuers;

(b)  type of issuer;

(c) type of asset;

(d)  each clearing member;

(e) all clearing'members.

(4) 4Concentration limits must,be determined in a conservative manner taking into account
all relevant'eriteria, including:

(@) securities issued by issuers of ‘the, same type in terms of economic sector, activity,
geographic region;

(b) the level of credit risk of the securities or of the issuer based upon an internal assessment
by the central counterparty, which assessment must employ a defined and objective
methodology that must not fully rely on external opinions;

(©) the liquidity and the price volatility of the securities.

(5) When determining the concentration limit for a central counterparty’s exposure to an
individual issuer, a central counterparty must aggregate and treat as a single risk its exposure to
all securities issued by the issuer or by a group entity, explicitly guaranteed by the issuer or by a
group entity, and to securities issued by undertakings whose exclusive purpose is to own means of
production that are essential for the issuer’s business.

(6) A central counterparty must —

(a) monitor the adequacy of its concentration limit policies and procedures on a regular basis;
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(b) review its concentration limit policy and procedure at least annually and whenever a material
change occurs that affects the risk exposure of the central counterparty;

(c) inform the registrar and the clearing members of the applicable concentration limits and of
any amendment to these limits.

(d) if it materially breaches a concentration limit set out in its policies and procedures, inform

the registrar immmediately and rectify the breach as soon as possible.

54.3 Re-use of collateral collected as initial margin

A central counterparty —

(a) may only re-use the collateral collected as initial margin with the consent of the client;

(b) must only re-use the collateral once;

(c) must have rules regarding the use of collateral,"which rules must clearly specify when the
central counterparty may re-use the collatéral, segregation of the collateral and the process
of returning the collateral.

54.4 Valuing collateral
(1) A central counterparty establish‘andhimplement'policies and procedures to —
€) must mark-to-market its collateral on'a near toyeal time basis; and
(b) monitor on a near0 real time basis‘the credit quality, market liquidity and price volatility of
each asset accepted as collateral.
(2) (a) A central counterparty must review,on a regular basis, and at least annually, the
adequacy of itsgvaluation policiesiand procedures.
(b) Such review must,also hecarried out whenever a material change occurs that affects

the central counterparty’s risk_ exposure:

55. Investment policy
(1) A central counterparty’s investment strategy must-
(@) be consistent with its‘overall risk-management strategy;
(b) fully disclosed to its clearing members;
(c) be disclosed to the registrar., and.
(2) A central counterparty must invest its financial resources only in cash or in highly liquid
securities with minimal market and credit risk.
(3) The amount of capital, including retained earnings and reserves of a central
counterparty which are not invested in accordance with sub-regulation (1), may not be taken into
account for the purposes of Regulation 34 or Regulation 52(1)(c).

(4) Securities posted as margins or as default fund contributions must be deposited -
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(@)

(b)

(@)

(b)
(©)

with operators of securities settlement systems that ensure the full protection of those
securities; or

through other highly secure arrangements with authorised financial institutions.

(5) Cash deposits posted as margin or as default fund contributions must be held through-
highly secure arrangements with authorised financial institutions;

the use of the standing deposit facilities of central banks;

other comparable means provided for by central banks.

(6) Where a central counterparty deposits assets referred to in sub-regulations (5) and (6)

with a third party, it must ensure that the assets belonging to the clearing members are identifiable

separately from the assets belonging to the central counterparty and from assets belonging to that

third party by means of differently titled accounts on the boeks of the third party or any other

equivalent measures that achieve the same level of protection.

(7) A central counterparty must have prompt access to the securities when required.
(8) A central counterparty must take“into account its overall eredit risk exposures to

individual (debtors) obligors in making its investment decisions and must ensure that its overall risk

exposure to any individual (debtors) opliger remains within‘acceptable concentration limits.

56.

@)

(b)

(©)

(d)

(e)

Review of models, stress testing and back testing
(1) A central countérpartysmust —
regularly review the models“and parameters adopted to ealculate its margin requirements,
default fund contributions, collateral requirements and other risk control mechanisms;
subject thesmodels to rigoreds and freguent stress tests to assess their resilience in extreme
but plausible market eonditions, and must perform back tests to assess the reliability of the
methodology adopted,;
regularly test,the key aspects, of its default procedures and take all reasonable steps to ensure
that all clearinghsmembers understand them and have appropriate arrangements in place to
respond to a defaultevent;
publicly disclose key“infermation on its risk-management model and assumptions adopted to
perform the stress tests referred to in sub-regulation (b); and.
in conducting stress testing, consider a wide range of relevant scenarios, which must-
(i)  include-

(aa) relevant peak historic price volatilities;

(bb) shifts in other market factors such as price determinants and yield curves;

(cc) multiple defaults over various time horizons, simultaneous pressures in funding

and asset markets; and
(dd) a spectrum of forward-looking stress scenarios in a variety of extreme but

plausible market conditions;
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(i)  take into account the design and operation of the central counterparty;
(i) include all entities that might pose material liquidity risks to the central counterparty;
and

(iv) where appropriate, cover a multiday period.

56.1 Model Validation
(1) (a) A central counterparty must conduct a comprehensive validation of its models,
their methodologies and liquidity risk management framework used to quantify, aggregate, and
manage its risks
(b) Any material revisions or adjustments to itsfmodels, their methodologies and
liquidity risk framework must be subject to appropriate,governance, including seeking
advice from the risk committee, and validated by a 'qualified,and independent party prior
to application.
2) (a) A central counterparty’s validation. process must be decumented and specify the
policies used to test the central counterparty’s margin, default fund and other financial resources
methodologies and framework for €aleulation.
(b) Any material revisions or adjustments tonthe polices referred to in sub-regulation (a) must be
subject to appropriate governance, including, seekingyadvice framithe risk committee, and validated
by a qualified and independent party prior to application
(3) A compreheénsive validation must include-
(&) an evaluation of the“eonceptual soundness of the models, methodologies and frameworks,
includingsdévelepmental'supporting evidence;
(b) a review of the on-going monitoring procedures, including verification of processes and
benchmarking;
(c) a review of the parameters and assumptions made in the development of its models, their
methodologies and the framework;
(d) a review of the ‘adeguacy and appropriateness of the models, their methodologies and
framework adopted in‘respect of the type of contracts they apply to;
(e) a review of the appropriateness of its stress testing scenarios in accordance with these
Regulations and
() an analysis of the outcomes of testing results.
(4) A central counterparty must establish the criteria against which it assesses whether its
models, their methodologies and liquidity risk management framework can be successfully
validated, which must include successful testing results.

(5) Where pricing data is not readily available or reliable-
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(@)

(b)

)

(b)

a central counterparty must address such pricing limitations and adopt conservative
assumptions based on observed correlated or related markets and current behaviours of the
market; and

the systems and valuation models used for this purpose must be subject to appropriate
governance, including seeking advice from the risk committee, and validation and testing.
(6) A central counterparty must-

have its valuation models validated under a variety of market scenarios by a qualified and
independent party to ensure that its models accurately produces appropriate prices, and
where appropriate, it must adjust its calculation of initial margins to reflect any identified
model risk;

regularly conduct an assessment of the theoretical and, empirical properties of its margin
model for all the securities that it clears.

56.2 Testing programmes

A central counterparty must have policies and procedures in_place that-

(@)

(b)

(©)

detail the stress and back testing programmes it undertakes to assess the appropriateness,
accuracy, reliability and resilience of the models and‘their methodologies used to calculate its
risk control mechanisms includingtmargin, default fund eontributions, and other financial
resources in a wide range ofimarket conditions;

detail the stress ¢esting programme it undertakes to assess the appropriateness, accuracy,
reliability and resilience,of the liquidity riskimanagement framework;

contain _methodelogies forythe inclusien of the selection and development of appropriate
testing, including portiolio andymarket data selection, the regularity of the tests, the specific
risk characteristics of ‘the, securities cleared, the analysis of testing results and exceptions

and the relevant corrective measures needed.

56.3 Back testing

A central counterparty musts

(a)

(b)

(©)

assess its margin coverage by performing an ex-post comparison of observed outcomes with
expected outcomes derived from the use of margin models;

ensure that such back testing analysis be performed each day in order to evaluate whether
there are any testing exceptions to margin coverage;

ensure that the margin coverage referred to in sub-regulation (a) be evaluated
on current positions for securities, clearing members and take into account possible effects

from portfolio margining and, where appropriate, interoperable central counterparties;
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(d)

(e)

(f)

(9)

(h)

(i)

(),

consider the appropriate historical time horizons for its back testing programme to ensure

that the observation window used is sufficient enough to mitigate any detrimental effect on the

statistical significance;

consider in its back testing programme, at least, clear statistical tests, and performance

criteria to be defined by central counterparties for the assessment of back testing results;

periodically report its back testing results and analysis in a form that does not breach

confidentiality to the risk committee in order to seek its advice in the review of its margin

model;

ensure that the back testing results and analysis are made available to all clearing

members and, where known to the central counterparty, clients;

ensure that for all other clients back testing results andyanalysis are made available by the

relevant clearing members on request;

ensure that-

(i) the information referred to in sub-regulation (h) is available‘intaggregated form;

(i)  the information referred to in sub-regulatien (h) does not breach cenfidentiality; and

(i) clearing members and clients, only have ‘access to detailed back‘testing results and
analysis for their own portfolios;

define the procedures to detail the actions ithcould take \given the results of back testing

analysis.

56.4 Sensitivity testing andyanalysis

A central counterparty,must-

@)

(b)

(©)

(d)

(e)

conduct sensitivity. tests and analysis to. assess the coverage of its margin model under
various market conditions,using-historical data from realised stressed market conditions and
hypothetical'data for unrealised stressed market conditions;

use a wide range of parameters and assumptions to capture a variety of historical and
hypothetical conditions, including the most-volatile periods that have been experienced by the
markets it serves andyextreme changes in the correlations between prices of contracts
cleared by the central counterparty, in order to understand how the level of margin
coverage might be affected by highly stressed market conditions and changes in important
model parameters;

ensure that the sensitivity analysis be performed on a number of actual and representative
clearing member portfolios;

ensure that the representative portfolios be chosen based on their sensitivity to the material
risk factors and correlations to which the central counterparty is exposed;

ensure that the sensitivity testing and analysis are designed to test the key parameters

and assumptions of the initial margin model at a number of confidence intervals to
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(f)

()]

(h)

(i)

()

(k)

56.5

determine the sensitivity of the system to errors in the calibration of such parameters and
assumptions;

ensure that appropriate consideration is given to the term structure of the risk factors, and the
assumed correlation between risk factors;

evaluate the potential losses in clearing member positions;

where applicable, consider parameters reflective of the simultaneous default of clearing
members that issue securities cleared by the central counterparty or the underlying of
derivatives cleared by the central counterparty;

where applicable, consider the effects of a client's default that issues securities
cleared by the central counterparty or the underlyingfof derivatives cleared by the central
counterparty;

periodically report its sensitivity testing results,and analysisyin a form that does not breach
confidentiality to the risk committee in ordér to seek its advice,in the review of its margin
model;

define the procedures to detail the actions it'could takefgiven the results,of sensitivity testing

analysis.

Stress testing

(1) A central countefparty’systress testssmust applystressed parameters, assumptions, and

scenarios to the models used for the estimation of risk exposures to make sure its financial

resources are sufficient to‘cover those exposures'under extreme but plausible market conditions.

@)

(b)

(@)

(b)
(©)

(2) A centrabcounterparty’s,Stress testing programme must-

require the central counterparty to conductya range of stress tests on a regular basis that
must ‘consider the central counterparty’s product mix and all elements of its models and
their methodologies and its liquidity fisk management framework;

prescribe that stress tests \are performed, using defined stress testing scenarios, on both
past and hypothetical extreme but plausible market conditions in accordance with these
Regulations, provided that past conditions to be used must be reviewed and adjusted,
where appropriate.

(3) A central counterparty must-

consider other forms of appropriate stress testing scenarios including, the technical or
financial failure of its settlement banks, nostro agents, custodian banks, liquidity providers, or
interoperable central counterparties;

have the capacity to adapt its stress tests quickly to incorporate new or emerging risks;
consider the potential losses arising from the default of a client, where known, which clears

through multiple clearing members;
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(d)

(e)

(f)

(9)

(h)

(i)

periodically report its stress testing results and analysis in a form that does not breach
confidentiality to the risk committee in order to seek its advice in the review of its models,
its methodologies and its liquidity risk management framework;

ensure that stress testing results and analysis are made available to all clearing members
and, where known to the central counterparty, clients;

ensure that for all other clients, stress testing results and analysis must be made
available by the relevant clearing members on request;

ensure that the information referred to in sub-regulation (e) is available in aggregated form
and does not breach confidentiality;

ensure that clearing members and clients only have agcess to detailed stress testing results
and analysis for their own portfolios;

define the procedures to detail the actions it could take“given the results of stress testing
analysis.

56.5.1 Stress testing - Risk factors to test

(1) A central counterparty mustiidentify, and ‘have an appropriate method for measuring,

relevant risk factors specific to the contracts it'clears that could affect its losses.

2) A central counterparty’s stressitests mustitake intotaccount risk factors specified for the

following type of securitiesfwhereiapplicable-

@)

(b)

(©)

factors for interest rate related contracts are:

(i) risk factors corresponding to interestyrates in each currency in which the central
counterpaity clears securities;

(i) «the yield curvesmodelling must be divided into various maturity segments in order to
capture variation‘in the volatility of rates along the yield curve;

(i)  the“number of relatedrisk factors must depend on the complexity of the interest rate
contracts cleared by the central counterparty;

(iv) basis risk, arising from less than perfectly correlated movements between government
and other fixed-income interest rates, must be captured separately;

exchange rate related contracts: risk factors corresponding to each foreign currency in which

the central counterparty clears securities and to the exchange rate between the currency in

which margin calls are made and the currency in which the central counterparty clears

securities;

equity related contracts: risk factors corresponding to the volatility of individual equity issues

for each of the markets cleared by the central counterparty and to the volatility of various

sectors of the overall equity market. The sophistication and nature of the modelling technique

for a given market must correspond to the central counterparty’s exposure to the overall

market as well as its concentration in individual equity issues in that market;
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(d)

(e)

commodity contracts: risk factors that take into account the different categories and sub-
categories of commodity contracts and related derivatives cleared by the central
counterparty, including, where appropriate, variations in the convenience yield between
derivatives positions and cash positions in the commodity;

credit related contracts: risk factors that consider jump to default risk, including the
cumulative risk arising from multiple defaults, basis risk and recovery rate volatility.

(3) A central counterparty must also, at least, give appropriate consideration to the following

in its stress tests-

(a) correlations, including those between identified risk factors and similar contracts cleared by
the central counterparty;

(b) factors corresponding to the implied and historical velatility,of the contract being cleared,;

(c) specific characteristics of any new contracts to be cleared by the central counterparty;

(d) concentration risk, including to a clearing member, and group entities of clearing members;

(e) interdependencies and multiple relationships;

(f)  relevant risks including foreign exchange risk;

(g) setexposure limits;

(h)  wrong-way risk.

56.5.2 Stress testingé totalfinancial resources
(1) A central counterparty’s stress-testing programme must-

(@) ensure that its combination fof margin, \ default fund contributions and other financial
resourcesraressufficient t0 eover the default of at least the two clearing members to which it
has the largest exposures under. extreme bubtplausible market conditions;

(b) examineypotential losses resultingyfrom the default of entities in the same group as the two
clearing members to which it has the largest exposures under extreme but plausible market
conditions;

(c) ensure that its margins and default fund are sufficient to cover at least the default of the
clearing member to ‘which it has the largest exposures or of the second and third largest
clearing members, if the sum of their exposures is larger in accordance with Regulation 41.
(2) A central counterparty must-

(@) conduct a thorough analysis of the potential losses it could suffer and must evaluate the
potential losses in clearing member positions, including the risk that liquidating such positions
could have an impact on the market and the central counterparty’s level of margin
coverage;

(b) where applicable, consider in its stress tests, the effects of the default of a clearing member

that issues securities cleared by the central counterparty or the underlying of derivatives

cleared by the central counterparty;
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(c) where applicable, consider the effects of a client’'s default that issues securities cleared by
the central counterparty or the underlying of derivatives cleared by the central counterparty;
(3) A central counterparty’s stress tests must consider the liquidation period as outlined in

Regulation 48.5.

56.5.3 Stress testing — liquid financial resources

(1) A central counterparty’s stress-testing programme of its liquid financial resources must
ensure that they are sufficient in accordance with the requirements laid down in Regulation 56.

(2) A central counterparty must have-

(@) clear and transparent rules and procedures to address insufficient liquid financial resources
highlighted by its stress tests to ensure settlement of payments obligations;

(b) clear procedures for using the results and analysis of its'stress tests to evaluate and adjust
the adequacy of its liquidity risk management framework and liquidity providers.

(3) (@ The stress testing scenarios used in the stress“testing of liquid financial
resources must consider the design and operationyof theg€entral counterparty, and include all
entities that might pose material liquidity risk to it.

(b)Such stress tests must also considerany strong linkages or similar exposures between
its clearing members, including other entities that are part of the same group, and assess the
probability of multiple defaults and the contagion effect among its’clearing m embers that such

defaults may cause.

56.6. Maintainingsufficient coverage

A central counterparty must—

(a) establish, and maintain procedures to recognise changes in market conditions, including
increasestiniwolatility or reductions in the liquidity of the securities it clears, so as to promptly
adapt calculation of its margin requirement to appropriately account for new market
conditions;

(b) conduct tests on its haircuts in order to ensure collateral can be liquidated at least at its hair-
cutted value in observed and extreme but plausible market conditions;

(c) if a central counterparty collects margin at a portfolio, as opposed to product level,
continuously review and test offsets among products;

(d) Dbase the offsets referred to in sub-regulation (c) on prudent and economically meaningful
methodology that reflects the degree of price dependence between the products; and

(e) in particular test how correlations perform during periods of actual and hypothetical severe

market conditions.

56.7 Review of models using test results
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(@)

(b)

(©)
(d)

(e)
(f)

@

(h)

(i

(1) A central counterparty must-

have clear procedures to determine the amount of additional margin it may need to collect,
including on an intraday basis, and to recalibrate its margin model where back testing
indicates that the model did not perform as expected with the result that it does not identify
the appropriate amount of initial margin necessary to achieve the intended level of confidence;
where it has determined that it is necessary to call additional margin, do so by the next
margin call;

evaluate the source of testing exceptions highlighted by its back tests;

depending on the source of exceptions, determine whether a fundamental change to the
margin model, or to the models that input into it, is réquired and whether the recalibration
of current parameters is necessary;

evaluate the sources of testing exceptions highlighted by its Stress tests;

determine whether a fundamental change4o its models, their methodologies or its liquidity
risk management framework is required or if the recalibration®of, current parameters or
assumptions is necessary, on the basis of the'sources offeéxceptions;

where the results of the tests show,an insufficient coverage of margin, default fund or other
financial resources, increase overall coverage of its financial resources to an acceptable level
by the next margin call;

where the results offthe tests show insufficient liquid, financial resources, increase its liquid
financial resources to an acceptable level as‘soon as is‘practicable; and

in reviewing its models, their methodologiesyand the liquidity risk management framework,
monitor _thefrequency “ofyreoccurring, testing\exceptions to identify and resolve issues

apprepriately and witheut undue delay.

56.8 Reverse stress tests

A central counterpartyymust-

(@)

(b)

(©)

conduct reverse stress tests which are designed to identify under which market conditions the
combination of its margin, default fund and other financial resources may provide insufficient
coverage of credit exposures and for which its liquid financial resources may be
insufficient;

when conducting reverse stress tests, model extreme market conditions that go beyond
what are considered plausible market conditions, in order to help determine the limits of its
models, its liquidity risk management framework, its financial resources and its liquid financial
resources;

develop reverse stress tests tailored to the specific risks of the markets and of the

contracts that it provides clearing services for;
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(d)

(e)

use the conditions identified and the results and analysis of its reverse stress tests to help in
identifying extreme but plausible scenarios in accordance with Regulation 50; and
periodically report its reverse stress testing results and analysis in a form that does not breach

confidentiality to the risk committee in order to seek their advice in its review.

56.9 Testing default procedures

A central counterparty must-

)
(b)
(©)

(d)

test and review its default procedures to ensure they are both practical and effective;

perform simulation exercises as part of the testing of its default procedures;

following testing of its default procedures, identify any uncertainties and appropriately adapt its
procedures to mitigate such uncertainty;

through conducting simulation exercises, .verify that all clearing members, where
appropriate, clients and other relevant parties including, interoperable central
counterparties and any related service providers, are duly “informed and know the

procedures involved in a default scenario.

56.10Frequency

@)

(b)

@)

(b)

(©)

(d)

(1) A central counterparty must analyse andmonitor-

its model performan€e and,financial tesources coverage in the event of defaults by back
testing margin coverage at least daily ‘and conducting at least daily stress testing using
standard and predetermined parameters and assumptions;

its liquidityrisk,, management framework by conducting monthly stress tests of its liquid
finaneial resources.

(2) A eentral counterparty must-

conduct a‘detailed thorough analysis of testing results at least on a monthly basis in order to
ensure its stress testing ‘scenarios, models and liquidity risk management framework,
underlying parameters and assumptions are correct;

ensure that the analysis referred to in sub-regulation (a) is conducted more frequently in
stressed market conditions, including when the securities cleared or markets served in
general display high volatility, become less liquid, or when the size or concentrations of
positions held by its clearing members increase significantly or when it is anticipated that a
central counterparty will encounter stressed market conditions;

ensure that a sensitivity analysis be conducted at least monthly, using the results of
sensitivity tests;

ensure that the sensitivity analysis referred to in sub-regulation (c) be conducted more
frequently when markets are unusually volatile or less liquid or when the size or concentrations

of positions held by its clearing members increase significantly;
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(e) test offsets among securities and how correlations perform during periods of actual and
hypothetical severe market conditions at least annually;

(f)  testits haircuts at least monthly;

(g) reverse stress tests at least quarterly.

(h) test and review its default procedures at least quarterly and perform simulation exercises at
least annually, in accordance with Regulation 56.9;

(i)  perform simulation exercises following any material change to its default procedures.

56.11Time horizons used when performing tests

(2) The time horizons used for stress tests must be defined in accordance with Regulation
48.5 and must include forward-looking extreme but plausible market conditions.

(2) The historical time horizons used for back“tests must,include data from at minimum
the most recent year or as long as a central counterparty has been clearing the relevant financial
instrument if that is less than a year.

56.12Information to be publicly disclosed
A central counterparty must publicly disclose-=
(@) the general principles underlying its \models and their‘methodologies, the nature of tests
performed, with a_high level summary of the test results and any corrective actions
undertaken;
(b) key aspects of its default procedures, including-
(i) theseircumstances’in which-action,may be taken;
(i) «who may take those actions;
(i) “theyscope of the actions which may be taken, including the treatment of both proprietary
and-client positions, funds and‘assets;
(iv) the mechanisms to address a central counterparty’s obligations to non-defaulting
clearing members;
(v) the mechanismsito help address the defaulting clearing member’s obligations to its

clients.

57. Interoperability arrangements
(1) A central counterparty may enter into an interoperability arrangement with another
central counterparty where the requirements laid down in these Regulations, are fulfilled.
(2) When establishing an interoperability arrangement with another central counterparty for
the purpose of providing services to a particular exchange, the central counterparty must have non-

discriminatory access, to-
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(a) the data that it needs for the performance of its functions from that particular exchange, to the
extent that the central counterparty complies with the operational and technical requirements
established by the exchange, and

(b) the relevant settlement system.

(3) Entering into an interoperability arrangement or accessing a data feed or a settlement
system referred to in sub-regulations (1) and (2) must be rejected or restricted, directly or indirectly,

only in order to control any risk arising from that arrangement or access.

57.1 Risk management for interoperability arrangements
(1) Central counterparties that enter into an interoperability arrangement must-

(@) put in place adequate policies, procedures and systems, to effectively identify, monitor and
manage the risks arising from the arrangement so that they,can meet their obligations in a
timely manner;

(b) agree on their respective rights and obligations, including the applicable law governing their
relationships;

(c) identify, monitor and effectively manage credit and liquidity risks so that a‘default of a clearing
member of one central counterparty.doesmot affect an interoperable central counterparty; and

(d) identify, monitor and address potential interdependences and correlations that arise from an
interoperability arrangement, that may affect eredithand liquidity risks relating to clearing
member concentfations, and poeled financial resources:

(2) For the purposesiof sub-regulation 1(h),,central counterparties must use the same rules
concerning theqmoment of entry of transter orders into, their respective systems and the moment of
irrevocability, where relevant.

(3) “Forthe purposes ofysub-regulation 1(c), the terms of the arrangement must outline the
process for managing the consequences of the default where one of the central counterparties with
which an interoperability arrangement has been concluded is in default.

(4) For the purpeses of sub-regulation 1(d), central counterparties must have controls over
the re-use of clearing members’ collateral under the arrangement, if permitted by their supervisory
authorities, which arrangement must outline how those risks have been addressed taking into
account sufficient coverage and need to limit contagion.

(5) Where the risk-management models used by the central counterparties to cover their
exposure to their clearing members or their reciprocal exposures are different, the central
counterparties must-

(a) identify those differences, and assess risks that may arise therefrom and take measures,
including securing additional financial resources, that limit the impact of the difference on the
interoperability arrangement as well as their potential consequences in terms of contagion

risks; and
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(b) ensure that these differences do not affect each central counterparty’s ability to manage the
consequences of the default of a clearing member.
(6) Any associated costs that arise from sub-regulations (1) and (5) must be borne by the
central counterparty requesting interoperability or access, unless otherwise agreed between the

parties.

57.2 Provision of margins among central counterparties

(1) A central counterparty must distinguish in accounts the assets and positions held for the
account of central counterparties with whom it has entered into an interoperability arrangement.

(2) If a central counterparty that enters into an interoperability arrangement with another
central counterparty only provides initial margins to that cemtral counterparty under a security
financial collateral arrangement, the receiving central counterpartyamust have no right of use over
the margins provided by the other central counterparty.

(3) Collateral received in the form of securities must be depesited with operators of
securities settlement systems.

(4) The assets referred to in sub=regulations (1) and (2) must be available to the receiving
central counterparty only in case of default of the central eounterparty which has provided the
collateral in the context of an interoperability\arrangement.

(5 In case of default of the central counterparty which has received the collateral in the
context of an interoperability arrangement, the ceollateral referred to in sub-regulations (1) and (2)

must be readily returned to'the providing central counterparty.

57.3 Approval of interoperability arrangements

(1) “Aminteroperability arrangement is subject to the prior approval of the registrar and the
supervisory authaority of the central counterparty involved, where the central counterparty has been
licensed in terms of section 49(1) of the Act and meets all the requirements as set out in this
Regulation or has been‘reeognised as such by the registrar.

(2) Subject to Regulation” 57.4, the registrar may grant approval of the interoperability
arrangement only where the central counterparties have been licensed as such in terms of the Act
recognised as such by the registrar.-

(a) for a period of at least three years,

(b) meet all the applicable requirements as set out in these Regulations; and

(c) the technical conditions for clearing transactions under the terms of the arrangement allow for
a smooth and orderly functioning of financial markets and the arrangement does not

undermine the effectiveness of supervision.

57.4 Consideration by the registrar
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1)

The registrar must assess whether the interoperability arrangement is clearly defined,

transparent, valid and enforceable in all relevant jurisdictions.

(@)

)

The registrar must take into account-

whether the documentation governing the interoperability arrangement-

0]
(if)
(iii)

(iv)

v)

(vi)

(vii)

clearly identifies, in a form that is binding, the rights and obligations of the central
counterparties under the interoperability arrangement;

is compatible with the risk mitigation processes of the central counterparty;

establishes a process for regular review of the documentation, which ensures that the
documentation remains appropriate and defines the responsibilities of the central
counterparties in that process;

establishes a process to consult the risk committee and the clearing members where the
establishment of, or any change to, the interoperabilityparrangement is likely to have a
material impact on the risks to which_the ecentral counterparty is exposed, and to inform
the clearing members where the establishment of, or any change to, the interoperability
arrangement may have an impact on their eperations;

clearly indicates the proceSshand the persens'responsible for monitering and ensuring
the functioning of the interoperability,arrangement;

clearly indicates the dispute. resolutiony, mechanism, for disputes arising from the
interoperability@arrangement;

clearly defines the conditions and " precedure for the»termination of the interoperability

arrangement; and

(b) that thescentral,counterparty has -

(i)

(ii)

(iii)

(iv)

(v)

®3)

assessed Wwhether the ynetting “arramgements between the interoperating central
counterparties are valid and enforceable;

assessed whether its rules and procedures concerning the moment of entry of transfer
orders “inte, its systems and the moment of irrevocability have been defined in
accordance'with Regulation 57.1(2);

assessed the “poténtial for cross-border legal issues to arise as a result of its
participation in the interoperability arrangement, in particular with regard to its default
procedures and the enforceability of collateral arrangements;

assessed whether its procedures for the management of the default of the interoperable
central counterparty are valid and enforceable;

conducted adequate due diligence to ensure there is a high degree of certainty
regarding the enforceability of its default rules against the interoperable central
counterparties and regarding the viability of its interoperability procedures.

The registrar must assess whether the interoperability arrangement ensures fair and

open access and that denial or restrictions on entering into an interoperability arrangement are
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based only on risk grounds, and for this purpose the registrar must at least take into account the

following-

(@)

(b)

that the documentation governing the interoperability arrangement does not contain any
provision that restricts or creates obstacles for the establishment or future extension of the
interoperability arrangement to other central counterparties, other than on duly justified risk
grounds;

that the documentation governing the interoperability arrangement does not unduly restrict the
termination of the interoperability arrangement where one of the interoperating central
counterparties considers it necessary to terminate it on duly justified risk grounds. In such
circumstances, the central counterparty deciding to terminate the interoperability arrangement
needs to provide adequate justification to the registrar of its reasons to terminate the
arrangement.

(4) The registrar must assess whetherga central counterparty, before entering into an

interoperability arrangement and on an on-going basis, has put in placeya general framework to

identify, monitor and manage the potential risks arising fromgthe interoperability arrangement, and

for this purpose take into account the following:

(@)

whether the central counterparty has general policies; procedures and systems, which provide

that-

(i) the interoperability arrangement does net impact on the compliance by the central
counterparties participating in the arrangement with the requirements to which they are
subject under these Regulations and‘relevant technical standards or equivalent foreign
countryregulations;

(i) «the central“counterpartys, has comprehensive information on the operations of the
interoperating central counterparties, including the potential reliance on third parties as
criticahservice providers, enabling the central counterparty to perform effective periodic
assessments of the risks\associated with the interoperability arrangement;

(i) the centralv counterparty identifies, monitors, assesses and mitigates any new or
increased risk," interdependencies or spill-over effects that may arise from the
interoperability arrangement;

(iv) there is a process for agreeing between the interoperable central counterparties any
changes to the interoperability arrangement and for resolving disputes;

(v) thereis a process for-

(aa) informing the interoperable central counterparties of any change to the rules of the
central counterparty; and

(bb) agreeing between the interoperable central counterparties any changes to the
rules of one central counterparty that directly impact the interoperability

arrangement;
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(b)

(vi)

(vii)

(viii)

(ix)

)

(xi)

(xii)

(xiii)

where interoperability arrangements involve three or more central counterparties, the
central counterparty identifies, monitors, assess and mitigate the risks arising from the
collective arrangements and the rights and obligations of the different interoperable
central counterparties;

there is a process for the regular review of the central counterparty’s risk management
framework for identifying, monitoring, assessing and mitigating risks arising from the
interoperability arrangement, including interdependencies or spill-over effects;

there is a process for the interoperable central counterparties to assess the need for
harmonisation of their respective risk management frameworks such processes should
be approved by the controlling body of the central€ounterparties;

the central counterparty’s operational arrangements, processing capacity and risk
management arrangements are sufficiently sealable and,reliable for both the current and
projected peak volumes of activity processed through“the, interoperable link and the
number of central counterparties invalved in the interoperability'arrangement;

the communication arrangements between thedinteroperable’ central counterparties
ensure timely, reliable andéseeure communication;

the central counterparty’s default management'precedures are designed to ensure that
the default of one clearing member~af 'ene centralicounterparty does not affect the
operations of the intereperable central counterpasties or.expose them to additional risks;
the centrall counterparty shas assessed the need for specific default management
procedures in view of thelinteroperability,arrangement;

thegprocedure for theftermination of the\interoperability arrangement by any of the
interoperable. central “counterparties nis clear and transparent and will result in
implementation N an orderly, manner that does not unduly expose the interoperable

centrahcounterparties to additional risks;

whether the central counterparty has prudential requirements to ensure that-

(i)

(ii)

(iii)

financial risksincluding custody risks, arising from the interoperability arrangement are
identified, monitored, assessed and mitigated with the same rigour as the central
counterparty’s exposures arising from its clearing members;

the central counterparty has adequate processes, procedures and risk models, including
methodologies for stress testing, to adequately forecast its financial exposures and
liquidity needs arising from the interoperability arrangement and to ensure that it is
adequately covered for current and potential future credit and liquidity exposures arising
from the interoperable central counterparties;

the central counterparty has assessed the required inter-central counterparty resources
necessary to cover credit and liquidity risk arising from the interoperability arrangement,

including in extreme but plausible market conditions;
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(©)

(d)

(e)

(f)

(iv) the central counterparty has identified any risks arising from the interval between inter-
central counterparty margin calls and the availability of the relevant collateral,

(v) the resources exchanged between interoperable central counterparties do not include
contributions to the respective default funds or other financial resources as defined in
Regulation 51;

whether the central counterparty has assessed the potential effects of an interoperable central

counterparty’s default, including:

(i) the central counterparty’s potential exposures arising from uncovered credit losses if an
interoperable central counterparty’s default waterfall has been exhausted;

(i) the degree to which the portability of positions¢and a dedicated default fund of the
interoperable central counterparty would contribute,to the lowering of the inter-central
counterparty’s exposures;

(i)  ensuring that risks introduced by thedinteroperability arrangement are disclosed to the
clearing members

(iv) where more than two central counterparties participate in an interoperability agreement,
the additional complexity of such contagionrisks; and

(v) the likely liquidity needs resulting from the interoperability arrangement such as in the
case of an inter-central counterparty margin call not'being met.

whether the central €ounterparty has @ process for regularly assessing differences between

the risk-management models), and membership controls of the interoperating central

counterparties and thexisks that may arise'fream the use of such different models or controls,
includingsassessment of‘thedresults ofystress tests and the testing of default procedures, and
has arrangementsiin place for mitigating those, risks;

risk prafile and membership criteriay,and whether the central counterparty-

() hastassessed the risk\profile“@fyeach interoperating central counterparty, including its
membership policies, t0 ascertain that they do not result in a weakening of the central
counterparty’shoverall/risk management framework, in the context of the interoperability
arrangement;

(i)  has policies, procedures and systems to constantly monitor, assess and mitigate any
risk arising from interdependencies, including from entities or groups of entities acting as
clearing members or providers of essential services to one or more interoperable central
counterparties;

(i)  has reviewed the concentration limits established by each central counterparty to ensure
they remain appropriate in light of the interoperability arrangement;

Exposure management, which must provide that the central counterparty -

(i) has identified how it will cover exposures originating from the interoperability

arrangement, including:
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(@)

(b)

(ii)

(iii)

(5)

(aa) how it will calculate margin pursuant to Regulation 48;

(bb) how it will meet exposures following the default of an interoperable central
counterparty without reducing the central counterparty’s ability to fulfil its
obligations to its own clearing members;

(cc) the assumptions for the determination and exchange of inter-central counterparty’s
margins. This should include a detailed explanation to the registrar of the
differences, if any, between the risk management parameters applied to the inter-
central counterparty exposures as opposed to the ones applied to the clearing
members.

has put in place risk management tools, such _as margin or default fund policies, to

address any weakening of the central counterparty’s overall risk management

framework due to the interoperability arrangement;

has put in place arrangements that are transparent totitSyclearing members, to meet

exposures arising from the interoperability arrangement,“including in extreme but

plausible market conditions.

The registrar must-

assess that an interoperable central’ counterparty “deposits collateral in a way that it is

protected from the default of any interoperable eentral counterparty;

at least take into «ccount, that the' interoperatingycentral ‘counterparty has undertaken

appropriate due diligence to ensure that the.collateral:

(i)

(ii)
(6)

is deposited in‘a bankruptey remote manner, thus it will not be affected by the default of
anygotheninteroperable‘central Counterparty;
will'be availableyin a timely mannerwhen needed.

Where the registrar considers,that the requirements laid down in Regulation 57.4 are not

met, the registrar must provide ‘written reasons regarding its risk considerations to the supervisory

authority and the central counterparties involved.

58.

Record keeping

A central counterparty must —

(@)

(b)

maintain, for a period of at least five years, all the records on the functions and activity

provided so as to enable the registrar to monitor the central counterparty’s compliance with

these requirements;

maintain, for a period of at least five years following the termination of a contract, all

information on all contracts it has processed that will enable the identification of the original

terms of a transaction before clearing by that central counterparty; and
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(c) make the records and information referred to in sub-regulations (a) and (b) and all information
on the positions of cleared contracts, irrespective of the venue where the transactions were

executed, available upon request to the registrar.

58.1 General requirements
(1) The records must be retained in a durable medium so that information could be

provided within the time specified in sub-regulations (2) and (3) to the registrar and other

supervisory authorities and in such a form and manner that the following conditions are met-

(a) itis possible to reconstitute each key stage of the processing by the central counterparty;

(b) it is possible to record, trace and retrieve the original content of a record before any
corrections or other amendments;

(c) appropriate measures are in place to prevent unauthorised-alteration of records;

(d) appropriate measures are in place to ensure the security and, confidentiality of the data
recorded;

(e) amechanism for identifying and correcting errars,is incorporated in the‘reeord keeping system,;

(f)  appropriate precautionary measdres, to enable the timely recovery of the“records in the case
of a system failure are included in‘the recerd keeping'system.

(2) Where records or informationtare less than six meonths old, they must be provided to
the authorities listed in sub-regulation (1)'as,soon as possible and at the latest by the end of the
following business day following a reguest from the supervisory authority.

(3) Where records. or, information are older than six months, it must be provided to the
authorities listedtimsub-regulation (1) as seon as possible and within five business days following
a requestdfrom the supervisory authority.

(4) "Where a central“counterparty, maintains records outside the Republic, it must ensure
that the registrar is able to aceess the records to the same extent and within the same periods
as if they were maintained within the Republic.

(5) A central counterparty must name the relevant persons who can, within the delay
established in sub-regulations (2) and (3) for the provision of the relevant records, explain
the content of its records to the supervisory authorities.

(6) All records required to be kept by a central counterparty under this Regulation must be
open to inspection by the registrar.

(7) A central counterparty must provide the registrar with a direct data feed to transaction

records and or position records when requested.

58.2 Transaction records
(1) A central counterparty must maintain records of all transactions in all contracts it clears

and must ensure that its records include all information necessary to conduct a comprehensive and
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accurate reconstruction of the clearing process for each contract and that each record on each

transaction is uniquely identifiable and searchable at least by all fields concerning the central

counterparty, interoperable central counterparty, clearing member, client, if known to the central

counterparty, and financial instrument.

(2) In relation to every transaction received for clearing, a central counterparty must,

immediately upon receiving the relevant information, make and keep updated a record of the

following details:

)
(b)

(©)
(d)
(e)
®

(9)
(h)
0]

48.3

(@)
(b)
(©)

the price, rate or spread and quantity;

the clearing capacity, which identifies whether the transaction was a buy or sale from the

perspective of the central counterparty recording;

the instrument identification;

the identification of the clearing member;

the identification of the venue where the contract was concluded;

the date and time of interposition of the central counterparty;

the date and time of termination of the contract;

the terms and modality of settlement;

the date and time of settlementor, of buy-in of the'transaction and to the extent they are

applicable, of the following details:

(i) the day and the‘time atwhich the.centractavas originally.concluded;

(i)  the original®erms and parties of the centract;

(i) the identificationyof the  interoperable \central counterparty clearing one leg of the
trapsaction, where applicable;

(iv) 4the identityof ithe client, including any indirect client, where known to the central
counterparty, and. inycase ‘of a give-up, the identification of the party that transferred the

contract.

Position records

(1) A central counterparty must-

maintain records of positions held by each clearing member;

ensure that separate records are held for each account kept;

ensure that its records include all information necessary to conduct a comprehensive and
accurate reconstruction of the transactions that established the position and that each
record is identifiable and searchable at least by all fields concerning the central
counterparty, interoperable central counterparty, clearing member, client, if known to the
central counterparty, and financial instrument.

(2) At the end of each business day, a central counterparty must make a record in relation

to each position the following details, to the extent they are linked to the position in question-
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(@)

(b)
(©)

the identification of the clearing member, of the client, if known to the central
counterparty, and of any interoperable central counterparty maintaining such position, where
applicable;

the sign-off of the position;

the daily calculation of the value of the position with records of the prices at which the
contracts are valued, and of any other relevant information.

(3) A central counterparty must make, and keep updated, a record of the amounts of

margins, default fund contributions and other financial resources called by the central counterparty

and the corresponding amount actually posted by the clearing member at the end of day and

changes to that amount that may occur intraday, with respeet to each single clearing member and

client account if known to the central counterparty.

58.4 Business records

A central counterparty must maintain adequateé .and orderly records®of, activities related to its

business and internal organisation, which records must includéat least-

(@)
(b)
(©)
(d)
(e)
(f)

()]
(h)

()

(k)

0
(m)
(n)

the organisational charts for thefcontrolling bodyand relevant committees, clearing unit, risk
management unit, and all other relevant units or divisions;

the identities of the shareholders arymembers, whether direct or indirect, natural or legal
persons, that have qualifying,holdings and the amounts,of those’holdings;

the minutes of meetings of‘the controlling body and, if applicable, of meetings of sub-
committees and of senier management committees;

the minutesiofimeetings of thée risk.committee,;

the minutes of consultation groups with clearing members and clients, if any;

internal and external audit,reports,xrisk management reports, compliance reports, and reports
by consultant,companies, including management responses;

the business eontinuity policy and disaster recovery plan;

the liquidity plan andithe daily liquidity reports;

records reflecting all asseéts and liabilities and capital accounts;

complaints received, with information on the complainant’s name, address, and account
number; the date the complaint was received; the name of all persons identified in the
complaint; a description of the nature of the complaint; the disposition of the complaint, and
the date the complaint was resolved,;

records of any interruption of services or dysfunction, including a detailed report on the timing,
effects and remedial actions;

records of the results of the back and stress tests performed,

written communications with the registrar and other supervisory authorities;

legal opinions received;
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(o) where applicable, documentation regarding interoperability arrangements with other central
counterparties; and

(p) the relevant documents describing the development of new business initiatives;

58.5 Records of data reported to a trade repository
A central counterparty must identify and retain all information and data required to be reported to a
trade repository along with a record of the date and time the transaction is reported.

CHAPTER VIII
REQUIREMENTS WITH WHICH A CENTRAL SECURITIES@EPOSITORY MUST COMPLY FOR
APPROVAL OF AN EXTERNAL CENTRAL SECURITIES DEPOSITORY AS A PARTICIPANT

59. Requirements with which a central securitieés depository mustycomply for approval of an

external central securities depository as a participant

When establishing a link with an external central, securities depository, »a central securities

depository must-

(@) ensure that it only establishes links withpan external central securities depository subject to
laws which establish a regulatory framework eguivalent 10 that established under the laws of
the Republic and more specifically underithe Act;

(b) ensure that it only establishes links with an external central securities depository regulated
and supervised by a‘supervisory authority that is a member of the International Organisation
of SecuritiesS'Commissions;

(c) ensure that the relevant laws of.the Republicyincluding the Act, the rules and directives of the
central securities depository apply'to the securities services to be performed by the external
central securities depository;

(d) have rules, procedures and contracts that are clear, understandable and consistent with all
relevant laws and-rules that/provide a high degree of legal certainty;

(e) have rules and procedurées that mitigate the risk relating to a conflict of laws by clearly stating
the Act and other applicable legislation promulgated in the Republic is applicable to the
securities services provided under the Act;

()  have processes that identify, assess, monitor and manage all potential risks that could arise
from the link arrangement, including legal, operational, business, and custody risks;

(g) provide for the protection of regulated persons, including central securities depository
participants, and clients and investors in the operation of the proposed link;

(h)  not offer any credit extensions to the external central securities depository;

(i) assess and monitor the operational reliability of any link it intends to open with an external

central securities depository;
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()  ensure that the central securities depository and external central securities depository have
adequate rules, processes and procedures in place for the management of custody, default
and liquidity risks;

(k) ensure that it has adequate systems in place to ensure effective communication with the
external central securities depository so that the link does not pose significant operational risk
to the linked central securities depository;

(D  ensure that it and the external central securities depository apply robust reconciliation
procedures for ensuring the accuracy and integrity of their records or holdings;

(m)  ensure that it and the external central securities depository have adequate and equivalent
processes and procedures for the segregation of assets; and protection of assets in the event
of their insolvency or default;

(n) ensure that provisional transfer of securities is prohibited;

(o) where it establishes links with multiple extesnal central securitiesSidepositories, ensure that the
risks generated in the link do not affect the soundness of the otherlinks;

(p) ensure that there is sufficient and regular exchange ofjinformation“between itself and the
external central securities depository to ensure it is able to perform” effective periodic
assessments of the operational risk'associated with the link;

() ensure that its risk management “arrangements and ‘processing capacity are sufficiently
scalable and reliablesdto operate the link safely for both,its current and projected peak volumes
of activity over thé link; and

() obtain adequate information on the business eontinuity plans including disaster recovery plans
as well assthepplans for erderly“wind-down ok recovery of the external central securities

depository.

CHAPTER IX
TRANSITIONAL ARRANGEMENTS
(Section 110(5))

60. Transitional arrangements

(1) A licensed clearing house performing the functions of a central counterparty must
comply with the requirements of this Regulation within six months after the commencement of these
Regulations.

(2) Alicensed market infrastructure must comply with the requirements set out in Chapter V

of the Regulations within six months after the commencement of these Regulations.

61. Commencement and short title
These Regulations are called the Financial Markets Act Regulations and come in effect on the date

of publication.
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SCHEDULE A

Table 39: Capital calculations for credit risk
Minimum
Transaction type holding Condition
period
Five .
Repo-style bUSINEss Daily
transaction m remargining
Other capital Ten Dail
market business E\ér inin
transactions days remargining
Twenty .
Secured lending business D;a”\f .
—davs revaluation

Operational Risk (as set out in requiation 38)

Table 38 (A)
Business
line List of.activities
Dealing on own account
Money broking

Reception and;transmission of ordersinrelation t@ one or
more segurities

Execution of orders on behalf of clients

Placing of securities\without a firm

Trading and | commitment basis

sales Operation of Multilateral Trading Facilities
Payment
and Money transmission services,
settlement Issuing and ‘administering means of payment
Safekeeping and administration of securities for the account
Agency of.elients, including custodianship and related services such
services as cash/collateralimanagement
Portfolio management
Asset Managing ohUCITS
management | Other forms'of @sset management
Table 38 (B)
Event-Type Category Definition
Losses due to acts of a type intended to defraud,
misappropriate property or circumvent
Regulations, the law or company policy,
excluding diversity/discrimination events, which
Internal fraud involves at least one internal party
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External fraud

Losses due to acts of a type intended to defraud,
misappropriate property or
circumvent the law, by a third party

Employment Practices
and Workplace Safety

Losses arising from acts inconsistent with
employment, health or safety laws or
agreements, from payment of personal injury
claims, or from diversity/ discrimination events

Clients, Products &
Business Practices

Losses arising from an unintentional or negligent
failure to meet a professional obligation to
specific clients (including fiduciary and suitability
requirements), or from the nature or design of a
product

Damage to Physical
Assets

Losses arising from loss or damage to physical
assets from natural disaster of other events

Business disruption
and system failures

Losses arising from disruption of business or
system failures

Execution, Delivery &
Process Management

Losses from failed tfansaction processing, or
process management, from relations with trade
counterparties and vendors

Credit Risk'(as set out in Requlation 39)

Table 39 (A)
Credit assessment issued by eligible institutions®
N AAAfto | A+1o BBB+_ \\BB+to |Belew |Unrate
Claim in AA- A- to B- B- d
respect of- BBB
Sovereigns Export Credit Agencies:risk scores’
(including 0-1 2 3 4,t0 6 7
the Central
Bank of that
) 0, 0, 0 0 0
particular 0% 20% 50% 100% 150% 100%
country)
Public-sector | 5a95 | 5096 | | 50% | 100% | 150% | 50%
entities
0
Banks>* 20% 50% 50% 100% | 150% S0%
AAAto | A+to BBB+
Corporate AA- A- to Below BB-
entities > %’ BB-
20% 50% 100% 150% 100%

1. The notations used in this table relate to the ratings used by a particular credit
assessment institution. The use of the rating scale of a particular credit
assessment institution does not mean that any preference is given to a particular
credit assessment institution. The assessments/ rating scales of other credit rating
agencies or, in certain cases, Export Credit Agencies (“ECAs”), registered in South
Africa, may have been used instead.

2. With the exception of short-term self-liquidating letters of credit, no claim on an
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unrated bank shall be assigned a risk weighting lower than the risk weighting
assigned to a claim on the central government of the country in which the bank is
incorporated.

3. Claims with an original maturity of three months or less, excluding a claim which is
renewed or rolled, resulting in an effective maturity of more than three months.

4. Provided that such a firm is subject to comparable supervisory and regulatory
arrangements than banks in the RSA, including, in particular, risk-based capital
requirements and regulation and supervision on a consolidated basis.

2

Including entities conducting insurance business.
No claim in respect of an unrated corporate exposure shall be assigned a risk weight

lower than the risk weight assigned to a claim on the central government of the country
in which the corporate entity is incorporated.

Table 39 (B)
Risk weight Transactions with the following counterparties, including
assets
0% Transactions with the following_eounterparties

Central government of the RSA, provided that the elevant
exposure is repayable and funded in Rand

Reserve Bank, provided that the relevant exposureis
repayable and funded in Rand

Corporation for Publi¢ Deposits, providedithat the relevant
exposure is repayable and funded in"Rand

Bank for International Settlements (BIS)
International Monetary Fund (IMF)
EuropeantCentral Bank (ECB)

WorldgBank Group, including «he International Bank for
Reconstruction ™ and Development (IBRD) and the
International Finance Corporation (IFC)

Asian Development Bank,(ADB)
Africambevelopment Bank (AfDB)

European Bank for Reconstructioniand Development (EBRD)
Inter-American,Development Bank (IADB)
European Investment Bank,(EIB)

Eurepean Investment Fund (EIF)
Nordieylnvestment Bank (NIB)

Caribbean, Development Bank (CDB)

Islamic Development Bank (IDB)

Council of Europe Development Bank (CEDB)
Intragroup CCP balances’

Intragroup balances with other formally regulated financial
entities with capital requirements similar to these
Regulations®

Intragroup balances with branches of foreign CCPs
Assets
Cash and cash equivalents

1. Provided that-
(a)the relevant entity is managed as an integrated part of the relevant central
counterparty group;
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(b)the relevant entity is consolidated in accordance with the relevant requirements
specified in regulation 50;

(c)capital resources are freely transferable between the relevant entity and the relevant
parent central counterparty or controlling company.

O
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Risk weight

20%

100%

Transactions with the following counterparties, including
assets

Transactions with the following counterparties

RSA public-sector bodies, excluding exposures to the central
government, SA Reserve Bank and the Corporation for
Public Deposits when the said exposure is repayable and
funded in Rand

Banks in the RSA, provided that the claim on the bank has an
original maturity of three months or less, excluding any
claim on a RSA bank that is renewed or rolled resulting in
an effective maturity of more than three months

Assets
Cash items in process of collection

Transactions with the following counterparties or assets

All other counterparties or assets not cevered elsewhere in this
regulation (j)

Table 39 (C): Standard haireut!

_Issue rating _ _

n redsggt‘-:t of IrQne;tlL(erlth?/I SO\r/]esrzelg Other issuers
securities - o -

,1AAA to AA-IA- Z 51ye§eslr, > 4

> 5 years 4 8

A+ to BBB-/ A- <1 year 1 2

2/ A-3/ P-3 > 1 year; 3 6

and unrated S Syears

bank

securities

ql_Ja_Iifying as

ggﬁ;ﬁfral in > 5 years 6 12

terms of the

simple

approach

g‘é‘l 055 A i5 7777777777

isiﬁggl I(T)Sy the ; 1yeyaerar; 3

Central < 5 years

Government

of the RSA or > 5 years 6

the Reserve
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Bank |

Cash in the same currency® 0

1. Based on daily mark-to-market adjustments, daily remargining and a ten business
day holding period, expressed as a percentage.
2. Including institutions that qualify for a risk weight of zero per cent.

Table 39 (D)
Minimum
Transaction type holding Condition
period
Five .
'It:\r);rl?gz;ti?iger}] business Pe?rlgr inin
days gining
Other capital Ten .
. Daily.
market business Ny M
transactions days gining
Twenty Daily
Secured lending business revaluatioh
days

Table 39 (E): Volatility adjusted haircuts

Issue rating in Residua | Volatility adjustments for | Volatility adjustments for debt
respect of debt I debt secutities securities
securities Maturity issuedhby Sovereigns issued by other institutions
20-day
20-day 5-day liguidatio | 5-day
liquidation | liquidation n liguidation
period (\%) | period (%) period (%) | period ( %)
< 1year 0.707 0.354 1.414 0.707
> 1 year;
AAA to AA-/A-1 s 5 years 2.828 1.414 5.657 2.828
>5
years 5.657 2.828 11.314 5.657
A+ to BBB-/ A-2/ A-
<
3/ P-3and unrated | 1year
bank securities
qualifying as eligible 1.414 0.707 2.828 1.414
collateral in terms of | > 1 year;
the simple approach | <5 years 4.243 2.121 8.485 4.243
>5
years 8.485 4.243 16.971 8.485
BB+ to BB- All 21.213 10.607
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Securities issued by | <1 year 1.414 0.707 2.828 1.414
the Central > 1 year;
Government of the | <5 years 4.243 2.121 8.485 4.243
RSA or the Reserve >5
Bank years 8.485 4.243 16.971 8.485

Table 39 (F): Volatility adjusted haircuts for currency mismatches

20-day 5-day

liguidation liguidation

period ( %) period ( %)
11.314 5.657

Counterparty credit Risk (a ut in Requlati

Table 40 (A)

Rating”

the rating scale of a particular credit
that any preference is given to a particular
The assessments/ rating scales of other credit
eligible institutions in the republic, may have been

credit assess
rating agencies
used instead.

Table 40 (B): Credit conversion factor

EX Precious

Remaining Interest . metals Other

. and Equities -

maturity rates except commodities
gold gold

One year 0,0% 1,0% 6,0% 7,0% 10,0%

or less

More than 0,5% 5,0% 8,0% 7,0% 12,0%

one year to

five years
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More than 1,5% 7,5% 10,0% 8,0% 15,0%
five years

Table 40 (C): Potential future exposure add-on factor®

Description Protection buyer Protection selle
Total-return swap
Qualifying® reference (5% 5%
obligation

10% 10%

Non-qualifying

reference obligation
Credit-default swap
Qualifying® reference  [5%
obligation

10%

Non-qualifying
reference obligation

rity.

e same meaning as the
isk relating to instruments in
d in regulation 48

Market Risk

Table 43 (A)
Position in position and specific risk capital
respect of- requirement
External credit assessment Unrated
AAA A+ to BBB- BB+ Below
to Residual term to maturity | to B-
AA- of- B-

Upto6| More More
months | than 6| than 24
months| months
but
less
than or
equal
to 24

Government? 2
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months
1%

0% | 0.25% 1.60% | 8%| 12% 8%

Central
government or
central bank of

0%

RSA1,2,3
Residual term to maturity of-
Up to 6 months More than 6 More than 24
Qualifying“ months but less months
than or equal to
24 months
0.25% 1% 1.60%

1. Includes forms of government that qualify for a risk weight of zero per cent in terms of
the provisions of the Regulations 44

2. Includes instruments such as bonds and treaSury bills and other short-term
instruments.

3. Provided that the relevant instrument is denaminated,»and funded by the central
counterparty, in Rand.

4. Includes-

(a) securities issued by public sector entitieés and multilateral development banks;

(b) any instrument rated investment grade, that is, a rating of BBB> or an equivalent
rating, or a better rating, which rating shallybe isSued in respecthof the relevant
instrument by no less than two gligible institutions;

(c) any instrument rated investment grade, that is; a.rating of BBB- or an equivalent
rating, by one eligible institution,,and mot less than, investment grade by another
eligible institution;

(d) any unrated instrumentzissued by any institution rated investment grade, that is, a
rating of BBB- or an’ equivalent rating, or a bétter rating, provided that the institution
must be subject t0 comparable supervisery and regulatery arrangements than banks
in the RSA, including, in particular, risk-based capital requirements and regulation
and supervision on acoensolidated basis, ‘and the central counterparty has no reason
to suspectgqthat the said wunrated instrumentiis of a lesser quality than investment
grade;

(e) subject to such conditions as may be determined by the registrar, any other unrated

or other instrument determined by, the registrar.

Table 43 (B): Maturity method:time bands)and weights™?

Time| Coupon equalto,or| Coupon less than 3% Risk weigh] Assumed change
zone more than 3% (%) inyield
Maturity band
0 <1 month 0 < 1 month 0.00 1.00
1 > 1 < 3 months > 1< 3 months 0.20 1.00
> 3 < 6 months > 3 < 6 months 0.40 1.00
> 6 <12 months > 6 <12 months 0.70 1.00
>1<2years >1.0<1.9years 1.25 0.90
2 |>2<3years >1.9<2.8years 1.75 0.80
>3 <4 years > 2.8 < 3.6 years 2.25 0.75
> 4 < 5years > 3.6 < 4.3 years 2.75 0.75
3 > 5< 7years > 4.3 < 5.7 years 3.25 0.70
> 7 <10years > 57< 7.3 years 3.75 0.65
>10 < 15 years > 7.3 < 9.3 years 4.50 0.60
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> 15 <20 years > 9.3 <10.6 years 5.25 0.60
> 20 years >10.6 £12.0 years 6.00 0.60
>12.0 <20.0 years 8.00 0.60
> 20 years 12.50 0.60

1. Based on the residual term to maturity the central counterparty must assign to the

relevant time
band the relevant position arising from any fixed rate instrument.

2. Based on the residual term to the next repricing date the central counterparty must
assign to the relevant time band the relevant position arising from any floating-rate

instrument.
3. Including any zero-coupon bond or deep-discount bond.

Table 43 (C): Horizontal disallowances

Time | Disallowance Disallowance Disallo
zone® |factor within the| factor between
relevant time adjacent time
zone zone
1 40%
40%
2 30%
3 30%

1. Based on the maturity bands specifi

Table 43 (B ssumed changes in yield

Time zone med change in

yield

1,00

1,00

1 1,00
1,00

>1,0<1,9years 0,90

2 >1,9<28years 0,80
> 2,8 < 3,6 years 0,75

> 3,6 < 4,3 years 0,75

> 4,3< 5,7 years 0,70

> 57< 7,3 years 0,65

3 > 7,3< 9,3 years 0,60
> 9,3<10,6 years 0,60

>10,6 <12,0 years 0,60

> 12,0 < 20,0 years 0,60

> 20 years 0,60
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